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COUNSEL/FARTILS OF RECORD

1 | DANIEL G. BOGDEN
United States Attorney
2 [ PAUL L PUGLIESE o 1
Assistant United States Attorney

3 || 100 W. Libenty Strect, Suite 600 ECERK 05 DISTRICT COURT
L
Reno, Nevada 89501 DISTRICT OF NEVADA

: (775 4-543
4 | Tel: (775)78 8 BY. DEPUTY
5 || Attomeys for Plaintiff
6 UNITED STATES DISTRICT COURT
7 DISTRICT OF NEVADA
8 || IN THE MATTER OF THE SEARCH OF: )
) No. 3:06-CV-0263-BES-VPC
9 || The Residence Located at 12720 )
Buckthome Lane, Reno, Nevada, and )
10 || Storage Units 136, 140, 141, 142, and 143, } GOVERNMENT’S COMPLIANCE
Double R. Storage, 888 Maestro Drive, } WITH COURT ORDER OF
11 | Reno, Nevada ) AUGUST 17, 2006
)
12 | )
! )
13
14 COMES NOW, the United States of America, by and through DANIEL G. BOGDEN, United — |~

15 || States Attorney, and PAUL L. PUGLIESE, Assistant United States Attorney, and complies with the
16 || Coun’s order of August 17, 2006.

17 During a hearing on August 17, 2006, the Court directed that the Government provide to the
18 {| Court all reports and information that Special Agent Michael West relied upon in support of the

19 || information contained in the search warrant affidavits at issue in this matter. Upon receipt, the Court
20 || would conduct an in camera review in order to determine whether any of the information is relevant
21 {| to a determination on issues currently outstanding in this matter.
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The Government has attached pages numbered 00001 - 00137 and dated September 11, 2006.
The Government opposes the releasc of any of the attached documents to counsel for the movants at
this time. Such releasc in not appropriate as the investigation of alleged offenses involving Mr.
Montgomery continues, and the information contained herein is not necessary for a determination on
the movants’ pending motions.

Dated: September 11, 2006

Respectfully submitted,
G. BOGDEN

AUL L. PUGLIESE,
Assistant United States Attorney
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1-302 (Rev 106:95)
=

-1-
FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/13/2036

Warren Trepp, Chief Executive Officer, eTreppid
Technology, LLC., 755 Trademark Drive, Reno, Nevada, telephone
(775) 337-6771, was interviewed at the Reno Resident Agency of the
Federal Bureau of Investigation by Special ARgents John Piser III
and Michael A. West, regarding the theft of trade secrets and
classified information from eTreppid Technology, LLC.

Trepp was introduced to Dennis Lee Montgomery by Eldorado
Casino Host Steven Sands in 1997. Trepp became aware that
Montgomery wanted to start a new business involving the development
of pattern recognition and compression of software.

In the end of 1998, Trepp and Montgomery. formed Intrepid,
a company to develop pattern recognition and compression software.
.On September 28, 1998, Trepp and Montgomery signed a contribution
agreement whereln Montgomery received a fifty percent ownership in
Intrepid in return for providing certain computer software
technologies to Intrepid. Trepp provided a copy of the
contribution agreement signed by Montgomery dated September 28,

1998,

Trepp advised that at a later date, the name Intrepld was
changed to eTreppid Technology, LLC to avoid any legal issues
rela

Trepp advised that Montgomery currently owns
approximately thirty percent of eTreppid. Montgomery's ownership
was reduced due to Montgomery selling a portion of his ownership
for 2.25 million dollars and a capitol call in which Montgomery did
not participate. The capitol call required equity investors to
contribute additional capitol to eTreppid to continue the operation

of ;he business.

Montgomery became the Chief Technical Officer (CTO) for
eTreppid and had the responsibility for the day to day activities
of eTreppid to include the hiring and firing of employees and
preparing the company's products to satisfy customers. Montgomery
was also on the Executive Management Committee which controlled the
overall activities of the business. This Executive Management
Committee consisted of Trepp, Montgomery, and Attorney Doug Frye.

Twestigation on 01/31/2006 « Reno, Nevada

Date dictated 02/09/2006

File# 295A-LV-39368
SA John Piser II
by SA MiChael A. West:s ano
K 60061
o 11' 06
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Continuation of FD-302 of Warren Trepp

Trepp advised that Montgomery has software programming
skills; however, recently Trepp has found out that Montgomery's
skills may not be what he has purported them to be. Trepp cited a
recent Air Force Office of Special Investigation Inquiry, which
determined that Montgomery's programming skills were not what he
alleged. Montgomery has hired other employees to do programming
and claimed that he did the work.

Trepp recently learned that Montgomery would require
eTreppid employees to falsify the results of live demonstrations
for it's customers:. Jesse Anderson, a programmer for eTreppid,
told Trepp that Montgomery would require Anderson and Jim Bauder,
another eTreppid employee to go into an.office at eTreppid while
Montgomery was out in a nearby field with a toy bazooka to
demonstrate eTreppid's recognition software capabilities.
Montgomery instructed Anderson and Bauder to go into a room and
wait to hear a noise on their cell phone and then instructed them
to press a button on a computer keyboard that would display an
image of a bazooka on the computer screen viewed by the customers,

. dncluding Department of Defense employees. Trepp advised that the.. =
Department of Defense employees were at the demonastration to make a
judgment regarding the purchase of this technology.

Trepp advised that on December 8, 2005, Montgomery
requested a personal loan of two hundred and seventy five thousand
dollars through Trepp‘s financial company known as Friendly Capitcl
Partner, LP. Trepp further advised that he has loaned Montgomery
money since approximately 1999 and estimated that Montgomery has an
outstanding balance of approximately 1.375 million dollars and an
$125,000.00 in interest owed.

Trepp advised that Sloan Venables was able to recover
approximately f£ive years of Montgomery's e-mails maintained on
eTreppid hardware; however, no e-mails were recovered for December
2005 to January 2006. Trepp advised that a review of these e-mails
clearly showed that Montgomery is having financial troubles.

Trepp advised that Montgomery goes to the Eldorado
Casino/Hotel and the Peppermill Hotel/Casino at night to gamble.
Montgomery has told Trepp that he has a system for counting cards
in an eight deck shoe in blackjack. Trepp has known Montgomery to
use a three hundred thousand dollar line of credit at Nevada

casinos.
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Trepp advised that approximately ten days age, Montgomery
asked Neil Azzinero, an El Dorado Hotel/Casino host, if Azzinero
knew of a U.S. citizen who would be interested in funding a new
business with him and needed five to ten million dollars.

Trepp advised that Montgomery is married to Brenda
Montgomery and has two boys, Brian Montgomery, age 30, Steven
Montgomery, age 26, and Kate Montgomery, age 23. Brian Montgomery
and Steven Montgomery have been employed at eTreppid in the past,
building hardware components.

Trepp advised that on January 9 or January 10, 2006,
Montgomery stated "you're an asshole and I will see you again" to
Jesse Anderson, which Anderson toock as some type of threat.
Montgomery has a bad temper and has been verbally abusive to
employees and known to throw objects. Montgomery was also known to
have had a Temporary Restralning Order issued against him from a
former girlfriend who was employed at eTreppid.

I : Trepp considers. Montgomery to be a bright A;nd1v1dua1 _who o
: is a workaholic and has been known to embellish facts to his
advantage. Trepp further described Montgomery as being independent

—and arrogant.

Trepp advised that while Venables was on vacation from
December 22, 2006 to January 4, 2006, Montgomery deleted all source
code relating to eTreppid's software development efforts and all
back up copies related to that software. Trepp further advised
that only two employees had access to the company serxrvers, known as
the Source Server and the ISA Server. Those two employees were
Sloan Venables and Dennis Montgomery. The Source Server contained
all source code developed by eTreppid employees and their
executable forms. Montgomery had the sole responsibility to back
up the Source Server. Venables recently purchased a server known
ag the ISA server, just prior to his vacation, to act as a data

warehouse for all eTreppid data.

Trepp advised that Montgomery routinely backed up the
Source Server data onto a stand alone computer in Montgomery's

office.
When Sleoan returned from vacation, Sloan asked Montgomery
where the back up computer for the Source Server was to which

Montgomery advised Venables that he took it home. Trepp advised
that Montgomery has never been known to take this computer home in
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the past. Trepp further advised that this back up computer is
missing from eTreppid.

Trepp advised that a review of both the Source Server and
the ISA server revealed that all pertinent development data was
deleted from the Source Server and the ISA server was damaged and
is unusable. Trepp further advised that between January 7, 2006
and January 8, 2006, each computer work station at eTreppid was
deleted of all software development data. Trepp advised that only
two employees at eTreppid would have access to delete this level of
data and those two employees are Venables and Montgomery.

Trepp advised that a review of eTreppid's alarm code log
revealed that on January 7, 2006 and January 8, 2006, eTreppid
alarm was disarmed and re-armed by Montgomery's alarm code.

Trepp further advised that eTreppid maintains a video
surveillance system covering the exterior and interior of eTreppid
) and on January 10, 2006, a review of this equipment revealed that
oo .. the _machines were no longer recording .and all data.on the computers
had been deleted. eTreppid's video surveillance system consists of
seventeen video cameras which record on seventeen separate computer

_  systems
Trepp advised that the Source Server contained all

intellectual property developed by eTreppid employees and possibly
contained secret information.

Trepp advised that eTreppid has been developing software
for use by varlous U.S. Government agencies and ag a part of this
development effort, have received authorization to possess and
maintain classified information up to the Secret level. eTreppid
employees would recejve Secret information from U.S. Government
agencies on various hard drives and Mini DV tapes which contained
still and video images to be used in eTreppid's development
efforts. Trepp advised that employees Patty Gray, Sloan Venables,
and Dennis Montgomery handled this classified information.
eTreppid wae required to store this classified information in safes

provided by the Air Force.

Trepp advised that after Montgomery left the business on
January 10, 2006, an inventory of the classified hard drives and
wini DV tapes was conducted and this inventory revealed that nine
¢t hard drives containing secret data were missing. As a result of
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this 1nventory, Trepp learned that possibly additional copies of
the nine original hard drives were made by Montgomery.

Trepp advised that Montgomery is no longer an employee of

eTreppid and alleges that he (Montgomery) has a copyright dating
back to 1282 on software used by eTreppid for which he has not been

paid.

Trepp advised that Montgomery's behavior is odd,
conslderlng that eTreppid would most likely receive government
contracts in the near future which would result in million dollar

contracts for eTreppid.

Trepp advised that on January 9, 2006, he asked
Montgomery, who deleted the data from the Source Server and ISA
server, to which Montgomery blamed Patty Gray. Trepp further
advised that on January 10, 2006, he requested that Montgomery
returned any items including the software that he had taken from
eTrepp:.d and Montgomery denied taklng anythm.g

Trepp adv:.sed that he requ:.red Montgomery to prov:.de hlm
a copy of all data on the Source Server once every year to protect

both himself and

data. Trepp advised that when he learned that the Source Server
had been deleted and Montgomery refused to return to work, he
looked at the copies provided. by Montgomery over the years, and
found that these disks were blank or contained no data relevant to

eTreppid's development efforts.
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FEDERAL BUREAU OF INVESTIGATION

Date of transetiption 3/2006

Sloan Sterling Venables, white male,

was interviewed at the Reno Regident Agency

OrL the Federal Bureau of Investigation by Special Agents John Piser
IIT and Michael A, 'West, xregarding the theft of trade secrets from

eTreppid Technologies, LLC.

Venables has been employed as the Director of Research

and Development at eTreppid since approximately December of 1999.
Venables duties include being the Facilitiles Security Officer who
is responsible for ensuring compliance with government regulations

in the storage of restricted information maintain by eTreppid.
‘Venables is also the Network Administrator who maintains the mail
and web servers, maintains the router configurations, purchases

hardware for both internal and customer use, and leads half of tha
programming staff. Venables advised that he ox Dennis Montgomery
would know all eTreppid's efforts related to software development

and the daily operations at ETreppid.
_._ Vepables advised that_because of his responsibilities, he

" knows every piece of hardware at eTreppid as he has either
installed it or hired someone to install it.

. Venableg knew Montgomery prior to coming to work at
eTreppid and has worked closely with Montgomery since December of

. 1999.

Venables advised that in the fall of 2005, Patty Gray
suspected Montgomery was doing something other than what he was
actually telling people he was doing. Gray was trying to figure
out vwhat Montgomery was doing. Venables knew Montgomery promised
products to customers that had not been completed or even assigned
to programmers. Venables did not have specific details regarding
this activity; however, Gray or employee Jesse Anderson may have

more information.

Venables advised that Montgomery found out about Gray's
and Anderson's efforts to look into his activities. In the
beginning of Dacember 2005, Montgomery installed removable hard
drives on each of the programmer's workstation so he could remove

nvestigation on 02/02/2005 st Reno, Nevada

Datc dictated 02/09/2006
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the hard drives and required the programmers, to include Lalith
Tenneti and Barjinder Bal, and Krishna Tangirala, to give him the

source code that they were working on.

Venables advised that on December 21, 2005, he called
Montgomery while driving to work and Montgomery told Venables nct
to come in to work and to stay home to get ready for his trip.
Venables arrived at eTreppid at approximately 11:00 AM on December
21, 2005, to complete work on the Internet Security Rccelerator
Server or ISA Server. Venables intended this server to act as a
proxy server and manage the RAID (Redundant Array of Inexpensive
Disgks) unit, containing sixteen hard drives, to back up the Source
Code Server or SRC Server and all other servers. Venables wanted
"to put the ISA server in operation and back up all eTreppid data
prior to leaving on vacation. Venables mounted the ISA Server and
RAID unit in the same cabinet as the SRC Server with the assistance

of Jim Bowder.
Venables turned on the ISA Server and started backing up

and prepares a log of which files were successfully copied.
Venables recalled that the ISA Server finished a few folders on the
SRC Sexver while he was still in the building on December 21, 2005.

The servers at eTreppid contain a large amount of data
which would take many hours to back up successfully. The
Development Server contains approximately two hundred gigabytes of
storage and Venables estimated that the SRC Server containse another
two hundred gigabytes of information. Venables advised that
because of the file size and structure, it would take a lot of time

to successfully delete these files.

Venables advised that on December 21, 2005, he went out
into the warehouse where Montgomery had a server and RAID box
Montgomery used to periodically back up the SRC Server. Venables
noticed that the Central Processing Unit (CPU} and the RAID box
were missing and the only thing left at Montgomery's work area were
the monitor, mouse, and keyboard. - Venables asked Montgomery what
happened to the server and the RAID box to which Montgomery stated
that he took them home. Venables advised that both the CPU and the
RAID box are large and noticeable items with the CPU being a large
black Lianli case with a Pentium procegsor with an ASUS 4C800-E
motherboard and a LSI controller to run the RAID box and the RAID
box contained eight hard drives and had serial number 6564737.
Venables advisad that these items are large and noticeable with the
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RAID box weighing approximately one hundred pounds. Venables
valued these items at approximately $5,000.00 for the RAID box,
$5,000.C0 for the hard drives, $600.00 for the controller card, and

$3,000.00 for the CPU.

Venables advised that Montgomery was responsible for
backing up the SRC Server ontc the RAID box maintained by
Montgomery. The server and RAID box used by Montgomery was not
accessible by any other computer on the network and was connected
directly to the SRC Server. Venables further described the RAID
box as being an Ultra Store, model 2081, containing eight IDE 320
gigabyte hard drives with serial number 6564737. eTreppid
purchased two like models, one of which is accounted for in the
warehouse, and contains serial number 4460005.

Venables questioned Montgomery further as to why he took
the server and RAID box home and Montgomery did not respond.
Montgomery is known for not responding to people and just walking
off.

Venables advised that he is responsible for backing up
the data on all other eTreppid servers except for the SRC Server.

These other servers included web servers, a SQL database server,
and eight other servers for administrative functions at eTreppid.

Venables advised that he was at eTreppid until
approximately 11:00 P.M., on December 21, 2005, and left his
residence on December 22, 2005, at approximately 7:00 A.M., en
route to the Reno Airport to travel toc Budapest, Hungary to visit a
high school friend for the Holidays. Venables returned to Reno,

Nevada at approximately 12:00 A.M., on January 2, 2006.

Venables was unable to sleep after returning from in
vacation and decided to go into work early on January 3, 2006, and
arrived at the office at around 9:00 A.M. Venables normally
arrives at the office around 11:00 A.M. and woxks into the evening.

Upon arriving at his desk on January 3, 2006, Venables
noticed that the server cabinet and keyboard were messed up.
Venables went into the Server Room and noticed that the SRC Server
had recently been logged into and a process was running. Venables
advised that he configured all eTreppid servers to have the screen
saver lock out mode activate after one minute of non-use which
requires the user to log back into the server after not touching

the keyboard for one minute.
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Venables noticed the SRC Server had a command prompt cn
the screen which indicated to him that someone had used the SRC
Server console within the last minute and he could see files
scrolling by; however, he could not determine what task was
running. Shortly thereafter, Montgomery walked into the Server
Room and said he was just "cleaning up stuff" on the SRC Server and
Venables could cancel the operation. Venables went downstairs to
talk to Montgomery-more about what he was doing on the SRC Server.
Montgomery stated he was "cleaning up stuff* and deleting old

files.

Venables advised that he set up the SRC server with a
folder named ET Development with sub-folders for each programmer.
Each programmer was given permission up to modify which allowed the
programmer to add and change but not delete any files. Venables
advised that the only eTreppid employees who had the administrative
permissions and passwords to delete files from eTreppid’s servers
were himself and Montgomery. Venables further advised that all
eTreppid servers had the same user name and password for

Taaministrative functions which were -onty—kmowntoMontgomery—and- - — -

Venables.

Venables advised that after finding the command prompt on
the SRC Server, he looked at the server and found that the ET
Latest folder was empty; the ET Development folder was empty except
for folders named Jesse and Michael; the ET Programmer folder was
empty; and the ET Shared folder contained a few files. Venables
then went to the ISA Sexver and noticed the server was locked up or
not functioning; however, he could see it was still on the network
but all files had been deleted, including the log files created
prior to his leaving on December 21, 2005. Venables tested the ISA
Server for approximately two months, 24 hours a day, seven days a
week prior to putting it use on December 21, 2005, and had neo

problems.

Based on Venables' experience, Venables believes that the
files were intentionally deleted. Venables advised that if the
files were deleted due to a hardware malfunction, selected files
would not have been deleted, and files or folder would not be
accessible. In addition, Venables advised that he would not have
been able to undelete the files if they had not been deleted
through a normal delete process. Venables has been able to recover
some of the deleted files from the SRC Server and from Montgomery's
personal computer using Executive Software undelete function.

00009

Sept. 11'06

DEFS002226




Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 13 of
140

Case 3:06-cv-00263-PMP-VPC  Document 70-5  Filed 09/11/2006 Page 12 of 40

Case 3:06-cv-00263-PMP-VPC “SEALED* Document 70  Filed 09/11/2006 Page 12 of 40
FD-302a (Rev. 10-6-95) .

295A-LV-39368

Continuation of FD-302 of 8leoan Sterling Vepables .00 02/02/2006 . Page 5

Venables estimated it would have taken approximately three days to
delete the data contained on the SRC Server.

Venables advised that on January 3, 2006, he went to talk
to Montgomery about the SRC Server and again asked Montgomery where
the RAID box and server were that he used to back up the SRC Server
to which Montgomery said "I'll bring it back, I don't need it

anymore" .

Venables further advised that on January 3, 2006,
Montgomery told him that he (Montgomery) was hiding in the building
on December 21, 2005, and saw Patty Gray come back into the office
after hours and saw her going around the building deleting things.
Montgomery said he had set the alarm and hid out in the building
and had Gray on video. Venables knew this was a lie because he
{Venables) was in the building until approximately 11:00 P.M., on
December 21, 2005, and neither Montgomery nor Gray were in the
building. Venables further advised if the alarm been set, it would
have actlvated if someone was in the bullding

Venables learned that Montgomery had taken each
programmer's hard drive and returned it with the current source

folder wiped clean.

Tangirala told Venables that Montgomery took his hard
drive while Venables was on vacatlon. Montgomery told Venables
that the hard drive crashed; however, Tangirala told Venables that
Montgomery just took the hard drive and gave him (Tangirala) back a
blank hard drive with only the master image software on it.
Tangirala was working primarily on eTreppid's Automatic Target
Recognition software and had been working closely with Montgomery

the last few months.

Venables asked Lalith Tenneti and Baljinder Bal when
Montgomery started deleting the SRC Server, and both stated that
the data on the SRC Serxrver gradually started going away while
Venables was on vacation. Tenneti and Bal also informed Venables
that Montgomery also started deleting the information from their
workstation during the time Venables was on vacation.

Venablea found out the Gray had copied some information
off of one of the programmer's workstations to present to Trepp and
he (Venables) knew that Gray did not have the user name and
password to delete information. Venables further advised that Gray

was also on vaoatlon from December 22, 2005 until January 3 2006
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along with Jesse Anderson who was on vacation from December 22,
2005 to January 3, 2006.

Venables advised that he last saw Montgomery on January
10, 2006, when Montgomery was in the eTreppid yelling obscenities
at Warren Trepp and Joel Safriet.

Venables advigsed that on January 10, 2006, he found that
all sixteen computers used by eTreppid to record video signals from
their video surveillance cameras had stopped recording and further
inspection revealed that all recorded data on each machine had bheen
deleted from each of the sixteen computers sometime on January 8,
2006 or January 9, 2006 at approximately 8:00 to 8:30 PM.

Venables advised.that he is also the Facility Security
Officer and first learned that eTreppid had Secret material in the
building when he saw Montgomery placing Secret stickers on hard
drives. When Venables asked Montgomery about the Secret material,
Montgomery told Venables not to worry about it.

on

Venables advised that after Montgomery left eTreppid
January 10, 2006, he believed that Montgomery had attempted to
access eTreppid's computer system through the Internet; however, he

has not been successful.
Venables advised that in past conversations with

Montgomery, Montgomery has told Venables that he has storage units
in Reno, Nevada, possibly at Double R Storage or Mt. Rose Storage.

Venables advised that Steven Montgomery, the son of
Dennis Montgomery, worked at eTreppid on projects for Montgomery
involving assenbly of hardware components.

Venables advised that Montgomery has a daughter, Kathleen
"Katie" Montgomery, who lives & in south

Reno.

to use the following

Venables has known Montgomer
telephones:
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Venables provided an e-mail message dated January 30,
2006, showing the serial number for the Ultra Store RAID storage
unit having serial number 6564737.
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FEDERAL BUREAU OF INVESTIGATION

Datc of transcription 02/21/2006

was interviewed by Special

Piser III and Michael A. West at the Reno office of the
Federal Bureau of Investigation regarding activities at eTxreppid

Technologies, LLC.

Gray advised that she has a Master's Degree in Computer
Engineering and has been employed by eTreppid for approximately
three years and four months. Gray holds the title of Vice
President of Froduct Development with responsibilities for business
development -and marketing for .U.S. Government customers. Gray
handles all customer relations to include gathering customer
requirements and cost estimates for various products. Gray reports
to both Chief Technical Officer Dennis Lee Montgomery and Chairman

Warren Trepp.

Gray advised that the main project that she had been
working on is a long term project with the Special Operations

software.

Gray advised that in March of 2005, she traveled to
Nellis Air Force Base in Las Vegas, Nevada to record test video
received from a Predator Drone in a demonstration test to record
vehicles, pecple, and weapons. Personnel at Nellis Air Force. Base
instructed Gray to label these tapes Secret which Gray did in her
own handwriting and affix a red Secret level to five mini DV tapes.
Gray advised that the same information was received by eTreppid
from Fort Bragyg, North Carolina; however, these tapes were marked
Unclassified and contained more data than the set of tapes she made
at Nellis Air Force Base. Gray advised that all five of the tapes
marked Secret are accounted for. Gray further advised that
Montgomery would take small segments for test data from these
tapes; however, Gray did not know if Montgomery took the test data
from the tapes labeled Secret or from the Unclassified tapes.

Gray advised that in June of 2005, this process was again
repeated by having test data generated from a Predator Drone which

‘qvestigation on
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Continuation of FD-302 of Patty Gray

Gray called a "fabricated scenario", which produced approximately
seven tapes which she labeled with handwritten labels and placed a
red Secret sticker on each of these seven tapes. Gray advised that

these seven tapes are accounted for.

Gray advised that in November of 2005, eTreppid delivered
two servers to SOCOM at Nellis Air Force Base. eTreppid would no
longer record the video data on to mini DV tapes and now recorded
the video data onto 320 gigabytes hard drives. Gray advised that
during this time she would travel to Nellis Air Force Base and
start the system recording the data from similar fabricated test
scenarios. Gray advised that on one occasion, SOCOM employee Lance
Lombardo was supposed to coordinate the activities of the Predator
Drone and set up objects to record. On this occasion, Lombardo
never showed up and Montgomery instructed Gray to record the data
anyway to obtain test data.

Gray advised that when labeling this media, she would
prepare a2 handwritten description on a label which she would place
onthe-hard: drive which includedthe dateof tim—informationand
which server, Server A or Server B, and then affix a red Secret
label to the hard drive. Gray would apply the label and Secret
sticker to the outer case of the removable Imclose case but not
directly to ths hard drive. Gray was instructed by SAIC Contractor
Personnel at Nellis Air Force Base to double wrap the hard drives
for shipment. Gray identified a red Secret label described as an
SF-707 label as being identical to the red Secret label she applied

to these hard drives.

Gray advised that the video data she recorded contains
dates and times in Zulu time and GPS coordinates in each video
frame. Gray kept personal notes regarding what videos were made
and would make those available to the FBI.

Gray would send these Secret hard drives via Federal
Express to Montgomery in Reno, Nevada. Gray recalled that she made
three FedEx shipments, two of which were received and sigmed for by
Montgomery and one was received by another eTreppid employee;
however, Gray recalls delivering this package directly to
Montgomery upon -arriving in Renco, Nevada.

Gray advised that she recorded the information at Nellis
Air Force Base onto nine hard drives which she labeled Secret and
were all eventually mailed to eTreppid in Reno, Nevada via Federal
Express. These nine Secret hard drives along with the Secret Mini
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DV tapes, were stored in a GSA approved container or safe when they
were not in use. Gray advised that only she, Montgomery, and Trepp
had access to the combination for the safe containing the Secret
information with her and Montgomery having the primary access.

Gray advised that on several occasions, she found the
entire contents of the safe were gone and would go to Trepp to
complain about Montgomery's non-compliance with the security
procedures. Trepp would immediately get up from his desk and tell
Montgomery to put the Secret material back in the safe and
Montgomery would return the Secret items. Gray further advised
that Montgomery was. the only other employee at eTreppid besides
herself that would. use the Secret data. Gray advised that she did
see other eTreppid employees using tapes with similar content but
was unsure if the content was classified. These employees would

have received the data from Montgomery.

Gray advised that Montgomery instructed the software
englneers or programmers not to talk to her and Montgomery had the
— - - -engineers-afraid-that they-would-befiredand removed—from-the-b-5+ -
if they spoke to Gray. eTreppid employees hires a number of
foreign individuals as software engineers.

In December of 2005, Montgomery took the nine Secret hard
drives out of the safe and said he was going to condense the nine
or1glnal hard drives onto six hard drives due to their being unused
space on the original nine Secret hard drives. Gray recalled that
Montgomery returned six hard drives labeled Secret into the safe
along with the original nine Secret hard drives.

Around that same time, Trepp asked Gray to place test
data on Mini DV tapes containing segments of day and night
operations. Gray advised that Trepp wanted two sets of tapes, one
set for Montgomery and one set for Trepp to be used to validate
Montgomery's work and to ensure that the results of Montgomery's
work was not staged. Gray informed Trepp that because the video
segments were only five to seven minutes in length, anyone could
train the software to work in a certain way to achieve a specific
result for that short time frame. Trepp suggested that Gray made
additional tapes for him and place those tapes in a separate drawer
in the safe with the combination only being known to Trepp and
Gray. Gray prepared four tapes containing Secret data, two of
which she placad in the gafe only known to her and Trepp and gave
the two remaining tapes to Montgomery. Gray advised that the two
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tapes provided to Montgomery are missing, however, the two tapes
placed in the safe are accounted for.

Gray advised that Montgomery would store Secret tapes and
hard drives in a file cabinet located behind his desk in the
warehouse. @Cray advised that when she would find the Secret
information missing from the GSA approved safe, she would find the
tapes or hard drives with Montgomery in the warehouse. Gray
recalled that the second to the last time she found these tapes
missing, she told Mentgomery that he may lose his security
clearance if he did not store the Secret material properly.
Montgomery told Gray "I will never lose my clearance because they
will always want me to do the work". Gray told Trepp of
Montgomery's statement and Trepp told her to collect the Secret
material and change the combination and not to give the combination
to Montgomery. Gray advised that she did as instructed by Trepp
and placed the nine Secret original hard drives and the six copies
and all Secret mini DV tapes in the safe. Gray recalled that she
did this prior to December 18, 2005 and believed that she had

- = -placed-all-elaseified-material—inthe safe and-only-she—had-the-—— -

combination.

On December 18, 2005, Gray returned home to Arizona and
received a numbexr of telephone calls from Trepp and Montgomery.
Gray received a number of text messages from Montgomery requesting
access to the Secret material in the safe s0 he could work. Gray
received a telephone call from Trepp in which Trepp instructed Gray
to give the combination to the safe to Montgomery to let him work
and that they would re-secure the data on Monday. Gray advised
that she told Trepp that she felt that Montgomery only wanted
access to the Secret data to make copies of it so he would pot seem
to be in non-compliance with security procedures. Upon Gray's
return to Reno, she put all the classified material that she had
back in the safe that both Trepp and Montgomery had access to and
went on vacation from December 21, 2005 to Jamuary 3, 2006 in
Phoenix, Arizona. Gray felt that she lost control of the
classified material and left it up to Trepp and Montgomery to

secure the data.

Software Engineer Lalith Tenneti told Gray that before
New Years, Montgomery sat down at Tenneti's computer and deleted
his source code while Tenneti watched. Montgomery told Tenneti
that he didn't need the source code on his work station and
Montgomery had a new back up system in place. Gray later found out
that Montgomery did this on every engineer's work station.
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Continuation of FD-302 ef Patty Gray

" Gray advised that Montgomery created an environment that
if anyone challenged him they felt they would be fired or deported
as the majority of eTreppid's software engineers are foreigners.

Gray felt that Montgomery had extremely poor program
management and assigned work to the software engineers that had
been promised to customers which had not been complete or yet been
assigned. Gray also found out that Montgomery was taking credit
for writing code done by others.

Gray informed Trepp that Montgomery claimed to have
written 95% of the source code for various eTreppid products and
she learned that he had not. In December of 2005, Gray started
collecting information about Montgomery's activities and provided
this information to Trepp on December 21, 2005, and somehow
Montgomery became aware of Gray's efforts Gray advised that she
received a telephone call thirty minutes after having a close door
meeting with Trepp from Jesse Anderson. Montgomery told Anderson

. that Trepp and Gray were ganging up on Anderson and wanted to know
if he-had-any-source-code—on-his-computer. Gray further advised -
that Sloan Venables called her on December 21, 2005, and said that
Montgomery was leaving the building with a case of hard drives and
believed that Montgomery was talked to by Trepp.

Gray further advised that engineers Young Mian and Zehang
Sun, who are both from China, may have had access to classified
data on their computers. Gray advised that she saw some video
content on both their computers which was similar to the classified
video content. Gray asked Young Mian where he got the data and

¥Young Mian told her from Montgomery.

Gray advised that after Montgomery left the business on
or about January 10, 2006, she and other employees conducted a
search of the entire eTreppid office space to locate the nine
original Secret hard drives and or their removable enclosures,
During the search, an additional copy of the six Secret hard drives
were located labeled Secret and were put in the safe; however, the
nine original Secret tapes were not located.

Gray provided a chronological list of events occurring at
eTreppid related to the Secret hard drives which is attached to and
considered a part of this FD-302.
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Date

Description

11/3/05 -
11/4/05

Traveled from Reno to Nellis AFB to test latest ATR software and
gather test data. Generated data on 3 HDDs, marked them all Secret,
double-wrapped them and sent them viz Fedex to Dennis using Priority
Ovemight with Saturdsy delivery. Dennis did receive them on
Saturday.

11/7/05

Arrived in Reno and confiomed with Dennis that he had received the
data,

11/9/05 -
11/11/05

Traveled from Reno to NeJlis AFB to test the latest ATR software and
gatber additional test data, Generated 5 HDDs, marked them all Secret,
double-wrapped them and sent them via Fedex to Dennis using Priority
Overnight with Saturday delivery. Dennis did receive them on
Saturday.

11/14/05

Arrived in Reno and confinmed with Dennis that he had received the
data,

11/17/05 -
11/18/05

Traveled from Reno to Nellis AFB to test latest ATR software and
gather test data, Dennis was on vacation 11/18/05 — 11/20/05. The
software that I was to test had a bug end no update was sent 3o 3 HDDs
were sent back. Two with the OS and ATR application, one with
classified data. The classified material was marked Secret, double-
wrapped. All 3 HDDs were sent via Fedex to mysclf using Overnight

for Monday delivery.

11/21/05

| Fedex package to Demiis i1 the warehouse.

Arrived in Reno. Altan Bora signed for the Fedex delivery close to
noon. I arrived in the office shortly after noon, and gave the unopened

12/5/05

Arived in Reno shortly after noon. I requested from Zehang Sun
and/or Dennis that I get a copy of the latest version of the motion
detection software so that I could do some testing. Dennis told Zehang
that he would get it to mc right away. Zehang told me the Iatest version

was on Yongmian’s computer,

12/6/05

Reminded Dennis that I was still waiting for the motion detection
software for testing. He continued to promise but I did not receive it. At
3pm, I went to Yongmian's computer (Yongmian was away ata
conference) and copied it from his computer onto mine. When I started
the application in my office, noticed that it appeared that the test
content on Yongmian's computer was classified video. I then checked
the safes to find out if the rest of the data was being correctly stored
and saw that all of the original hard drives from Nellis were not in the
safe. I notified Warren who told Dennis to comrect this.

12/7/05

1 checked the safes and noticed that the classificd content was still not
in the safe. I approached Dennis and he said that it was all in the file
cabinets in the warehouse. I verbally told him that this was not the
correct place to store classified content. I notified Warren that the

content was still not being correctly stored.

Filed 09/11/2006 Page 20 of 40
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12/8/05

1 sent an email to Dennis and copied Warren to remind him that all
classified content should be stored in thie safe and asked that he use &
particular safe so that we could both have access to it since we both had
the combination. As a result, all original classified HDDs and tapes
were moved to the safc.

12/12/05

Warren asked me to generate some test tapes from the classified HDDs
for internal testing. I seat an email to confimm this since previously
Dennis had told me he wanted to use the HDDs, not tapes. Warren
requested that 1 make 4 DV tapes, two for Dennis (one night video, one
day) and two for him that he could conduct a blind test with (one night
video, onc day).I retrieved one of the HDDs (coritent from 11/5/05) to
start looking for which scenes to extract to a tape.

of 40

12/13/05

1 went to get another HDD to generate more of the test tapes and found
that all of the HDDs were missing from the safe again. I alerted Warmren
and he had Dennis return the content to the safe immediately, I
completed the 4 test tapes in the late afternoon using content from the
Nellis classified content from11/5/05 and 11/13/05. I handed two tapes
to Dennis. During the time that I was generating the second tapc,
Deunis came in to put a new label on the HDD that I was using. He said
that he was condensing the hard drives I had used at Nellis because

some were only partially full.
I changed the combination to the top drawer of the safe and secured

~Warren's two test tapes in-that drawer. The rest-of the-original-hard-——-

drives were stored in the bottom drawer that Dermis and I both had the
combination to. '

12/15/05

I went to get a HDD so that I could resume testing the motion detection
software. Once again, all of the HDDs were missing from the safe. I
went to ask Dentiis about this and he said that he wanted to store them
in the file cabinet in the warshouse because it was more convenient for
him., Itold him that this was not the appropriate way to secure the
classified content and he was risking losing his clearance. He said “T
don't care about my clearance. They'll always give me my clearsnce
becanse they want me to do the work.” I reported this to Wamen and he
agreed that access to the classified material needed to be restricted. He
had Dennis immediately return all of the classified HDDs and tapes to
the safe and then instructed me to move all of the classified materal in

the tap drawer of the safe and not give the combinaticn to Dennis.

Sept. 11'06
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12/18/05

Dennis tred to contact me by text message. Warren cventually made
contact with me by cell phone and told me to provide the combination
to Dennis so that he could access the classified material. I told Warmren
that I suspected that Dennis would make copies of the content and that
he would also have accass to the,two tapes that Warren wanted for the
blind testing. He still wanted me to provide Deanis with the
combination and we would talk to him and re-securc everything when I
got back into the office on Monday.

12/20/05

1 sent a note to Warren that indicating that I was not comfortable being

responsible for securing the content because J was suspicious that
Dennis had made copies of all of the content.

12/21/05

T met with Warren to discuss several issues including that [ had secn
what appearced to be classiied content on Zehang’s shared folder on bis
computer. As I was trying to copy it over to my system, it got deleted. I
left for my vacation at 6:35a on 12/22/05.

1/8/06

Lalith told me that Dennis had deleted all of the source code from his
and the other engineers's systems between Christimas and New Year's.
I atranged to have him talk to Warren about this.

1/9/06

“request on 12712705 were also-missi

We began looking for source code on any hard drive in the building. I
found seven HDDs in his file cabinet that were copics of the original 9
Nellis HDDs. When I checked the safe, another copy of the oxiginal 9
Nellis HDDs were there (condcnsed to seven HDDs) but the originals
were missing. In addition, two of the four tapcs generated par Warren's

1/10/06 —
1/13/06

A search of the work and storage areas m the building did not mult in
locating the missing classified material.

1/23/06

I checked one of the HDDs that Dennis had generated to see what was
on it. It was Tabeled “Nellis Images WIP 12/8/05”. On it was a gccent
vezsion of the target detection/motion detection software and test
unagery I asked Yongminn to describe the test sequences that he had

been vsing. His description matches the teat sequences in the two
dircctories on this HDD that contsin the detection software. At least

one of the test scquences is from classified material, However, witheut
showing Yongruizn the sequence, 1 cannot be positive that the test
sequence he had access to and the imagery on this HDD are the same.
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Date of transcriplion 02/13/2006

Neil Azzinaro

West

interviewed by Special Agents John Piser IITI and Michael
regarding Dennis Lee Montgomery.

Azzinaro is an independent casino host who periodically
works in Reno, Nevada, where he met Warren Trapp and Dennis
Montgomery in approximately 1999 or 2000.

Azzinaro advised that in the first of January 2006, he
called Montgomery to discuss a home computer problem with
Montgomery. Azzinaro knows Montgomery to have extensive kncwledge
of computer and Montgomery has helped Azzinaro resolve prcblems in

the past..

Durirg this telephone call, Azzinaro asked how Montgomery
was doing. Montgomery advised that things were not going well for
him, that he made Warren Trepp eleven million dollars last year,
recently asked Trepp for a raise, and Trepp would not give him one.

© T T Montgoiiery commented that he-wasTaware that—Azzinmaro—knew-altot—of-——— - -=:
people through the casino business and wanted.to find someone with
ten to eleven million dollars. Montgomery advised this individual
could only be from this country, not from a corporation, and has to
be a private party. Montgomery told Azzinaro he wanted to start

his own business.

Azzinaro told Montgomery that he would look around.

Azzinaro commented that during this telephone
conversation, Montgomery sounded very revengeful and reiterated
that he made a lot of money for Trepp and Trepp owes him.
Montgomery statsd on more than one occasion during this
conversation that he made Trepp eleven million dollars and he got

nothing.

Azzinaro is aware that Montgomery gambles large sums of
money and on occasions has borrowed ninety thousand dollars from a
casino and lost the ninety thousand dollars. Montgomery paid the
money back the next day which Azzinaro found to be odd as wost high
stakes gamblers don't repay their debts immediately. Azzinaro was
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also aware of an occasion when Montgomery had a three hundred
thousand dollar outstanding credit bill with Nevada casinc on which
he immediately paid two hundred thousand dollars.
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FEDERAL BUREAU OF INVESTIGATION

Date of uanscription  02/21/2006

Sloan Venables, Director of Research and Development,

eTreppid Technologies, LLC, 755 Trademark Drive, Reno, Nevada,
telephone number (775) 337-6771, voluntarily provided Special Agent
Michael A. West with one Supermicro Central Processing Unit, no
serial number, containing dual Xeon processors, a XSDAE
motherboard, -and two internal hard drives removed from eTreppid's

video surveillance systen.

Venables was provided a copy of a FD-597, "Receipt for
Property" which was placed in the 1A section of the case file.
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FEDERAL BUREAU OF INVESTIGATION

Date of tanscription 02 /23/2006

Patty Gray, Vice President of Product Development,

eTreppid Technology, LLC, 755 Trademark Drive, Reno, Nevada,
telephone numbex -(775) 337-6771, provided the attached inventory of

classified material maintained at eTreppid Techmology, LLC.

02/14/2006 a« Reno, Nevada

_ Tovestigation on

Date dictated 02/23/2006

File # 295A-1LV-39368 '

P

by SA Michael A. West:maw(l 4
0002

’
This document contains neither rccommendations nor c\ldusinns of the FBI. I is the property of the FBI and is loaned o yﬁgax:f, 11° 06
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Datc of

Dispatei/ _
8 materlal Receipt | Date of D/R | Classification c:ﬂnmm_:on_ description of material | 1D of activity (contract #/recipient)
Mini-DV Tape labeled Tape 1 EO 10K, _
1 3/15/058 R 3/15/05 Secret  |7.5K 5K altitude 3/15/05 SOCOM USZA26-03-P-3284
Minl-DV Tape|labeled Tape 1 0330
2 3/15/05 R 3/15/05 Secret IR&EQ, No targets 3/15/05 SOCOM USZA26-03-P-3284
Minl-DV Tape labelsd Tape 2 IR 3-15-
3 3/15/05 R 31505 Secret 05 10K, 7.5K,:5K _ SOCOM USZA26-03-P-3294
4 3/15/05 R 3/15/05 Secret Mini-QV Tapel labeled Short Test Clip  |SOCOM USZA26-03-P-3204
2 -
: Mini-DV Taps, labsied Gold #97 White
5 8/3/05 R 6/3/05 Secret #88 Purple #80 PQCN 03JunQ5 SOCOM USZA26-03-P-3294
Mini-DV Taps| labeled Orange #76 GC _
6 6/3/05 R 6/3/05 Secret 7 Night 03Junos SOCOM USZAS6-03-P-3294
Mini-DV Tape labeled Red-75 ORA-B1
7 6/3/05 R 6/3/05 -Secret  |6/3/05 ; SOCOM USZA26-03-P-3294
Minl-DV Tape labeled 12.5K Orangs
8 6/3/05 R 6/3/05 Secret __ |#76 Night 03Jun05 ____|SOCOM USZA26-03-P-3294
Mini-DV Tape labeled-Orange GCS 7
L #78 Day Nellis IR/EOQ 03JUNOS
9 6/3/05 R 6/3/05 Secrat 2330PM | SOCOM USZA26-03-P-3294
Mini-DV Tape labeled Orange #76
10 6/3/05 R 6/3/05 Secret  {03JUNOS Da - SOCOM USZA26-03-P-3284
Mini-DV Tape labaled Orange #76
11 6/3/05 R 6/3/05 Secret . |03JUNQS Day, SOCOM USZA26-03-P-3294
Mini-DV Tapellabeled Tape 1 11/4/05
12 11/4/05 MISSING 12/12/05 Secret iR i SOCOM USZA26-03-P-3294
Minl-DV Tapelabeled Tape 2 11/4/05
12 11/4/05 R 12/12/05 Secret  |IR SOCOM USZA28-03-P-3294
. |Mini-DV quua___mum_ma GCS 11 #1251R
13 $1/10/05 R 11/10/05 Saecret  |1110/05 ! SOCOM USZA26-03-P-3294
Minl-DV Tape!labeied GCS 6 #61
14 11/10/05 R 11/10/05 Secret 1110/051R | SOCOM USZA26-03-P-3294
_ Mini-DV Tapellabeled GCS 10 #1189
15 11/10/05 R 11/10/05 Secret 11/10/05 IR Tapa 1(A) SOCOM USZA28-03-P-3284
) Mini-DV Tapel/labeled GCS 6, #61 to
16 11/40/05 R 11410/05 Secrat GCS 11 #125R 11/10/05 SOCOM USZA26-03-P-3294

o3

00025
11' 06
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Mini-DV Tape labeled Tape 3 11/13/05
17 11/13/05 MISSING 12/13/05 Secret Day . SOCOM USZA28-03-P-3294
Minl-DV Tapg labeled Tape 4 11/13/05
17 11/13/05 R 12/13/05 Secret  |Day SOCOM USZA26-03-P-3294
18 11/4/05 MISSING 11/4/05 Secret HDD labeled 11/4/05 Nellis SOCOM USZA26-03-P-3294
19 11/4/05 MISSING 11/4/05 Secret HDD labsled|11/4/05 Nellis SOCOM USZA26-03-P-3294
20 11/4/05 MISSING 11/4/05 Secrst HDD labeled(11/4/05 Nellis SOCOM USZA25-03-P-3284
21 11/10/05 MISSING 11/10/05 Secrel HDD labeled!11/10/05 Nellls SOCOM USZA26-03-P-3204
22 11/10/05 MISSING | 11410/05 Secret HDD labeled|11/10/05 Nellis SOCOM USZA26-03-P-3204
23 11/10/05 MISSING 11/10/05 Secret HDD labsled|11/10/05 Nellis SOCOM USZA26-03-P-3294
24 11/11/05 MISSING | 11/11/05 Secret HDD labeledi11/11/05 Nellis SOCOM USZA26-03-P-3294
25 111105 | MISSING | 11A41/05 Secret _ |HDD labeled|11/11/05 Nellis SOCOM USZA26-03-P-3294
26 11/12/05 MISSING 11/12/05 Secret HDD tabeled|11/12/05 Nellis SOCOM USZA26-03-P-3294
: Hard Disk Brive labeled Nellis 11/04/05
27 11/4/05 R 12/7/05 Secret MPG RAW SOCOM USZA26-03-P-3234
Hard Disk Drive labelsd Nellis 11/11/05
28 11/11/05 R 12/7/05 Secrel MPG RAW SOCOM USZA25-03-P-3294
11/4/05 - Hard Disk Drive iabeled Nellis 11/4/05 - ;
29 11/11/05 R 12/7/05 Secret  -|1111/05 MPG RAW SOCOM USZA25-03-P-3234
11/4/05 - - . |Hard Disk Drjve labeled Neliis 11/04/05
30 11/12/05 R 127705 Secret |- 11/12/05 MPG RAW A ____|SOCOM USZA26-03-P-3294
Hard Disk Drjve labaled SOCOM 12/04
31 12/04 - 04/05 R 12/7/05 Sacret -04/05B | SOCOM USZA26-03-P-3254
Hard Disk Drive labsled SOCOM 12/04
32 | 12/04 - 04/05 R 12/7/05 Secret -0405A SOCOM USZA26-03-P-3204
33 12/8/05 R 12/8/05 Secret. Neallis __.:um.ow WIP 12/8/05 SOCOM USZA26-03-P-3254
11/4/05- Hard Disk Drive labeled Nellis 11/4/05-
34 11/12/05 R 12/19/05 Secret 11/12/05 MPG RAW B SOCOM USZA26-03-P-3294
Hard Disk Drive labeled Nellis Images s
35 12/8/05 Destroved 1/11/06 Secret WIP 12/8/05:8 DoD 7-pass delete and wipe
11/4/05- _ Hard Disk Drjve labaied Nellis 11/4/05- i
36 11/31/08 A 12/19/05 Secret 11/11/05 MPG RAW B SOCOM USZA25-03-P-3294
Hard Disk Drive labeled Nellis 11/11/05
37 11/11/05 R 12/19/05 Secret MPG RAW B SCCOM USZA28-03-P-3284
- Hard Disk Diiive labated Lance Pred
38 03/05-06/05 | Destroyed 1/18/06 Secret 03/05-06/05 B DoD 7-pass delete and wipe

00026
11' 06
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Hard Disk Drive labeled Lance Data , A
39 | 7/7/05-7/10/05 R 12/19/05 Secrat __ {07/07/05-07/10/05 KEEPIII SOCOM USZA26-03-P-3294 o .
Hard Disk Drive labeled Lance Pred g
40 | 08/05-07/05 R 12/19/05 Secret  |06/05-07/05B SOCOM USZA26-03-P-3294 @
q  0Yox-ofes & Seeak oo Dile lwblalhd (Anasefem oY0s - objos A 2
o oo - S e T Al e s
L - — L I /
bty - ot MDY Westo Gy oy Bani Trm Dl
vt €. MADY  lesonof ORT BigRind Tapez
e \N.\ n\f_ﬁ.@< oY s)\.._\— Pz 0 atorn .rbvﬁ_ﬁ..m NCn.
" ya [ W H,__u< i2 \Y._.fJ PRGoAte OBI Rtanson \u....._,ﬂa
A - L
_ : FSLQ‘ ey
/ 4
r_‘m\ . ey i Dee o3
"o faiiby G T
S ~

AW . ManiDV Crns I

DEFS002244



Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 31 of
140

Case 3:06-cv-00263-PMP-VPC  Document 70-5  Filed 09/11/2006 Page 30 of 40

Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70 Filed 09/11/2006  Page 30 of 40
FD-302 (Rev. 10-6-95) _

-1-
FEDERAL BUREAU OF INVESTIGATION

~

Date of transcription 02/23/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, provided the attached documents relating to Security
Clearances of Chief Technical Officer Dennis Lee Montgomery:

Standard Form 212, "Classified Information Nondisclosure
Agreement", signed and dated September 16, 2003, b
Dennis iectiontgonery, pres e Y

Department of the Army, U.8. Army Security Operations
Training Facility, Post Office Box 70660, Fort Bragy,
North Carolina, "Security Briefing” Form, briefed and

signed on Auiust 25| 2003| bi Dennis Montgomery,

Department of Security Services, Investigation Summary,
for Dennis Lee Montgomery.

Department of Defense, Letter of Consent, National o

~ Industrial Security Program, Clr Date, May 7, 2003, to
Dennis Lee Montgomery, h
S

Ivestigation on~~ 02/14/2006 a Reno, Nevada

Date dictated 02/23/2006

File # 295A-LV-39368

by SA Michael A. We.st:maw;, 96928
(Y AVAVF A
11' 06

This document contains ncither recommandations nor conclusions of the FBIL. 1t is the property of the FBI and is loaned to yﬁﬁ?c}zy’.
it and its contents are not to be distributed outside your agedey.

DEFS002245



Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 32 of
140

Case 3:06-cv-00263-PMP-VPC  Document 70-5  Filed 09/11/2006 Page 31 of 40

Document 70  Filed 09/11/2006 f 40

—

Case 3:06-cv-00263-PMP-VPC *SEALED*

CLASSIFIED INFORMATION NONDISCLOSURE AGREEMENT

AN AGREEMENT BETWEEN /Ut A QONJT Oty /ey AND THE UNITED ETATES
(Name of Individual —{Prifiled or lype?d

1. Intending to be legally bound, | hereby accept the obligations contained in this Agreement in consideration of my being
granted access to classified information, As used in this Agresment, classified information is marked or unmarked classified
information, including oral communications, that is classified under the slandards of Executive Order 12958, or under any other
Executive arder o¢ statute that prohibits the unauthorized disclosure of information in the interest of national secu-ity; and
unclassified information thal meels the standards for classification and is in the process of a classification delermination as
provided in Sections 1.1, 1.2, 1.3 and 1.4(e) of Executive Order 12958, or under any other Execulive order or slatule shat
requires protection for such informalion In the interest of national security. 1 understand and accept that by being granled
access o classified information, special confidence and trust shall be placed In me by the United States Government,

2. | hereby acknowledge thal | have received a security Indoctrination concerning the nature and protection of classified
information, Including the procedures to be followed in ascertaining whelher other parsons ta whom | contemplate disclasing
this information have been approved for access to R, and thal | understand these procedures.

3. [ have been advised that the unauthorized disclosure, unauthorized retention, or negligent handling of classified informa-
tion by me could cause damage or irreparable injury to the United States or could be used to advantage by a foreigr nation.
| hereby agree that | will never divulge classified information to anyona unless: (a) | have officially verified that the recipient
has been properly authorized by the United Statss Govemment 1o receive it; or (b) | have bean given prior written notice of
authorization from the Uniled States Govemment Department or Agency (herelnafter Department or Agency) responsible for
the classification of information or last granting me a securily clearance that such disclosure Is permitled. | understand Ihal if
| am uncertain about the classificalion stalus of informatlon, 1 am required to confirm from an authorizeq officlal that the
information is unclassified before | may disclose it, except to a person as provided in (a) or (b), above. | further understand that
| am obligated ta comply with laws and regulations that prahigs the unauthorized disclosure of classified information.

4. | have been advised Ihat any breach of this Agreement may resull in the lermination of any security clearances | hold;
removal from any position of special confidenca and frust requiring such clearances; or termination of my employment or other
elationships with the Departments or Agencies lhal granled my securily clearance or clearances. In addition, | have been
advised that any unauthorized disclosure of classified informalion by ma may conslitute a violation, or vitlations, of United
States criminaliaws, including the-provisiens of-Seclions 641,793, 7947961952 and 1924 Title-18, Unlted States Code, *the
provisions of Section 783(b), Title §0, United Slates Code, and the provisions of the Inlelligence Identities Protection Act of
1982. | recognize that nothing in this Agreement conslilules a waiver by the Unlled.Siates of tha.right.fo. prosecute. me.for any

statutory violation.

5. 1 hereby assign to the Uniled States Government all royalties, remunerations, and emolumentls thal have resufied, w_i!l
result or may resull from any disciosure, publication er ravelation of classified information not consistent with the terms of this

Agreement.

6. l understand that the United States Government may seek any remady available to it lo enforce this Agreement including.
but not limited to, application for a court order prohibjting disclosure of information in breach of this Agreement.

7. Vunderstand that all classified informalion to which | have access or may obtain access by signing this Agreement is now
and will remain tha property of, or under the control of the Unlted States Government unless and until otherwise determined
by an authorized official or final ruling of a court of law. | agree that | shall return all classified materials which have, or may
come Into my possession or for which | am responsible because of such scocess: (a) upon demand by an authorized
representalive of the United States Government; (b} upen the conclusion of my employmant or other relationship with the
Depariment or Agency that last granled me a securily clearance or lhat provided mé access lo classified information: or (c)
upan the conclusion of my employment o other relalionship thal requires access to classified informalion. If | do not return
such materials upon request, | understand (hat this may he a violation of Sections 793 and/or 1924, Title 18, United Stales

Code. a United Stales criminal law.

8. Unless and unlil | am reteased in writing by an authorized representative of the United States Government, | understand
that all conditions and obligations impased upon me by lhis Agreement apply during the time | am granted access lo classified

in.‘orrpation. and at all times thereafter,

€. Each provision of this Agreement is severable. If a court should find any provision of this Agreement to be unenforceable,
! other provisions of this Agreement shall remain in full force and effect.

(Continue on reverse.)

NSH 1540-01-280-5439 2102 STANDARD FORM 310 (W] £
Pravious edition not usable Prescribed b woo U
32 CFR 20015@% . 1 1 0 6
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10. These restrictions are consistent with and do not supersede, conflict with of otherwise alter the employee obfigations, rights
or liabililies created by Executive Order 12958, Seclion 7211 of Tille 5, United Stales Code (governing disclosures ta Con-
gress); Section 1034 of Title 10, United States Code, as amended by the Military Whislleblower Protection Acl (governing

. Uisclosure to Congress by members of the military); Section 2302(b) (8) of Tille 5, Uniled Stales Code, as amended by the
Whistleblower Proteclion Act (governing disclosures of iflegality, waste, fraud, abuse or public heallh ar safely th-eals); the
Intelligence Identilies Protection Act of 1982 (50 U.S.C. 421 el seq.) (governing disclosures that expose confidentinl Govern-
ment agents), and the statutes which pratect.agains! disclosure thal may compromise the national secuily, including Sections
841, 793, 794, 798, 952 and 1924 of Title 18, Unlled States Coda, and Seclion 4 (b) of the Subwersive Activities Act of 1950 {50
U.8.C. Section 783(b)). The definltions, requirements, obligations, rights, sanctions and habilities greated by said Executive
Order and listed stalutes ars incorporated inla this Agreement and are controlling.

11. | have read this Agreement carefully and my questions, If any, have been answered. | acknowledge that the briefing officer
has made avail tom Execulive Order and statutes referenced in this agreament and its implementing regulation {32
CER-Section @003.40) s¢ that | may read them at this lime, i | so choose.

9/1«/0_3

ORGANCIATION (IF CONTRACTCR, LISENSEE, GRANTEE OR AGENT, PROVIDE: NAME, ADDRESS, AND, IF APPLICABLE:

{Type or pri
C7spras JECH AN Ce5ALES, £ Cn 3£5.X¢

~FCE TRAD e ARE I
KBevro, ¥ u?‘?t' 21

EGOCIAL SECURITY NUMBER

S
(Sea

ACCEPTANCE

WITNESS ,
THE EXECUTION OF THIS AGREEMENTWAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT ON
BEHALF OF THE UNITED STATES GOVERNMENT.

BY THE)}&DERS}GNE D.
DATE 50 = OATE _
) ’ ._/_,("MU ){!, __/C&Q
53 {Tpe o peie) N?‘Emwm&s&ﬁypﬂpim s
)

L-W‘J ac‘ (;4//,’
341 Diffar Qri— o A~

/(/-»-0‘-‘1 AF3 iR A

SECURITY DEBRIEFING ACKNOWLEDGEMENT

) tesfim ihel the provisions ol the esplonage laws, other fedaral ciiminal laws and sxecuGve orders apphicable lo the safequarding of classified iformalion
- have been made avallable to me; that I have reiurned all classified Informalion in my cusiody; thal | will not communlcata or transmil classified infarmaion
lo any unauthonzed person or organization; thal | will promplly reperi ta Ihe Fadarsl au of Investgation any attempt by an unauthorizad person lo soficit
dassifiad inlormalion, and hat | (have) [have pol) (sldke oul inappropriata word or words) received @ securlly debrieling.

DATE

SIGNATURE OF EMPLOYEE

HAME OF WITHESS (Type or poini) SIGNATURE OF WITNESS

DTIGE: The Privacy Acl, $U.S.C. 552a, requlres thal ledersl agencies inform Individuals, ai the lime Information Is solicited from lhem, whether [he disclosure

'mandatory or voluntary, by what suthority such infermation is sollcited, and what utes will be mada of Ihe informalion, You are hereby advised that authorily
o saliciting your Social Secuily Accourt Number (SSN) is Exaculive Order 9397, Your SSN will be used ta identify you precisely when llis necessary (g 1)
cerlify thal you have access la the informalion indicated above or 2) determine that your access fo the information Indicalzd has lerminated. Although disclosure
af your SSN is not mandatary, your lalure to do sa may fmpede the processing of such cerlifications or delerminalians, or possibly result in the denial cf your
00030

‘being granted access o classified information.
*NOY APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT. o~ v 0 6
STAMDARD FDRPﬁ%iﬂRlvt %6]
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U MY SECURITY OPERATIONS TRAINING FAL _.TY
) POST OFFICE BOX 70660
FORT BRAGG, NORTH CAROLINA 28307-5000

SECURITY BRIEFING
{Usa Far Non-Ugit Members)

{ understand that In conslderation of my assignm mploymenl,/or assoclation with the Securily Operations
Trainlng'Facllllg. {SOTF), | may be granied access, If properly aulhorized or securlty cleared, to Information, maleral,
arid plans which concem the security of the Unlted States of America and which are elther sensliive or classified by the
order of the Prasident or as authorized by statute,

1. | agree that { will never divuige, publish, or rwaa! by wiillng, word, conducl, or otherwise, fo any
unauthorizad parson, any classified or sensitive Information relating 1o the SOTF Facllity / Project, s personnel, fi fiscal
data or seoudty measures withaut prior consent of the Direclor, SOTF or his dasignated securlly ropresantative.

2. | egree that tha burden Is upon me to ascertaln whether of not Information Is sensltive or classified, and, I
sa, who Is authorized {o recelve It | will, therafore, oblaln the decislon of the authorizing officlals of the SOTF Security
.Office on thesa matters bofore dlsdoalng such lnfonnallon

3. 1apree lo subimit Information for review by the SOTF Security Office, prior to discussing vith or showing
to any publisher, llerary sgent, architectural fimn, or other unauthorized persons, all manuscrpls, aricles, spesches,
resumes, and all archiectural deskn drawings and papers, written or drawn by me or Inconjunclion with others, which
contaln or ara derved from information or matadal obtalned by virtue of my assignment, employment or assoclation with
this facliity or project. | agree that the purpose of such review Is fo ensure that no sensitive or classlfied Information or
material oblalned by virtue of my assignmient, employment or association with this facllity/profect is contained therein. |
further undarstand that such raviaw shall not constitute nor shall be represented as a verfication of factual accuracy of
an endotsement of the oplnlons eolwned in any such manuscripls, anidas. speoches, msumes. advenlsemﬂs of

papars,—— — — e e e e s

4, | agree that el dassified or sensliive Information scquired by me In connaction with my assignment,
amnloymenl or assoclation with this facllity/project remalns the property of the Government of the Unlied States of
America, and | must surender, upon doemand by the Direclor, SOTF or his Ser.'urlty Reprasanlnlrvas eny material In

my possesslon relating to such information.

5. | agroa o report, without daiay to my superiors or the Sa::uﬂ(y Manager. the details or circumstances of
eny casé which comes within my knowledge whereln en uriauthorized person has oblalned or Is attempling o oblaln
classHiad or sensltive Informatlon or material, or whereln such Informatlon or tatarial may be or Is belng disclosed or

» removed in an unautherized mannar.

6. -I agrea that my compllance. with al} the obligations required fo protect classifled andlor sensitive
Information may be & consideration of my contintdng asslgnment, employment or association with this facllity/project. |
undarstand that any faflure to so comply may subjoct me fo administrative aclion Including fermination of my
assignment, smployment or association with this faciifty/project.

{ Continued on Reverse }

’ _ 00031
Sept. 11’06

DEFS002248




Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 35 of
140

Case 3:06-cv-00263-PMP-VPC  Document 70-5  Filed 09/11/2006 Page 34 of 40

Case 3:06-cv-00263-PMP-VPC *‘SEALED* Document 70  Filed 09/11/2006  Page 34 of 40

SECURITY BRIEFING -
{Uss For Non-Unit Mambars)

~

(Continued from fron{ page)

7. 1 understand that the provisions of the Esplonage Act apply during my assignment, employment of
assoclation with the SOTF, | have béen made aware and understand that the provisions of the Esplonage Act,
Sections 793, 794, and 788, of Title 18, United Stales Code pravide penallies for any violation af the Esplonage Act.

8. | have read and undersiand the contents of this briefing. | have been made aware and understand that
Section 1001 of Title 18, Unlted States Code provides Information on the penatlles invoived In the making of false,

fictitious, or fraudulent slatements or répresentations.

0 nductin e

Date: 'S' 2, A3

1
Printed Name

nJ /A

NOTICE: The PRIVACY ACT, 5 U,5.C. 552a, requires that federal agancies Inform lndlviduals, at the time Information
Is solictled from them, whether the disclosure Is mandatory of voluntary, by what authority such Information Is solldtad,
and what uses will bs made of the Inforimallon: You sre hereby advised that the authoriy for soficiiing your Sodat
Sacurlty Account Number (ESAN) 1s Exacutive Ordar 8387. Your 88AN will be used fo identify you precisely when i s
necessary to carllly that you have access 10 the information indlcated ahove. While the disclosure of your SSAN Is hot

mandatory, your fallurs {0 do so may delay the processing of such cerlification.

“lon 2, dated 11 January 2000

"

00032
Sept. 11'06
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[ Person Summary

MONTGOMERY, DENNIS LEE
2rson Category Industry (KMP) 3C5X0-|

Marital Status: N/A
Place of Birth: Arkansas
Cltizenship; U.S. Citizen
NdA Signed:No
NdS Signed:No

Open Investigation: N/A
PSQ Sent Date: N/A
Attestation Date: N/A

incident Reporl:2006 01 20
SF 713 Fin Consent Date: N/A
SF 714 Fin Disclosure Date: N/A
Polygraph: N/A

Forelgn Relation: NiA
EiQ_Sﬂli : Eﬂg&uﬂ!
c s His

Accesses

S el Su:tablhty and Trustworthmess -
Industry (KMP) 3C5X0 Access ' No IT: NIA ,
Suspended i

Public Trust: WA

lchiid care: A _

e e g . £ - i P B, e s ey = A g W et i

Person Category lnformatlon

Category Classification: KMP
Organlzation; 3C5X0-l, ETREPPID TECHNOLOGIES, LLC, 755 Trademark Drive, Reno, NV, 89521
Organization Status: Top Secrel, ACTIVE, 2005 06 01
Occupation Code: N/A Separation Date: N/A
WAVYAA - INSCOM MISSION SPT CMD, Level 2, 703-706-1352, Alt phone for SSO
scl SMO: INSCOM: (v03) 706-1768/2520 or (703) 428-4376 FOR CONTRACTOR CLEARANCE
*ISSUES CONTACT THE CONTRACTOR SUPPORT ELEMENT (CSE) AT: (301) 677-
6982; (301) 6774628 OR (301) 6774622
Non-SCI SMO: ETREPPID TECHNOLOGIES, LLC, Level 4, 775-337-6771 X 1 4,

Servicing SMO: No

Office Symbal: N/A Grade: N/A
Posltion Code: N/A PS:N/A
Arrival Date: N/A RNLTD: N/A
Office Phone Comm: N/A Office Phone DSN:N/A
Separation Status: N/A TAFMSD: N/A
Interim: N/A ProJ. Departure Date: N/A
Pro]. UIC/IRUC/PASCODE: N/A

Report Incident In/Out Process

Remarks
Suspense Data
investigation History

. ..estigation Summary
SSBI from DSS, Opened: 2003 04 04 Closed 2004 02 13

NAC from DSS, Opened: Closed 2003 04 29 00033

S&pt. L1 Vo

DEFS002250



Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 37 of
140

Case 3:06-cv-00263-PMP-VPC  Document 70-5  Filed 09/11/2006 Page 36 of 40
Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70 Filed 09/11/2006  Page 36 of 40
(1 Incident Report update Notification

Records 1-10f1, Page 1 of 1

Remove
Person Incident incident . Expand
SSN Name Catepory Date Status Incident Criteria ncident D';;glr:y

Personal Conduct,
Emotional, Igenlal and
Personality Disorders,
(R gEOf?h-{lg?_ggRY' Industry 2006 0120 Initial Criminal Conduct, Security [} O
Viclations, Misuse of
' information Technolagy
Systems

Records 1 -1 of 1, Page 1 of 1

(o]

Notice: Under the Privacy Act of 1974, you must safeguard personne! information retrieved through this system.
Disclosure of information is governed by Title 5, United States Code, Section 5§52a Public Law 93-579, DaDD 5400.11,

DoDR §400.11-R and the applicable service directlves.

00034
Sept. 11'06
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Case 06 cv-00263-PMP-VPC *SEALED* Document 70 Filed 09/11/2006  Page 37 of 40

Person Summn. .y >
MONTGOMERY, DENNIS LEE
SE— o g N
Eligibiiity: 2?:; AECID 6/4,1200510'C8. Place of Birth: Arkansas
Investigation: SSBY, 2004 02 13, DSS Citizenship: U.S. Citizen

Marital Status: N/A
NdA Signed: No
NdS Signed: No

Attestation Date: N/A

Open Investigation: N/A
Date PSQ Sent: N/A
Incident Report: N/A

Polygraph: N/A

Foreign Relation: S

Request to Research/Upgrade
PSQ Sent EligIbllity

Non-SCI Access History

Person Category industry (KMP) 3C5X0-1

Category Classlfication: KMP
3C5X0-I, ETREPPID TECHNOLOGIES, LLC, 755 Trademavk Drive, Reno, NV,

Organization: *80521

Organization Status: Top Secret, ACTIVE, 2005 06 01
Occupation Code: NA Office Symbol: N/A
Posltion Code: N/A Grade: N/A

Arrival Date: N/A PS: N/A
Office Phone Comm:NA e e s e ~OFICOPhONDSNNA - .. - s
Separation Date: N/A RNLTD: N/A
Separation Status:N/A TAFMSD: NA
Interim: N/A Pro). Departure Date: NA
PSP: No Pro). WIC/RUC/PASCODE: N/A
SCI SMO: N/A
Non-SC1 SMC: ETREPPID TECHNOLOGIES, LLC, Level 4, 775-337-6771 X 14,
Servicing SMO: No
Report Inclgent in/Out Process
S Remarks
Suspensge Dafa .
Nnrp‘"(i Acoes
Cus:NA NATO:N/A  sPA:NA
CNWDI: N/A SIOP: N/A Access: No
Restricted
PRP:N/A Data N/A
SIGMA
16: N/A _
. Publlc Child
IT:NIA Trust: Ul Care; Ll
Indoctrinate

Investigation Hﬂfbgﬁ 5

-lnvestlgatuon Summary Sept. 11'06
ept.

SSBI from DSS, Opened: 2005 04 04 Closed 2004 02 13
NAC from DSS, Opened: Closed 2003 04 29
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—

-

? Person Summary

MONTGOMERY, DENNIS LEE

Place of Blrth: Arkansas
Citizenship: U.S. Citizen
NdA Stgned: No
Nd$ Signed: No
Attestation Date: N/A

Eliglbility: Top Secret, 2004 02 21, DISCO
fnvestigation: SSBI, 2004 02 13, DSS
Open Investigation: NLC, 2003 04 04, DSS
Date EPSQ Sent: N/A
tncldent Report: NA
Polygraph: N/A

Forelgn Relation:: S,

Person Category Industry (KMP) 3C5X0-1 -

Category Classification: KMP
.3C5X0-l, ETREPPID TECHNOLOGIES LLC, 755 Trade Mark Drive, Reno, NV,

Organization: 80521

Occupation Code: N/A Office Symbol: NJA
T SA:NA Grade: N/A
Arrival Date: NJ/A PS:N/A
Office Phone Comm: N/A QOffice Phone DSN: N/A
Separation Date: N/A RNLTD: N/A
Separation Status; N/A TAFMSD: N/A
Interim: NJA Pro). Departure Date: N/A
[ Y T T T T Prol UIGRUCIPASCODE: NTA. - .
SCI SMO:N/A
. Non-§Cl SMO: N/A
Servicing SMO: No
Report Incident in/Out Process )

US: /A © NATO:N/A " SPA:N/A
CNWDL: NFA SIOP: N/A Access:Na
. Restricted -
PRP:N/A Data: N/A
SIGMA
16: N/A
. Public Child
IT:N/A Trust: A Care: NIA
Investigation Summary
5SBI from DSS, Opened: 2003 04 04 Closed 2004 02 13
NAC from DSS, Opened: Closed 2003 04 29
Adjudication Summary
00036

Sept. 11'06
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PS! Adjudication of SSBI DSS, Opened 2003 04 04, Closed 2004 02 13, determined Eligibility of Top Secret on
2004 02 21 DISCO

PSI Adjudication of NAC DSS, Opened , Closed 2003 04 29, determined Eligibility of tnterim Top Secret on 2003
12 29 DISCO

Externat interfaces
Porform SU Search DCU

Notice: Under the Privacy Acl of 1974, you must safeguard personnel information retrieved through this
system. Disclosure of information is governed by Title 5, United States Code, Section §52a Public Law 93-579,

DoDD 5400.11, DoDR 5400.11-R and the applicable setvice directives

00037
Sept. 11'06
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Last Name - First Name - Middle Clr Date Other Names
i MONTGOMERY, DENNIS LEE 07-MAY-D3

]
Place of Birth
MENA, AR, US
. - KMP Phye Loc Citizen of
NO us

Level of Clearange Type of Investigation
INTERIM SECRET

Inv Date

Remarks :
BSBI PENDING, LIMITED ACCESS PER PARA 2-212 NISPON
ATTN: SECURITY SUPERVISOR - (305X0)

NAME AND ETREPPID TECHNOLOGIES LLC
ADDRESS OF 755 TRADE MARK DRIVE
CONTRACTOR RENO, NV 85521

The congent of the Secretary of Defense ig hereby granted for the above-named
enployee to have accesa to clagssified information wp ko and including the
' level shown, pyovided access is essential in connection with the performance
i of a claseified contract. Unless suspended or revoked by the Department of
! Pefense, or administratively terminated when access no longer ie required,
this personnel security .clearance is valid as long as the indjividual is

2 - continuously employed ¥y your-organtzation:—If this clewarance is-

: administratively terminated and a need for access develops later, or if
employment is termlhated and the individual is subsequeptly reemployed and
requires access, this clearance may be reinstated provided not more than 24
months have elapsed since it was last valid. This. consent will continue in

: effect if the employee is transferred to another facility of your organization

. if continued clearance i8 yegquired. You are required to report proumptly any
information coming to your attention which may indicate that continued access

to classified information may maot be clearly consistent with the —~tional
intevest. A copy of this form shall not be furnished to the above-unamed

employee for any purpose whatsoever. You may reproduce it only as necessary
for your organization's essential records or to meet Department of Defense
requirements. This form shall be returned upon request by the Government.

Issued by

DEFENSE SECURITY.SERVICE
COLUMBUS, OH . .. . S

e ey

‘)

00038
Sept. .1'06
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—

Preferred Technalogy, Inc. 8271 E. Gelding Dr. Scotssdnle, AZ 85260 480) 991-125%

Unit Activity By Unit Number - 0132

e sy =TT N

Time Remote # Description Data Tenant
Tuesday, January 10, 2006
3.48:00PM  2- Exi{ Area 0132 ISTVAN BURGYAN
3:45:00PM  16. Door Class 0132 ISTVAN BURGYAN
3:32:00 PM  16- Door Open 0132 ISTVAN BURGYAN
3:31:00 PM  16- Door Closa I E) ISTVAN BURGYAN
:3U00PM 16+ Door Opan 0132 ISTVAN BURGYAN
3:30:00PM 1. Enter Ares 0132 ISTVAN BURGYAN
328:00PM (- Enter Area 0132 ISTVAN BURGYAN

Total Records: 83

N

Triday, Marcih 03, 2006 Page 3 éfépg ?0 Z ? 06
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Preforred Technology, Inc.

140

Case 3:06-cv-00263-PMP-VPC  Document 70-7
Case 3:06-cv-00263-PMP-VPC *SEALED*

8271 E. Gelding Dr. Scotusdale, AZ 85260

Document 70-3

Filed 09/11/2006

Page 2 of 40

Filed 09/11/2006 Page 2 of 40

——

(180) 991-1259

Unit Actiﬁi't;fy Unit Number /0136

Time Remote # Description Data Tenant

Friday, February 03, 2006

11.49:00 AM ¢ User Logged Off She 0148 DENNIS MONTGOMERY
Tuesday, January 10, 2006

346:00 PM 6~ Door Close 0138 DENNIS MONTGOMERY

3:31:00PM 18- Doof Opan 0136 DENNIS MONTGOMERY

1119:00 PM  15. Door Close 0136 DENNIS MONTGOMERY

1:40:00 PM 18- Door Open 0138 DENNIS MONTGOMERY
Thursday, January 03, 2006

8:22:00 AM  15- Docr Ciose 0136 DENNIS MONTGOMERY

9:18:00 AM 18- Door Opon 0135 DENNIS MONTGOMERY
Thursday, December 08, 2005

L54:00 PM  16- Door Closo 0138 DENNIS MONTGOMERY

3:40:00PM 16 Dooc Opah 0138 DENNIS MONTGOMERY
Sunday, November 27, 2005

£:02:00PM 16 Door Close 0138

2:65:00 P 16- Door Alarm 0138

2:56:00PM 18- Door Close 0135

12:59:00 PM 16- Door Alarm 0138

12:65:00 PM 16 Daor Close 0138

9:21:.00 AM 18- Door Alam 0138

Total Records: 15

LD ettt i e e e e

Friday, March 03, 2006

! pagel ort 00080

Sept.

11 06

DEFS002257




Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 44 of
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Preferred Technology, Inc.

140

Filed 09/11/2006
Document 70-3

8271 E. Gelding Dr. Scorsdale, AZ 85260

(480) 991-1259

Page 3 of 40
Filed 09/11/2006 Page 3 of 40

Unit Activity By G Naber A0S

Rkans -

T

Tinte Remote # Description Data Tenant
Friday, March 03, 2006 o
8:00:00 AM 16 Door Cloge 0140 DENNIS MONTGOMERY
7:EB00AM 16 Door Open / 0140 DENNIS MONTGOMERY
7:5200 AM  16- Door Close 0140 DENNIS MONTGOMERY
7:49:00 AM 16~ OoorOpon - 0140 DENNIS MONTGOMERY
Tuesday, February 28, 2006
9:43:00 AM 15 Door Closa 0140 ‘DENNIS MONTGOMERY
9:36:00 AM  16- Door Open 0140 DENNIS MONTGOMERY
Sunday, February 26, 2006
8:19:00 PM 18- Door Closa 0140 DENNIS MONTGOMERY
8:1B.00FM  16- Door Open - 0140 DENNIS MONTGOMERY
Monday, February 20, 2006
2:00:00 PM  16- Door Clase 0140 DENNIS MONTGOMERY
1:59.00 PM  16- Door Open , 0140 DENNIS MONTGOMERY
Thursday, February 16, 2006
ZO0D:00 PM 16 Door Close 0140 DENN!S MONTGOMERY
1:55:00 PM  16- Door Open # 0140 DENNIS MONTGOMERY
Saturday, February I1, 2006
QMO0 AM 18- Doer Clogo 0140 DENNIS MONTGOMERY
9:33:00 AM 18- Door Open - 0140 DENNIS MONTGOMERY
Thursday, February 09, 2006
12:0600PM 18- Door Close 0140 DENNIS MONTGOMERY
12:00:00 PM  16- Daor Open , 0140 DENNIS MONTGOMERY
Monday, February 06, 2006
9:21:00AM  16- Docr Ciose 0140 DENNIS MONTQOMERY
9:14;,00 AM 18- Deor Opan 0140 DENNIS MONTGOMERY
Sunday, February 05, 2006
10:31:00 AM 16~ Doer Close 0140 DENNIS MONTGOMERY
10:09;00 AM 18- Door Open P 0140 DENNIS MONTGOMERY
Friday, February 03, 2006
12:17.00 PM 18- Door Close 0140 DENNIS MONTGOMERY
10:50:00 AM 16~ Door Open ¥ 0140 DENNIS MONTGOMERY
Thursday, February 02, 2006
4:33:.00PM  16- Door Closs 0140 DENNIS MONTGOMERY
403.00PM 18- Door Open . 0140 DENNIS MONTGOMERY
Wednesday, February 01, 2006
10:19:00 AM 16 Ooor Close 0140 DENNIS MONTGOMERY
10:18:00 AM 18« Daor Open[ 0140 DENNIS MONTGOMERY
Tuesday, January 31. 2006
i13:00PM 16- Door Cloce 0140 DENNIS MONTGOMERY
2:55:00PM  16- Doot Open / 0140 DENNIS MONTGONMERY
00081
Friday, March 03, 2005 Page I ny e4pt C11' 06
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—

(488) 991.1259

Preferred Tachnotogy, Inc. 827] E Gelding Dr. Scottsdale, AZ 85260

T T T TITOTITT

Unit A éti;i{i)mBj) Unit Number - 0140

T TR TS i =

Time Remote # Description Data Terant
Tuesday, January 24, 2006
12:28:00 PM 18- Door Close 0140 DENNIS MONTGOMERY
12:22.00 PM 15 Doar Open 0140 DENNIS MONTGOMERY
11:06:00 AM 18- Door Close 0140 DENNIS MONTGOMERY
10:45:00 AM  {6- Door Opan 7dl 0140 DENNIS MONTGOMERY
Monday, January 23, 2006
11:31:00 AM  16- Door Clase 0140 DENNIS MONTGOMERY
11:30:00 AM 18- Ooor Open .~ 0140 DENNIS MONTGOMERY
9:20:00 AM 16 Door Clase 0140 DENNIS MONTGOMERY
8:55:00AM 18- Daor Open / 0140 DENNIS MONTGOMERY
Saturday, January 21, 2006
1:05:00PM 16~ Door Close 0140 DENNIS MONTGOMERY
1:05.00 PM  16- Door Opan - 0140 DENNIS MONTGOMERY
Friday, January 20, 2006 )
2:38:00AM 18- Door Close 0140 DENNIS MONTGOMERY
9:24:00AM  16- Door Open / 0140 DENNIS MONTGOMERY
Tuesday, January 17, 2006
10:34:00 AM 16~ Door Close 0140 DENNIS MONTQOMERY
_ 10;34:00 AM 18- Door Open / 0140 DENNIS MONTGOMERY
“—" Tuesday, January [0, 2006
3:47:00PM  16- Door Close 0140 DENNIS MONTGOMERY
3:38:00PM  16- Door Open / 0140 DENNIS MONTGOMERY
14700 PM 16 Door Close 0140 DENNIS MONTGOMERY
1:04:00PM 18- Doot Open/ 0140 DENNIS MONTGOMERY
10.41:00 AM 16- Door Close 0§40 OENNIS MONTGOMERY
10:39:00 AM  16- Door Open 4, 0140 DENNIS MONTGOMERY
Monday, Jonuary 09, 2006
11:37.00 ALy 18- Door Close * 0140 DENNIS MONTGOMERY
11:36:00 AM 16~ Door Open / 0140 DENNIS MONTGOMERY
10:32:00 AM  16- Door Close o140 DENNIS MONTGOMERY
10:32:00 AM 16 Deor Opan , 0140 DENNIS MONTGOMERY
10:31°:00 AM 18- Door Close 0140 DENNIS MONTGOMERY
102900 AM  16- Door Open , 0140 DENNIS MONTGOMERY
Tuesday, January 03, 2006 .
9:44:00 AM 18- Qoor Close 0140 DERNIS MONTGOMERY
8:44:00 AM 15 Doos Open ¢ 0140 DENNIS MONTGOMERY
Wednesday, December 28, 2005
E11:00 AM  16- Door Close 0140 DENNIS MONTGOMERY
9:04:00 AM  {6- Door Open 0140 DENNIS MONTQOMERY

T e

Fridap, March 03, 2006 rage2or¢ 00082
Sept. 11'06
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Proferred Technology, Inc. 8271 E. Gelding D, Scottsdale, AZ 85260 (480} 991-1259
. wrr o concer
Unit Activity By Unit Number - 0140
Time  Remote # Description Data Tenant
Tuesday, December 27, 2005
1:.05.00PM  16- Door Close 0140 DENNIS MONTGOMERY
1:0200PM  16- Door Open.. 0140 DENNIS MONTGOMERY
12:43:00 PM {5- Doos Close 0140 DENNIS MONTGOMERY
12:43.00 PM  15- Daor Open .- 0140 DENNIS MONTGOMERY
Thursday, December 22, 2005
10:15:00 AM  16- Door Closa o140 DENNIS MONTGOMERY
10:15:00 A 16¢ Door Open/ 0140 DENNIS MONTGOMERY
10:14:00 AM 18- Door Close 0140 DENNIS MONTGOMERY
10:05:00 AM  16- Door Open / 0140 DENNIS MONTGOMERY
Wednesday, December 21, 2005 )
2:50:00PM 16 Door Close 0140 DENNIS MONTGOMERY
2:47:00PM  16- Door Opens” 0140 DENNIS MONTGOMERY
2:068:00PM 16 Door Closa D140 DENNIS MONTGOMERY
2:06:00 PM 16~ Door Opsn/ 0140 DENNIS MONTGOMERY
141:00PM 18- Door Close 0140 DENNIS MONTGOMERY
1:40:00 PM 18- Door Open / 0140 DENNIS MONTGOMERY
1:39:00PM 18- Doot Closs 0140 DENNIS MONTGOMERY
1:38:00PM 15 oot Opan” 0140 DENNIS MONTGOMERY
1:05:00 PM  16- Door Close 0140 DENNIS MONTGOMERY
1:02:00PM 16 Door Open / 0140 DENN!S MONTGOMERY
11:31:00 AM 18- Ooor Close 0140 DENNIS MONTGOMERY
11:30:00 AM 18- Doos Open / 0140 DENNIS MONTGOMERY
Sunday, December 04, 2605
112700 AM 16 Door Close 0140 DENNIS MONTGOMERY
14:26:00 AM 18- Door Opary 0140 DENNIS MONTGOMERY
Saturday, December 03, 2005
1:32:00 PM 18- Ooof Closa 0140 DENNIS MONTGOMERY
1:32:00PM 18- Ooor Open 0140 DENNIS MONTGOMERY
Sunday, November 27, 2005
9:36:00 AM 15 Door Close 0140 DENNIS MONTGOMERY
9:35:00 AM  16- Door Opan s 0140 DENNIS MONTGOMERY
Thursday, November 24, 2005
4:13.00 PM 16 Door Close 0140 DENNIS MONTGOMERY
4:12:00PM  16- Door Open/’ 0140 DENNIS MONTGOMERY
412:00PM 18- Door Clase 0140 DENN{S MONTGOMERY
4:09:00 PM  16- Daor Open o140 DENNIS MONTGOMERY
Monday, November 21, 2005
9:43:00 AM  16- Door Close 0140 DENNIS MONTGOMERY
9:47.00 AM 18- Door Opon - 0140 DENNIS MONTGOMERY
Monday, November 14, 2005
10:14:00 AM  16- Door Close 0140 DENNIS MONTGOMERY
10:13:00 AM 16 Door Open s 0140 DENNIS MONTGOMERY

R

T T

Friday, March 83, 20046

Page 3 of 4 00083

Sept.
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Preferred Technology, Inc. 8271 E. Geldlag Dr. Scottsdale, AZ 85260 (480) 991-1259
. Unit Activity By Unit Number - 0140
.
Time  Remote Description Data Tenant
Saturday, November 12, 2005
9:36:00 PM 18- Door Close 0140 DENNIS MONTGOMERY
635:00PM  16- Doot Open 0140 DENNIS MONTGOMERY
253:00PM  16- Door Clese 0140 OENNIS MONTGOMERY
2:52:00PM 18- Door Open,” 0140 DENNIS MONTGOMERY
12:14:00 PM  15- Ooor Close 0140 DENNIS MONTQOMERY
12:113,00 PM 18- Door Open 0140 DENNIS MONTGOMERY
B:04:00 AM  f6- Door Close 0140 DENNIS MONTGOMERY
8:04:00AM 18- Door Open - 0140 DENNIS MONTGOMERY
Thursday, Nevember 10, 2005
2:00:00PM 18- Ooor Glose 0140 DENNIS MONTGOMERY
2:00:00 PM 18- Door Open , 0140 DENNIS MONTGOMERY
Sunday, November 06, 2005
145700 AM  16- Ooor Close 0140 DENNIS MONTGOMERY
11:48:00 AM 18- Door Open 0140 DENNIS MONTGOMERY
Saturday, November 05, 2005
95T:D0AM 16 Door Close 0140 DENNIS MONTGOMERY
9:56:00AM  16- Ooor Open / 0140 DENNIS MONTGOMERY
Thursday. November 03, 2005
Ry 10:40:00 AM 18- Oser Closa 0140 DENNIS MONTGOMERY
10:3%:00 AM  16- Door Open - 0140 DENNIS MONTGOMERY
Tuesday, November 01, 2005
Z14:00PM 16 Door Clase 0140 DENNIS MONTGOMERY
21300PM 16 Door Opan 0140 DENNIS MONTGOMERY
2:12.C0PM  16- Door Cicse 0140 DENNIS MONTGOMERY
2:11:00PM 18- Door Open 2 0140 DENNIS MONTGOMERY
Total Records: 112

W

11111 v

Friday, March 03, 2006

Pagedors Q0084
Sept. 11' 06
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Preferred Technology, Inc 8271 E. Gelding Dr. Scousdale, AZ 85200 (480) 993-125%

'Unli?,'al'ctiw.;}y By Unit Number(()] 417,

PP TR

Time Remote # Descriptior Data Tertant
Friday, February 03, 2016
11:45:00 AM 0 User Logged Of Site D141 DENNIS MONTGOMERY
Tuesday, Jannary 24, 2006
1222:00 PM 16~ Door Close 0141 DENNIS MONTGOMERY
12:21:00 PM 18- Ooor Open./” 0144 DENNIS MONTGOMERY
Saturday, January 14, 2006
12:10:00 PM  16- Door Closa o141 DENNIS MONTGOMERY
12:09:00 PM  16- Door Open” 0141 DENNIS MONTGOMERY
11:35:00 AM 16- Door Close 0141 DENNIS MONTGOMERY
11:30:00 AM  16- ' Door Open, - 0141 DENNIS MONTGOMERY
Tuesday, January 10, 2006
1.16:00PM 18 Door Close 0141 DENN(S MONTGOMERY
1:14:00PU {6 Door Open 0141 DENNIS MONTGOMERY
Monday, .January 09, 2006
11:35:00 AM  16- Door Close D141 DENNIS MONTGOMERY
11:32:00 AM 18- Door Open 0141 DENNIS MONTGOMERY
91900AM  16- Door Closa 0141 DENNIS MONTGOMERY
9:18:00 AM 18- Door Open 0141 DENNIS MONTGOMERY
Thursday, January 05, 2006
S 1:05:00PM  16- Doer Closs 0141 QENNIS MONTGOMERY
1:04:00 PM 16~ Door Opsh / 0141 DENNIS MONTGOMERY
B:22:00 AM 16~ Door Close 0141 DENNIS MONTGOMERY
§:22,00 AM  16- Door Open / 0141 DENNIS MONTGOMERY
Wednesday, January 04, 2006 _
€10:00PM 18- Door Close 0141 DENNIS MONTGOMERY
4:08:00 PM  16- Daor Open / 0141 DENNIS MONTGOMERY
Friday, December 23, 2005
1:24:00 PM  16- Door Close 0141 DENNIS MONTGOMERY
1:21:00 PM 16 Door Open / o144 DENNIS MONTGOMERY
Thursday, December 22, 2005
12:10:00 PM  46- Daor Closa a144 DENNIS MONTGOMERY
12:07:00 PM 18- Door Open / o141 DENNIS MONTGOMERY
Wednesday, December 21, 2005
2:26:00 PM  16- Doer Closa 0141 DENNIS MONTGOMERY
2:0700PM 18- Doar Open. 0141 DENNIS MONTGOMERY
Tuesday, December 20, 2005
5:22:00 PM 18- Doar Close 0141 DENNIS MONTGOMERY
5:20:00 PM 18- Door Gpan / 0141 DENNIS MONTGOMERY
Sunday, December 18, 2005
11:18:00 AM  16- Door Closs 0141 DENNIS MONTGOMERY
5 11:05:00 AM 18- Door Open 0141 DENNIS MONTGOMERY
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Preferred Technoiagy, Inc. 8271 E. Gelding Dr, Seousdale, AZ 85260 " (480) 99]-1259
Unit Activity By Unit Number - 0141

-

Time Remote # Description Data Tenant

Thwrsday, December 08, 2005
3:6300PM  16- Door Clase 0141 OENNIS MONTGOMERY
3:45:00 PM 18- Door Open 0141 DENNIS MONTGOMERY

»

Total Records: 31

—
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Preferred Technology, Inc, 8271 E Gelding Dr. Secottsdale, AZ 85260 (480) 991-1259
Lty e e e Y o e - * v ;_-".__-__-"L r ing TR
Unit Activity By Unit Numbeﬁ 0142 /)
Time Remote ff Descriplion Data Tenant
Monday, February 20, 2006
1:48:00 PN 16- Doaor Ciose 0142 DENNIS MONTGOMERY
1:46:00PM  16- Door Open =~ 0142 DENNIS MONTGOMERY
Friday. February 03, 2006
11:49:00 AM 0. User Logged Off Site 0142 DENNIS MONTGOMERY
Tuesday, January 24, 2006
12:21:00PM  15- Ooor Close 0142 DENNIS MONTGOMERY
12:20:00 PM 18- Door Open.- 0142 DENNIS MONTGOMERY
Tuesday, January 10, 2006
:4€:00PM 18- Daar Close 0142 DENNIS MONTGOMERY
116800 PM 18- Door Open 0142 DENNIS MONTGOMERY
Monday, January 09, 2006
11:38;00 AM 16- Doer Close 0142 DENNIS MONTGOMERY
11:37:00 AM  16- Deor Open /' 0142 DENNIS MONTGOMERY
Tuesday, December 20, 2005
5:20:00 PM  16- Door Ciose 0142 DENNI(S MONTGOMERY
5:20:00PM  16- Door Opon 0142 DENNIS MONTGOMERY
Sunday, December 18, 2005
= i 11:05:00AM  16- Doer Clasa 0142 DENNIS MONTGOMERY
11:04:00 AM  16- Door Open,/ 0142 DENNIS MONTGOMERY
Monday, November 28, 2005
10:08:00 AM 16« Door Close 0142 DENNIS MONTGOMERY
10:08:00 AM  16- Door Opan / 0142 OENNIS MONTGOMERY
Saturday, Nevenmber 12, 2005
2:54.00PM  16- Door Closs 0142 DENNIS MONTGOMERY
2:53:00PM 16 Doot Opon P 0142 DENNIS MONTGOMERY
Total Records: 17
Priday, March 03, 2006 Page1of100087
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Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70-3

Preferred Technalogy, Inc. 8271 £, Gelding Dr. Scottsdale, AZ 85260 (480) 991-1259
et sy e . v —--..;::n:—-::\'h. v s mery
[ ¢ 3 L]
Unit Activity By Unit Number- 0143
Time Remote # Description Data Tenant
Friday, March 03, 2006
8:01:00 AM 2 Exit Area 0143 DENNIS MONTGOMERY
7:49.00AM 1 Enler Area 0143 DENNIS MONTGOMERY
Tuesday, February 28, 2006
SA400AM  2- Exlt Area 0143 DENNIS MONTGOMERY
9:35:00AM  1- Enter Area 0143 DENNIS MONTGOMERY
Sunday, February 26, 2006
8:22:00 PM 2 Exit Aces 0143 DENNIS MONTGOMERY
8:08:00 PM  1- Enter Area 0143 DENNIS MONTGOMERY
Monday, February 20. 2006
ZO1:00PM 2. Bxit Area 0143 DENNIS MONTGOMERY
1:83:00 PM  1- Enter Area 0143 DENNIS MONTGOMERY
1:5200PM 2. Exit Area 0143 DENNIS MONTGOMERY
1:50:00 FM 16~ Do Closa 0143 DENNIS MONTGOMERY
1:50:00PM 16 Door Open 0143 OENNIS MONTGOMERY
1:48:00 PM 18- Door Close 0143 DENNIS MONTGOMERY
1:46:00 PM  16- Door Open.” 0143 DENNIS MONTGOMERY
1:45:00 PM  1- Enter Area 0143 DENNIS MONTGOMERY
Thiasday, February 16, 2006
N 2:01:00PM 2 Exk Ares D143 DENNIS MONTGOMERY
1:89:00PM (- Enter Area 0143 DENNIS MONTGOMERY
Saturday, February 11, 2006
9:35:00 AM 2. Exit Area 0143 DENNIS MONTGOMERY
9:33:00 AM - Enter Ares 0143 DENNIS MONYGOMERY
Thursday, February 09, 2006
120700 PM 2. Exit Area 0143 DENNIS MONTGOMERY
11:58:00 AM . Enter Area 0143 DENNIS MONTGOMERY
Monday, February 06, 2006
9:22:00 AM  2- Exit Area 0143 DENNIS MONTGOMERY
5:1400AM  1- Enter Area 0143 DENNIS MONTGOMERY
Stunday, February 05, 2006
10:32:00 AM  2- Exdt Area 0143 DENNIS MONTGOMERY
10:28:00 AM f6- Door Close 0143 DENNIS MONTGOMERY
10:25:00 AM 18- Door Open_/ 0143 DENNIS MONTGOMERY
10:08:00 AM 1~ Enter Areg 0143 DENNIS MONTGOMERY
Saturday, February 04, 2006
5:54:00AM 2 Exit Area 0143 DENNIS MONTGOMERY
953:00AM  16- Doar Close 0143 DENNIS MONTGOMERY
9:50:00 AM 18- Door Opan’ 0143 DENNIS MONTGOMERY
949:00 AM  1- Enler Area 0143 DENNIS MONTGOMERY
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A... FORCE OFFICE OF SPECIAL INVESTIO~TIONS
REPORT OF INVESTIGATIVE ACTIVITY

|
1. OKTE OF tWESDGATIVE ACTIVITY | 2, PLACE 3. FILE NUIARER
23 JAN 2006 eTreppid LLC, Reno NV
4. REMARKS

On 23 Jan 2006, SAs HARALDSEN and SMITH intervicwed VENABLES at ¢Treppid LLC. [n addition ta reiterating the
information from his declaration, VEANABLES related the following information:

He has known SUBJECT since December 1999 and had both a professional and personal relationship with him. He believed
SUBJECT was “nuts and a crazy compulsive liar."" SUBJECT was unwilling to share his work with others and kept employees in
the dark about company projects. SUBJECT was abusive io subordinates and created an atmosphere of fear. SUBJECT created
fictitious storics about TREPP and claimed that he (SUBJECT) was the actual majority owner of the company. SUBJECT would
threaten subordinates and instruct them to not engage with TREPP. Consequenty, problems or issues within the company were pot

elevated to TREPP.

VENABLES questioned SUBJECT's technical capabilitics. His suspicion was reinforced when he discovered SUBJECT's
workstation did not have the necessary applications installed to develop source code. VENABLES found this peculiar since this was
purportedly SUBJECT’s primary responsibility as the Chief Technical Officer. Additionally, VENABLES designed the dual Zeon
processars used by SUBJECT to operste as a cluster. However, when SUBJECT changed the operating system to Windows XP this
requircd the computers to work as independent systems. VENABLES said SUBJECT’s actions were irratienal and divergent since it

caused the network of computers to operate inefficiently.

The workstation containing ¢Treppid's source code was typically located in the company’s warchouse. On 21 Dec 05, VENABLES
noticed the wotkstation and RAID box controller housing cight drives was missing. The monitor and keyboard, however, were still
present. VENABLES askcd SUBJECT if he knew the whereabouts of the workstation and raid box. SUBJECT said without any
further explanation "I took the workstation home.” On 3 Jan 06, when VENABLES returned from vacation he discovered that the
SRCSERVER and ISASERVER had been accessed. The monitors displayed a “command prompt window” indicating an executable
command had taken place, When VENABLES questioned SUBJECT about this, SUBJECT said he was “cleaning up old stuff.”
During the week of 3-6 JAN 06, VENABLES questioned SUBJECT numesous times about the workstation and raid box controller.
Each time SUBJECT stated “l am bringing back the workstation” However SUBJECT never did. Oa 10 JAN 06, when
VENABLES arrived at work he discovered SUBJECT and TREPP in the warehouse arguing. SUBJECT stormed out of the
building. TREPP instructed VENABLES to call SUBJECT and encourage him to return. VENABLES contacted SUBJECT and
SUBJECT said, “He fucked me out of mllhons and is ot gomg lo got away with it.” SUBJECT said he would think about returning.

Tateron 10 I o

VENABLES confimmed he and SUBJECT were the only ones with administrator password necessary to access the SRCSERVER
and ISASERVER to accomplish the task of deleting source code. VENABLES denied deleting the source code. VENABLES said
that only the individual programmers and SUBJECT had the passwords necessary 1o delste the source code from the individual
workstations. VENABLES further said the passwords on the worksiations were established and set by SUBJECT. VENABLES said
he cstablished his own passward on his workstation; therefore his information was not deleted. Additionally, SUBJECT had the
building alarm codes for all of the company employees. SUBJECT possessed the sie¢essary accesses and passwords to access the
surveillance cameras within the facility and could have deleted the last four manths worth of video recordings.

VENABLES said he would attempt to obtain the workstation motherboard and raid box controller serial numbers that SUBJECT
told VENABLES that he took home.

6. CONDUDYED BY (* BSIQNATURE g
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AEMARKS /Continuad/
—

VENABLES explained he was the Facilisy Security Officer for eTreppid e did not become aware of any SECRET hard drives
located in the facility untit he inadventently discovered SUBJECT possessing two hard drives in the warchouse. This discovery
occurred sometime io Nov 2005. Prior to this incident, GRAY and SUBIECT did not inform him that they had brought classifted
material into the facility. ‘Therefore, he did not provide day-to-day security for these hard drives. The hard drives were stored in a
safe in a room secured with a cipher lock. GRAY and SUBJECT had the combination to the safe. A gain, VENABLES emphasized
he never saw the hard drives until accidentally discoveting SUBJECT using them. He was unaware of how many were in the
facility. Once he was made aware that the hard drives were inte the facility, he would routinely see SUBJECT use them for his
work. VENABLES was unaware of which specific computer system SUBJECT was using, but surmised it probably was one in the
warchouse routincly used by SUBJECT. The facility did not have formal approval to process classified informatioa on any
computer system. VENABLES explained that GRAY claimed SUBJECT was not properly storing the hard drives in the approved
safe. VENABLES confrouted SUBJECT sbout this and SUBJECT said, “Fuck her, she’s making stuff up again.” VENABLES
informed TREPF of the conversation and TREPP said he would speak to SUBJECT. Between 10-13 JAN 06, VENABLES and
GRAY conducted a scarch of the company in an atternpt to account for ninc SECRET hard drives. This was his first knowledge
that there was supposed o be ninc SECRET hard drives in the facility. The scarch revealed six copies of the original SECRET
nine hard drives and two SECRET video tapes. They were unable to locale the original nine SECRET hard drives. VENABLES
said he and GRAY began a sceurity inquiry to determinc the facts surrounding the disappearance of the original hard drives

Ty

e e s g — s T b

e T

VENABLES was aware SUBJECT had several storage units around the Reno, NV area. He believed that SUBJECT would often
change the uvits as well. He was unaware of the specific locations of these storage units.
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' Ali FORCE OFFICE OF SPECIAL INVESTIGATIONS
REPORT OF INVESTIGATIVE ACTIVITY

1. DATE OF INVESTIGATIVE ACTIVITY 2. PLACE 3. FILE NUMBER
19-23 JAN 2006 Telephonic and Pessonal Interviews -Personal interview at Hilton, Reno NV
4. REWMARKS

Between 19-23 Jan 2006, WARREN TREPP, Chief Executive Officer, eTreppid Limited Liability Corporation, Reno, NV, related
the following information:

SUBJECT illegally deleted and removed the company’s source code used for data compression, object tracking and anomaly
detection. TREPP initially became aware that the source code was missing on 9-10 January 2006 when employees complained about
their inability to operate their computer systems. TREPP asked Sloan VENABLES, ¢Treppid Facility Security Officer (FSO) aboul
the prablem and was told that company’s sotree data was deleted from the source server, a system known as 1SA and all of
¢Treppids’s work stations. TREPP said VENABLES and SUBJECT were the only ¢Treppid employecs to have exclusive access to
the source and ISA servers as well as all of ¢ Treppid's individual work stations. Additionally, the company had a scparate stand-
alone back-up system located in eTreppid’s warchousc which contained the source code. This systcm is also missing. SUBJECT had
exclusive access to this stand alonc back-up system. TREPP said without the source code (intellcctual property) the company would
go out of business He was unable to estimate the value of the source codefintellectual property.

TREPP belicved that SUBJECT semoved and deleted the source code from the sousce server, the ISA system and all workstations
for the following reasons: 1) VENABLES informed TREPP that he had asked SUBJECT where the back-yp system was and
SUBJECT told VENABLES that he bad taken it home; 2) VENABLES informed TREPP that SUBJECT told him that TREPP will,
“Have to pay big bucks to get what he wants” 3) An employee named JAMES BAUDER, graphics designer said he carried sealed
boxes out of the company for SUBJECT during this time period; and 4) VENABLES was on vacation during the time period that
. the source code was discovered to have becn deleted. VENABLES denied removing the source code from the source end the [SA
servers. Furthermore, in an effort to prove TREPP's assumnption that SUBJECT had removed the stand-alone computer Back-up
system from the warchouse, TREPP had VENABLES review the intemal security monitoring cameras in hopes of leaming who took
the system. Unfortunately, someone delcted the last four months of video

On 9 JAN 06, TREPP confronted SUBJECT about the source code and was told by SUBJECT that the code could be located op the
753 removable hard drives located in the campany. TREPP asked SUIBECT why he was “doing this”, to which SUBIECT said, "l
did not do 2 thing.” TREPP slso asked SUBJECT why he delcted the files. SUBJECT said “I didn’t!” TREPP then asked who did
and SUBJECT replied “GRAY.” TREPP said “GRAY™ was a reference lo Ms PATTY GRAY, ¢Treppid Business Manager.
SUBJECT stormed out of the company and was followed by TREFP into the company's parking lot. TREPP plead with SUBJECT
to IeT him Lelp him. SUBJECT said, "You are not going o screw mec, and just try to bring me down!” and drove off. Conversations
between TREPP and SUBJECT on the 10th of January were the same as those addressed on the 9th of January, still without

resolution.

TREPP was told by VENABLES that it would have taken about two weeks to delete the source code from the source and ISA
servers. Coincidentally, VENABLES was on vacation between 22 Dec 05 - 3 Jan 06. TREPP believed the source code was deleted
from the servers during VENABLES' vacation. TREPP also bolieved that the source code was deleted rom the company’s
individual work stations during the weekend of 7/8 Japuary 2006. TREPP also said, sometime prior to VENABLES' vacation,
VENABLES was told by SUBJECT ta stay at home and enjoy the holidays. However, on one either the 215t or 22nd of December,
VENABLES came to work and found SUBJECT working on the source and ISA servers. VENABLES asked SUBJECT what he

was doing, and SUBJECT said “cleaning up some files.”

SUBJECT was required ta provide copies of the source code to TREPP on an apnual basis and did so for scven years. A review of
the backup copies, consisting of CDs, DVDs and hard drives, by TREPP revealed the data on these media devices was worthless and
did not contain the data SUBJECT was required to provide.

TREFP instructed his employees to analyzs all of the company’s 753 hard drives in an attempt to locate the code. The two-day
analysis determined (e code was not on any of these hard drives as claimed by SUBJECT.
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i REMARKS (Continusd) .
i ot

On 28 September 1998 SUBJECT was hired by cTreppid 16 become the CTO, he was paid $1,300, 000 for the data compression

source code which he developed prior (o his employment with eTreppid. Initially, SUIBECT was a 50% owaer of ¢Treppid.

! However, during the course of his ownership SUBJECT required some liquidity and sold a two percent interest in his stock for

I' $1.5 million. This stock was sold to two of TREPP's associates for $750,000 each. With the sale of the stock and other capital
call dilutions SUBJECT bacame a 30% stakeholder in the company. TREPP was unawate of any reason why SUBJECT would

have malicicusly deleted the source code. TREPP was aware that SUBJECT was having financial difficulties. Since Jan 1999,

TREPF loaned SUBJECT a total of $1,379, 759 to assist him with his financial burden. With the accrued and unpaid inlerest of

$125,211 the total owed by SUBJECT was $1.5 million. On 7 or 8 Dec 2005 SUBJECT asked to bortow an additional $270,000.

3 When asked what it was for SUBJECT told TREPP that it was “to pay down casino and other debts." Additionally, TREP'P

: discovered SUBJECT also owed $300,000 to various casinos.

During the period of 1999-2005 inclusive, SUBJECT eatned the following annual salaries:

1999-2000 - $£32,000

2001-  $176,000
2002-  $192,000
2003-2005 - $300,000

On 20 Jan 06, Mr. Douglas J. Frye, General Counsel for eTreppid filed a temporary restraining order in the Secand District
Judicial Court of Nevada Washoe County, requesting SUTBECT retun the source code to cTreppid. TREPP said eTreppid
attorneys told him that SUBJECT told the judge “cTreppid had shared classified information with foreign nationals.” These same
attorneys told TREPP that SUBJECT made the comnmeat “I don’t have any source files, I have the source files in my head” to the
judge. TREPP was unaware of any instance where a foreign national employee was cxposed to classificd information.

TREPP asked GRAY about it and she said she believed SUBJECT was asking forcign national employees to work on portions of
data from the SECRET bard drives. TREPP was unaware of specifics and suggested GRAY would have additional details.
Additionally, TREPP said when GRAY and SLOAN conducied an inventory of classified holdings; they were unable to locate
nine SECRET hard drives provided by the government and two SECRET video tapes made by eTreppid. He again said that GRAY
and SLOAN would have additional information.

During the week of 16-20 Jan 06, Neil Azzinaro, Las Vepas, NV, 2 mutual fricnd of both SUBJECT and TREPP said SUBJECT
called him and said that he v/as Jooking for a US citizen, not an institution or corporation to start a new company and would
require $10 Million.

On 18 Jan 06, SUBJECT's employment was terminated from e Treppid.
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Anr FORCE-OFFICE OF SPECIAL INVESTJ@KI’!ONS
REPORT OF INVESTIGATIVE ACTIVITY

*1. BATE OF INVESTIGATVE AGTIVITY | 2. PLACE
23 JAN 2006 eTreppid, LLC, Reno NV

4. REMARKS.
On 23 JAN 2006, TREPP provide a copy of a statement from Mr. Jerry SNY DER ¢ Treppid attorney, dated 23 JAN 2006,
conceming SUBJECT's statements at the TRO hearing.

3. ALE NUMBER

A review of the statement revealed that Mr Snyder recalled that SUBJECT made the following remarks to the judge during the TRO
hearing:

1. SUIBECT said he did not have possession of eTreppid source code.

2. SUBJECT said he owned all intellectual property interests in €Treppid’s pattern recognition and anomaly detection software and
had not transferred interest to eFreppid.

3. SUBJECT stated that eTreppid was allowing forzign nationals without the appropriate security clearances to work on the subject
software.
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A1, FORCE OFFICE OF SPECIAL INVESTISRYIONS
REPORT OF INVESTIBATIVE ACTIVITY

1. DATE OF NVESTIGATIVE AGTIVITY | 2. RACE 3. FAILENUMBER

23 JAN 2006 eTreppid, Reno NV

4. REMARZS
On 23 Jan 2006, a review of the Declaration of SLOAN VENABLES, dated 19 Jan 2006 was conducted and revealed the following
information:

On 21 Dec 05, VENABLES discovered that a workstation containing a RAID storage box used to backup eTreppid source code was
missing. SUBJECT told VEMABLES that he (SUBJECT) took the workstation home. On 3 Jan 06, SUBJECT was observed by
VENABLES working on the SRC (source) and ISA servers. SUBJECT told VENABLES he was “cleaning stuff up” and this
included delcting files. On 3 Jan 06, VENABLES and other cmployees determined that the source code was deleted from the SRC
source server and the ISA server. On the 9 JAN, he and the other employees discovered the source code was removed from the
workstations also. VENABLES and SUBJECT were the only two people with the administrator password necessary to accomplish
this action. On 10 Jan 06, SUBJECT told VENABLES that if TREPP wanted the source code “‘he necds to give me big money.”
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Ans FORCE OFFICE OF SPECIAL INVESTIGATIONS
REPORT OF INVESTIGATIVE ACTIVITY

1, BATE.OF INVESTIGATIVE ACTIVITY | 2 RLACE

24 JAN 2006 cTreppid, LLC, Reno, NV
4, REMARKE:

" SA Paul HARALDSEN and SA Thomas SMITH, AFOSI interviewed Patricia L. GRAY, Female, Asian,

RAY is currently employed by ETREPPID Technologics. LLC (ETREPPID) as the Vice President, Product

Development, 755 Trademark Drive, Reno, NV,

3. AILE NUMBER

GRAY staled that she has been employed by ETREPPID for approximately three years and four months. She indicated that she has
known SUBJECT for a little mare than six years; three of those years were prior to employment with ETREPPID, as she had doue
some work with ETREPPID when she was cmployed by INTEL CORPORATION. GRAY stated that she came to work for

ETREPPID because she belicved that she could help bring its products o the marketplace.

GRAY stated that she had been recording tapes on hard drive disks (HDDs) since March of 2005 and the original recordings were
unclassified from Fort Bragg, NC. GRAY believes that when GPS coordinates were displayed on images recorded on HDDs that
would make the content of the HDD classificd. GRAY said that the recordings she porformed at Nellis AFB, NV were classified

SECRET, but no higher.

GRAY stated that on 3 and 4 Nov 2005, she generated data on three (3) HDDs at Nellis AFB, NV, marked them SECRET, double-
wrapped them and sent them via FEDEX Invoice # 3-182-50372 to ETREYPID addressed to SUBJECT. SUBJECT signed for the
delivery at 1541 hours on 5 Nov 2005, On 07 Nov 2005, when GRAY returmned to Reno, NV she confirmed with SUBJECT thathe

had received the data contained in the package.

GRAY stated that on 9, 10 and 11 Nov 2005, she generated dats on three (5) HDDs at Nellis AFB, NV, marked them SECRET,
double-wrapped and sent them via FEDEX Invoice # 3-194-79312 to ETREPPID addressed to SUBJECT. SUBJECT signed for the
delivery at 1502 hours on 12 Nov 2005, On 14 Nov 2005, when GRAY returned to Reno, NV she confirmed with SUBJECT that he

had received the data contained in the package on the previous Saturday.

GRAY stated that ON 17 and 18 Nov 2005, she generated data on three (3) HDDs, two (2) of which contained unclassified data and
one (1) that contained classified data at Nellis AFB, NV, marked them SECRET, double wrapped them and seat them via FEDEX
Tavoice # 3-207-28841 to ETREFPPID addressed to herself. Altan BORA, employee of ETREPPID signed for the delivery st 1147
hourson 21 Nov 2005, GRAY stated that on 21 Nov 2005, she arrived for work shortly after noon and delivered the unopened

|~pacicare o SUBTRECT i WArEHOUSE $&ction of EIREPPIDTS facilines.

GRAY rclated that on 06 Dec 2005 she checked to see if the HDDs that she had shipped from Nellis AFB were stored in the NSA
approved safe at ETREPPID's corporate office. GRAY found that the HDDs were not in the safe and notificd TREPP who, in turn,
informed SUBJECT to return the HDDs to the safe, GRAY again checked the safe on 07 Dec 2005 and found that the HDDs were
not there, GRAY said that she asked SUBJECT about the location of the HDDs and SUBJECT told her that the HDDs were all in
the file cabinct in the warchouss. GRAY informed SUBJECT that this was not the correct location to store the HDDs and informed

TREPP of the incident.

On 08 Dec 2005, GRAY e-mailed SUBJECT, copying TREPP on the ¢-mail to remind SUBJECT thal all classified material should
be stored in one safe so that she and SUBJECT would both have the combination and access. GRAY said that as a result of this e-

mail all original nine (9) original HDDs and tapes were placed in the safe.

GRAY said that on (2 Dec 2005, TREPP asked her to generate some test tapes from the classificd HDDs for intenal testing.
TREPP requested that four (4) D'V tapes be made, two (2) for SUBJECT and two (2) for TREPP so a "blind test” could be
performed. GRAY stated that she retrieved the one of the HDDs from the safe that had classified content generated on 5 Nov 2005

and started work on making the zapes.
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REMARKS (Continved/

| GRAY related that on 13 Dec 2005, she webl to retricve another HDD to generale test tapes and alt of the HDDs were not stored in
the safe. GRAY informed TREPP that the HDDs were not properly stored and TREPP had SUBJECT retumn the HDDs to the safe.
GRAY alsa related that while generaling test tapes, SUBJECT came into her work area and placed a ncw label on one of the 11DDs
; that she was using (o generate test tapes. GRAY said that SUBJECT told her he was condensing the HDDs that were used at Nellis
{ | _AFB because some were caly partially full. As per TREPP, GRAY also gave SUBJECT two (2) test tapes. GRAYchangcd the
safe’s upper drawer combination end placed TREPP's two (2) copies of tes! tapes and original HDDs were secured in the safe's
bottom drawer of which both GRAY and SUBJECT had the combination.

GRAY related that on 15 Dec 2005, all the HDDs were missing from the safe. When GRAY approached SUBJECT about the
HDDs he told her he wanted to store the HDDs in the file cabinet in the warehouse for his convenience. GRAY told SUBJECT he
could not store classified in the warchouse and was risking his clearance. GRAY said SUBJECT replied, “I don’t care about my
clearance. They'll always give me my clearance becsuse they want me to do the work.” GRAY told TREPP and he agreed that
the classified material needed to be restricted. TREPP had SUBJECT retum the classified HDDs and tapes to the safc. GRAY said
TREPP then asked her to move all of the classified material to the top drawer of the safe and not give SUBJECT the combination.

O e e e

A ey

GRAY said that on 18 Dec 2005, SUBJECT tried to contact her via text message and cventually was contacted by TREPP who
instructed her to give the safe combination to SUBJECT. GRAY related to TREPP that she bad concems that SUBJECT would
make copies of the classified conteat and that he would have access to the two (2) tapes that GRAY had segregated for the blind
test. GRAY said that TREPP iustructed her to give SUBJIECT the combination so SUBJECT could work and on Monday TREPP
and ber would talk with SUBJECT and re-sccure all the HDDs and tapes on Monday when GRAY retumed to the office.

GRAY said that on 21 Dec 2005, at approximately 1030 hours, she had a closed door meeting with TREPP where she told TREPP
that she had reasun to believe SUBJECT had not written significant software for the company and obscrved what may have been
classified imagery displaying coordinates that may have been images of Iraq on Zehang SUN's unclassified system, who does ot
have a clearance, network drives. GRAY said that earlier she had tried 10 copy what appeared to be classified conteat on SUN's
shared folder, but as she was trying to copy it to her computer it was deleted. GRAY believes that SUBJECT deleted it because he
has access 10 all of the engineer’s folders. GRAY also informed TREPP that she had fairly complete information that led her to
belicve SUN had worked on a classified project involving ocean jmages. GRAY said that TREPP recommend that she look at
source code archive disks that SUBJECT gave him to help her with the information she was seeking. GRAY stated that soon after
her meeting with TREPP she received a call from Jesse ANDERSON. GRAY said that ANDERSON, who was on vacation, asked
her what was going on in the building, said that he had just received a call from SUBJECT who told him that TREPP and GRAY
were “ganging up oa him and asked ANDERSON if there was any source code resident on bis computer. GRAY told him that she
dndn lknow what he was tall:mg about and hu conversabons with TREPP was none of hxs busmcss GRAYsald that almost

caIl from SUBH-JCI‘ who told him that TREPP and GRAYwere gangmg up on lum md accusing VENABLES of "stnﬂ" GRAY
belicves thet her conversation with TREP at 1030 hours was cither overheard or somehow monitored. GRAY informed TREPP of
her conversations with ANDERSON and VENABLES and of her belief that their conversation had been monitored. GRAY said
VENABLES calfed at approximately 1530 hours on the office intercom and inquired as to why SUBJECT was leaving the building
with hard drives. GRAY said that she told TREPP about VENABLES call and she and TREPP weat to the warehouse. GRAY said
that she saw TREPP and SUBJECT have a conversation while she and then both SUBJECT and TREPP went to TREPP's office,

GRAY said that on 8 Jan 2006, TENETTI informed her that SUBJECT had deleted all the source code from all of the engineer's
systems between Christmas end New Year's, GRAY said that on 9 January 2006 that she found 7 HDDs (copies of the original 9
HDDs that were condensed to 7) in SUBJECT's file cabinet in the warehouse. GRAY stated that she also checked the safe and
found 7 HDDs (copies of the original 9 HDDs that had been condensed to 7), but none of the original HDDs were in the safe. In
nddition, GRAY related that 2 of the 4 test tapes made for the blind test were missing from the safe. GRAY stated that between 9
Jan and 13 Jan 2006 she continued to attempt to ascertain the location of the original 9 IDDs and the 2 test tapes to no avail

GRAY alsa added that she believes SUBJECT processed classified information on an unclassified stand-alone system (hat was not
part of ETREPPID's computer domain.

On 23 Jan 2006, GRAY said that she checked one of the HDDs that SUBJECT generated labeled, "Nellis Images WIP 12/8/05"
conlaining a recent version of target/mation software and test imagery. GRAY asked Yongmian ZHANG, Asian/Malc§INP

o describe test sequences he had been using. ZHANG's description matched test sequences in two
directories on the "Nellis Images WIP 12/8/05" HDD containing detection software. One sequence contain classified material, but
she could not show it to ZHANG because he does not have a clearance. GRAY said that since she cannot show ZHANG the
image, she cannot be sure that the test sequence he had access to and the imagery on the "Nelfis Images WP 12/8/05" HDD are

one and the same,
00096
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1. DATE OF WVESTIGATIVE ACTIVITY |2, FLAGE d. FILE NUMBER
24.25 JAN 2006 ETREPPID, LLC RENO, NV
4, REMARKS

SA Paul HARALDSEN and 5A Thomas SMITH, AFOSI interviewed Jesse ANDERSON, Male/White (SIS
NDERSON is currently employed by ETREPPID Technologies, LLC (ETREPPID) as a Web Developer

Jocated at 755 Trademark Drive, Reno, NV,

ANDERSON said that he has been an employee of ETREPPID for approximately (ive (5) ycars and has had both a personal and
‘ professional relationship with SUBJECT during that time, ANDERSON stated that he, SUBJECT and other employees had seen
each other socially on numerous occasions. ANDERSON characterized SUBJECT s recent demeanor as “unstable, needs to be

hospitalized and needs psychological help.™

ANDERSON stated that on 22 or 23 Dec 2005 SUBJECT called him and asked if he had any source code resident on his computer
and ANDERSON sald, ""No.” ANDERSON said that this call took place when he was on vacation during the time period starting on
21 Dec 2005 and ending on 28 Dec 2005. ANDERSON said that he called Patricia L. GRAY and asked her, *Dennis (SUBJECT)
just called me and asked if } had any source code on my computer, what's going on?” ANDERSON said that he could not recall

GR;AY'sresponsc.

ANDERSON said that on 28 or 29 Dec 2005, Lalith TENNETI, M/Indi2n S  p0y<: of

ETREFPID as a software engineer, informed him that ETREPPID source code was missing from his ETREPPID computer.

ANDERSON said that Jale TREPP (JTREPP), Warren TREPP’s wife, called him on 7 Jan 2006. JTREPP told him that GRAY had
called her and said that he might have some information as to SUBJECT s activities at ETREPPID. ANDERSON agreed to mest
JTREPP at a Bamnes & Noble store located at 5555 South Virginia Street, Reno NV §9502. ANDERSON related to JTREPP that
SUBJECT was using open source code to develop ETREPPID' s source code, not writing software, does not possess adequate
technical abilities, and was dishonest. ANDERSON also informed JTREPP that SUBJECT said that he owned 51% of the: company,
TREPP was just an investor and that GRAY was going away for some time. JTREPP and ANDERSON agreed that ANDERSON

should meet and discuss these issues with TREPP.

ANDERSON stated that on 8 Jan 2006, he met TREPP at the Tamarack Junction Restaurant Casino located at 13101 South Virginia
Street, Reno, NV 89511, ANDERSON said that he voiced his concerns to TREPP as to SUBJECT's continued claims that he was the
T THjonty sharcuolder in (he company (319%), had “lots of cash” invested in the company erid that TREPP was only an investor,
ANDERSON also informed TREPP that SUBJECT was using open source to develop ETREPPID source code, that SUBJECT was
dishonest, that SUBJECT said GRAY would be going away for some time and that as long as five years ago he had suspicions that
SUBJECT was less technically competent than he led people to belicve. ANDERSON said that TREPP asked him to contact
VENABLES and TENNETI so TREPP could be further informed of SUBJECT s activitics as they related to ETREPPID.

ANDERSON said that on 10 Jan 2006, while he was at ETREPPID's office SUBJECT said to him that, “You're an asshofc” and,
“We'llmeet again”. ANDERSON asked SUBJECT, “Is that a threat?” and SUBJECT replied, “No”. ANDERSON stated that he had
suspicions that his phone conversations and his conversations at work may have been monitored as he could not understand how

SUBJECT knew that he had talk=d to TREPP about his concetns regarding SUBJECT. ANDERSON fears that SUBJECT may harm

} him in some way and belicves that the SUBJECT has the capacity 1o do so.

ANDERSON related that on 11 and 12 Jan 2006, he was asked by TREPP to look at all of ETREPPID's computers and talk with
employees to ascertain if there was any source code resident on ETREPPID's computers. ANDERSON stated that ETREPPID
source code had been deleted from all of the computers. ANDERSON stated that & program known as “Wipe N Clean” was resident
on all of ETREPPID’S programmer's computers and that program had been resident on the compoters prior to the deletion and
removal of ETREPPID source code. “Wipe N Clean™ is & program used to permanently delete data from computers. ANDERSON
stated that a portion of ETREPPID source code was resident on his computer and had not been deleted. ANDERSON stated that
approximacly three years ago"SUBJECT required all ETREPPID personncl, that were working with portions of ETREPPID source
cade. save the source eode in a file named Current Source and that SUBJECT had access to this file.
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ANDERSON said that on 15 Jan 2006, he saw SUBJECT at the Peppermill Hotel Casino located at 2707 South Virginia Street,
Reno, NV 89502, ANDERSON was at the casino to have lunch with his girlfriend’s family. ANDERSON said that while he was
waiting on line for lunch service he observed SUBJECT piaying blackjack at one of the casino’s blackjack tables. ANDERSON
said that SUBJECT looked like he had been playing cards all night as SUBJECT look tired, intoxicated, although he did not have a
drink glass in front of him and his hair was a mess. ANDERSON said that SUBJECT looked up and said to him, “Get the fuck out
of here!” and asked a casino security guard to make ANDERSON move. The security guard asked ANDERSON to move and
ANDERSON refused informing the security guard that he was just walching the game on TV and waiting in line for lunch.
SUBJECT again asked the sccurity guard to move ANDERSON and this time ANDERSON complied so SUBJECT would "not
cause & scene” while ANDERSON was having lunch with his girlfriend’s family.

ANDERSON said that he had suspicions thet SUBJECT was using open source code to develop ETREPPID squrce code for
almost two years ANDERSON said that be confronted SUBJECT about ETREPPID's use of open source code to develop its
source code whea he was at Fort Bragg, NC conducting some training. SUBJECT told him that the “government knew about it”

and that TREPP knew about it and TREPP was “O.K with it”.

ANDERSON stated that he never saw or touched classified HDDs at ETREPPID s offices, nor did he possess the combinations to
the company’s safes. ANDERSON stated that he had nothing to with the deletion of ETREPPID source code from ETREPPID

computers,

ANDERSON also provided that approximately four months ago SUBJECT gave him clectronic TIF files (images), of what
ANDERSON said he believed to be the ocean, and directed him to divide the TIF images into 1k x 1k pixcls. ANDERSON said
that he complied and said those images were still resident on his computer.

In addition, ANDERSON said that sometime in 2003, upon the direction of SUBJECT, during demonstrations of ETREPPID’s
Automatic Target Recognition (ATR) product ANDERSON was told to moniltor his computer screen that displayed a video.
SUBJECT instructed ANDERSON to strike the “A” key on his computer’s keyboard each time the bazooka came into view on the
video screen, ANDERSON said that be did this for approxitnately forty (40) separate demoastrations. ANDERSON stated that
sometime in October or November of 2005, he leamed from GRAY that representatives from the Department of Homeland
Security (DHS) were coming to sce the ATR product and that this visit was in relation to a contract. ANDERSON said that to his
knowledge his prior participation in the ATR product was limited to bazooka demonstrations and he did not want to participate if
ETREPPID was going to be paid by the DHS. ANDERSON told SUBJECT that he did not went to participate when DHS arrived
and he did not. ANDERSON said that subsequeat to that date SUBJECT no longer talked to him at work and ceased all social
contact with him,
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4, REMARKS

On 25 JAN 2006, Mr. JAMES BAUDER, Graphics Designer, eTreppid, LLC, Reno NV, was interviewed by SA HARALDSEN and
SA SMITH to determine his knowledge regarding SUBJECT removing a computer system from eTreppid.

BAUDER said he worked for eTreppid since April 2000 and was hired by SUBJECT. His relationship with SUB)JECT was striclly
professional. He characterized SUBJECT as eccentric with minimal personal skills, Because of BAUDER's size, « large man,

SUBJECT would often ask him to move heavy “stuff."”

On Friday, 23 Dec, 2005, SUBJECT asked BAUDER to move about six boxes from SUBJECT’s office and office closet to the back
warehouse door. BAUDER accomplished this task. He said the box flaps were closed thereforc he was unable to determine the
boxes” contents. BAUDER observed SUBJECT load at Icast two of the boxes into his (SUBJECT"s) vuck. BAUDER thought this
was a little peculiar since he never witnessed SUBJECT remove anything from the facility.

BAUDER said about ont yea~ ago, SUBJECT rcquested he purchase some open source code called MICATOGE XPLAYER. This
purchase was an online purchase using BAUDER's PayPal account. The cost of the source code was about $100. BAUDER said
that SUBJECT claimed be did not have a PayPa! account and required the open source code for work. BAUDER subsequently
ptovided a copy of the PayPa) receipt to SA HARALDSEN.

| BAUDER said he assisted SUBJECT with some work regarding “images of the ocean.” He said SUBJECT instructed him (o place
H . symbols on the images. BAUDER was unaware of why he was accomplishing this task, but surmised it had to do with “terrorist
: boats.™ SUBJECT never explained why this work was being performed or for whom.

Sometime in JAN 2006, BAUDER assisted the eTreppid employees with a search of the facility ta determine if they could Jocate any
media containing the company’s source code. While conducting this scarch BAUDER, observed Patricia GRAY, bolding two hard
drives with red stickers on them. He said these hard drives were found in a waschouse filing cabinct used by SUBJECT. He said he
looked in the cabinet drawer and saw additional hard drives in the drawer. He was uncertain how many hard drives were in the
cabinet drawer. When he tried to assist GRAY, she cxplained that BAUDER he did not have the appropriate clearance level to take

passession of the hard drives.

BAUDER further said that during the summer of 2003 SUBJECT made a peculiar request of BAUDER. SUBJECT invited
BAUDER ta his office. When BAUDER arrived, SUBJECT shut the office door and closed the blinds. SUBJECT instructed
BAUDER to "hit the space bar on his (merning SUBJECT’s) keyboard” whenover BAUDER heard an audible tone on his phone,
BAUDER explained that SUBJECT was demonstrating a “bazooka” tes! 10 some unidentified customers. SUBJECT would hold a
simulated bazaoka and walk into the ficld behind the company. While SUBJECT held the bazooka a camera was trained on

SUBJECT. This camera was connected (o a laptop compulter in the company warehouse and the customers were obscrving the
laptop display. As the camera was trained on the bazooka, SUBJECT would send BAUDER an audible tonc to BAUDER's phone.

When BAUDER heard the tone he hit the space bar. He was uncertain what *hitting the space bar did" but suspected it highlighted
the bazooksa on the laptop display.” The demonstration lasted about 5-10 minutes. SUBJECT explained that this was for
demonstration purposcs only and not o worry about it BAUDER knew better than to pursue this line of questioning because if you
questioned SUBJECT you were “cventually fired.” BUADER believed SUBJECT was using “trickery” during this demonstration.
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2. FILE NULRER

4. DATEOF INVESTGATIVE ACTR'ITY |2, pLAce
28 JAN 2005 eTreppid, LLC, Reao NV

4. REMARKE
On 25 JAN 2006, SA HARALDSEN reviewed the copy of the PayPal recci-pt proviacd BAUDER.

The review disclosed that the receipt was identified by the following data:

“Web Accept Payment Sent ID number 0XM9001 5NS3987849

Original transaction date 30 Nov 2004,

Payment to XTAO CAN YANG, for the amount of 99.00

Item Title: Micatoge XPlayer

Item Number: Source Code License

Time: 0719:07 PST

Shipping Address:
BAUDER

United States
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AR FORCE OFFICE OF SPECIAL INVESTIGATIONS
REPORT OF INVESTIGATIVE ACTIVITY

1. DATE OF INVEGVIGATIVE ACTIVITY |2, IMLACE 3. FLE NYMEER
24 JAN 2006 ¢Troppid, LLC, Reno, Nevada
4. REMARKS.

On 24 JAN 06, VENABLES was interviewed by SA HARALDSEN (o determinc if any recording devices were located on SUN's
computer system. VEANABLES said he inspected the three computer systems used by SUN and each of the systems comained,
USB ports, removable hard drives, CD burners and a floppy disk drive. VENABELS believed that if SUN wanted to copy and
remove data from his computer system he could have done so without detection.
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Alk FORCE OFFICE OF SPECIAL INVESTIGATIONS
REPORT OF INVESTIGATIVE ACTIVITY

1, DATE OF INVESTIGATIVE ACTIVITY | 2. PLACE
25 JAN 2006 ¢Treppid, LLC, Reno NV

3. FILE NUMBER

&, REMARKE
ON 25 JAN 2006, VENABLES was interviewed by SA HARALDSEN and SA SMITH to determine what classified data if any
resided on SUN's computer system. VENABLES selated the following:

He reviewed SUN's current computer hard drive to determine its contents. He discovered two ocean images identified as images 5
and 6 and thumb nails generated from the original images. He copied the images onto a DVD and provided the DVD to SA
HARALDSEN. He did not discover any other images on the hard drive. These images were delcted from SUN's hard drive.

He also reviewed a hard drive labeled " ZEHANG-MATHLAR 04/22/05" which was found in the company's warehouse. This hard
drive was discovered during the search conducted 10 - 13 JAN 06, for hard drives containing source code. This hard drive was
previously assigned to SUN. VANABLES belicved SUBJECT eventually 1ook possession of the hard drive and placed it in the
warehouse. The review determined the drive was a copy of another drive and it was created during the bours of 0800-120) on 27
Apri] 2005. The review discloscd a file containing over 13,000 bit map images of acrial photography of buildings. people and
vehicles taken from an "ACFT™. The images also reflected the time the photograph was taken as well as the coordinates.

Five examples of the photographs were printed by VENABLES and provided 10 SA HARALDSEN. Additionally, he prined the
index of the hit map files.

B .éé'uiéy_prtp By 8. TURE /\
SA PAUL L. HARALDSEN and THOMAS A. SMITH MH A QWJ \,&M&_-
THIS DDEUMENT CONTAINS NEITHER RECOMMENDATIONS NOA-CONELUSIONS OF AFOSI. IT 16 THE PROPERTY OF THE
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AIR FORCE OFFICE OF SPECIAL INVESTIGATIONS
REPORT OF INVESTIGATIVE ACTIVITY

1. DATE OF INVESTIGATIVE ACTMITY | 2. FLACE 3. FILE NUMBER
24 JAN 2006 cTreppid, LL.C.Reno NV
4. REMARKS

VENABLES provided SA HARALDSEN with SUN's removable hard drive. Additionally, VENABLES provided a DVD with the
partial sea images and and images five and six from the second set of sea images identified previously by TREPP. The images were

copied from SUN's hard drive.

VENABLES and SA HARALDSEN conducled a review of SUN's hard drive. The review disclosed a folder identified as
“SOCOM". A review of this folder dislcosed  contained bit maps.

A sampling of the bit maps was conducted by VENABLES and SA HARALDSEN. The sampling disclosed aerial still pictures of
desert environment containing people, buildings, vehicles etc. The pictures also displayed the coordinates. dates and other from the

camera taking the picture,

VENABLES at the request of SA HARALDSEN printed out a sampling of the pictures.

b, LoNDUpTED Y . BIGNATURE
SA PAUL L. HARALDSEN

THIS DOCYMENT CONTAINS NE(THER RECOMMENDATIONS NOR CONCLUSIONS'OF AFOSI, IT I§ THE PROPERTY OF THE
EFOS] AND 1S-LOANED TG YOUR AGENCY; THIS DOCUMERT 15 NOY TO BE HELEASED OUTEIDE YouR Acen& 10
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AFQSIFORM 40, JUL 92 fEF) ' PREVIGE EOTTION MAY BE USED |PacE1 oF X " “pAgEs

-
o

DEFS002280



Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 67 of
140

Page 26 of 40
" Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70-3  Filed 09/11/2006  Page 26 of 40

—

Case 3 06 cv-00263- PMP VPC Document 70-7 Filed 09/11/2006

AR FORCE OFFICE GF SPECIAL |NVE$TIGAT[ONS
REPORT OF INVESTIGATIVE ACTIVITY

1, DATE OF INVEBTIGAYIVE ACTIVITY |2, PLACE 3. ALE NUMBER
25 JAN 2006 CTl'Cppld LLC, Reno NV
4, REMARKS

On 25 JAN 2006, TREPP explained that since the company did not possess any classified information prior to Nov 2005, than alt
acrial photography images on company hard drives prior to this date must be unclassified. He was specifically referencing SUN's
hard drive labeled "ZEHANG-MATHLAB 04/27/05" which was discovered and reviewed by VENABLES.

& éounupj'ao Y | & DpnaTURE
SA PAUL L. HARALDSEN (\ I
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Here is the latest information from Reno: —b“)&

The preliminary inquiry into the nine missing SECRET hard drives has
revealed the following.:

¢ Company was on contract with SOCOM and had a DD Form 254
authorizing access to classified information at another location.

¢ A company employee transferred SECRET media from Nellis AFB to the
company'’s office in Reno.

* Company was not approved for storage of classified information
o Company was in possession of SECRET media since Mar 2005

e Company was not adequately controlling or protecting SECRET media.
CTO was storing SECRET hard drives in a steel filing cabinet in the

cowmpany’s warchouse.

e Company’s FSO was not aware of the SECRET material until Nov 05
when he accidentally discovered it in CTO’s possession

* CTO was using an unclassified computer system to process SECRET
material

* CTO is suspected of providing SECRET material to foreign nationals. An

. .
0% 11

ral
vxxsl
information on a foreign national’s computer was classified. This foreign
national no longer has access to the hard drive.

* CTO made unauthorized copies of SECRET hard drives. The copies CTO
made are accounted for, but the original hard drives are missing.

Ancillary to the preliminary inquiry, it was determined that the CTO deleted source code
(intellectual property belonging to the company) from the company servers. The CTO
was one of two employees with the appropriate level of access to delete the source code.
The second employee was on vacation in Europe when the source code was deleted
Additionally; the CTO removed from the company a computer system containing the
source code. The CTO admitted to a company employee that he remaved the computer
containing the source code and that he brought it to his residence. CEO claimed without

the source code the company will be dissolved.

Thave a meeting with the Reno FBI taday to discuss the aforementioned issues.
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REPORT OF INVESTIGATION

REPORT BY: SA PAUL L. HARALDSEN FILE NR:

PERIOD OF REPORT: 19 Jan- 13 Feb 2006 DATE OF REPORT: 14 Feb 2006

MATTERS INVESTIGATED: Alleged Thefi of Intellectual Property from eTreppid
Technologies, Limited Liability Company, 775 Trademark Drive, Reno, NV, 89521 —
Violation of 18 U.S.C section 1832 (Economic Espionage)

SUBJECT: DENNIS LEE MONTGOMERY, Male SN

IMPACT: The Theft of the intellectual property prohibited the U.S. Government from
awarding ¢Treppid Technologies a contract to develop technologies to be used for

prosecuting the Global War on Terrorism

STATUS: Pending

OCTAVIO BAEZ, JR Commander
AFOSI Region 7,

DISTRIBUTION:
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2-1. CLASSIFIED PROGRAM PARAGRAPH
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1-1.  (U) SUMMARY OF INVESTIGATION: Chiefl Executive Officer of eTreppid
LLC, Reno, NV, claimed SUBJECT stole and deleted eTreppid’s intellectual
property {Source Code) during the periad of 21 Dec 2005 - 8 January 2006.
Interviews of company employees revealed:

SUBJECT was observed removing Source Code from eTreppid’s servers
and individual workstations;

SUBJECT told an employee he took a workstation containing the backup
Source Code to his residence;

SUBIJECT on numerous occasions told this same employee he was going
1o return the workstation, but never did;

SUBJECT told the Facility Security Officer “he (referencing the CEQ)
needs to give me big money if he wants it (a ceference to the Source Code)™;

Only two employees —~ SUBJECT and FSO, had the appropriate passwords
to delete the Source Code from the servers, and the FSO was in Europe on
vacation when the deletion occurred.
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2-2.(U) INVESTIGATION REQUEST: On 19 Jan 2006, an investigation was
Initiated into the alleged theft and deletion of intellectual property (Source Code) by
SUBJECT from eTreppid Technologies, LLC, Reno, NV.

3-1. (U) NARRATIVE

A, Interview of: WARREN TREPP, Chief Executive Officer, eTreppid, LLC
Date/Place: 19-23 JAN 2006/Telephonic, Hilton Hotel and eTreppid LLC
Interviewer: SA PAUL L. HARALDSEN
Asst Interviewer: SA THOMAS A. SMITH
Associated Exhibit Numbers: Attachment }

TREPP claimed SUBJECT unlawfully deleted and stole the company’s Intellectual
Property, specifically its Source Code used for data compression, object tracking and
anomaly detection. TREPP initially became aware of the missing Source Code on either
9 orl 0 January 2006 when his employees complained about their inability to operate their
computer systems, TREPP asked SLOAN VENABLES, eTreppid Facility Security
Officer (FSQ) about the problem and was told that company’s Source Code was deleted
from the source server (subsequently identified as SRCSERVER), a system known as the
1SA server (subsequently identified as ISASERVER) and all of eTreppids’s workstations.
TREPP said VENABLES and SUBJECT were the only eTreppid employees to have
exclusive access and the appropriate passwords to delete the Source Code from the
SRCSERVER, ISASERVER and all of eTreppid’s individual workstations. TREPP said
the company also had a back up of the Source Code on a separate stand-alone
workstation Jocated in eTreppid's warehouse. However, this system is also missing.
SUBJECT had exclusive access to this workstation. TREPP said without the Source Code
the comparny would go out of business. He was unable to estimafe the monefary value of
the Source Code, but said eTreppid was losing $10,000 daily because of non-

productivity.

TREPP believed SUBJECT removed and deleted the Source Code from the
SRCSERVER/ISASERVER and all workstations for the following reasons:

1) VENABLES informed TREPP that SUBJECT admitted taking the backup

computer system home;

2) VENABLES was on vacation during the period when the Source Code was
deleted. VENABLES denied removing the Source Code from the

SRCSERVER/ISASERVER and workstations.

3) VENABLES informed TREPP that SUBJECT told him *He (TREPP) will have to
pay big bucks to get what he wants;”

4) An employee named JAMES BAUDER, graphics designer, eTreppid, told TREPP
he carried sealed boxes out of the company for SUBJECT during this time period.
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In an effort to substantiate TREPPS suspicions about SUBJECT, TREPP X
instructed VENABLES to review the internal security monitoring cameras to
determine if “it captured MONGOMERY (SUBJECT) removing the workstation.
However, TREPP said someone deleted the last four months of video. TREPP said
SUBIJECT had access to the video recordings and TREPP suspected SUBJECT

deleted these video recordings.

On 9 JAN 06, TREPP confronted SUBJECT and was told by SUBJECT that the
Source Code could be located on the 753 removable hard drives located at the company.
TREPP asked SUJIBECT why he was “doing this,” to which SUBJECT said, “I did not do
a thing.” TREPP also asked SUBJECT why he deleted the files. SUBJECT said, “I
didn’t!” TREPP then asked who did and SUBJECT replied, “GRAY.” TREPP said
“GRAY" was a reference to Ms PATTY GRAY, eTreppid Business Manager. SUBJECT
stormed out of the company and was followed by TREPP into the company's parking lot.
TREPP plead with SUBJECT to let him help him. SUBJECT said, “You are not going to
screw me. Just try to bring me down!” and drove off. Conversations between TREPP and
SUBJECT on the 10th of January were the same as those addressed on the 9th of January.
TREPP was unable to provide any “rationale” reason why SUBJECT would have
maliciously removed and deleted the Source Code

TREPP instructed his employees to conduct an analysis of each of the company’s
753 hard drives in an effort to locate the Source Code. The two-day analysis failed to

locate the Source Code.

TREPP was told by VENABLES that it would have taken about two weeks to
dclete the Source Code from the SRCSERVEER and ISASERVER. TREPP believed the
Source Code was deleted from the servers during VENABLES" vacation. TREPP said
VENABLES was on vacation between 22 Dec 05 - 3 Jan 06. TREPP also believed that
the Source Code was deleted from the company’s individual workstations during the
weekend of 7/8 January 2006. TREPP based this on the fact that the company’s alarm
log reflected user # 13 (SUBJECT's user number) disabled the facility alarm at 09:06:17
on Saturday 7 January 2006 and activated the alarm 21:33:36. On Sunday, 8 January
2006, USER NUMBER 13 again deactivated the alarm at 08:34:18 and activated the
alarm at 17:24:33. TREPP provided a copy of the alarm code printout (Attachement1)
reflecting the aforementioned information for the period of 26 Dec — 12 Jan 2006.

TREPP was told by VENABLES that on either the 215t or 22nd of December
2005, VENABLES was told by SUBJECT to stay at home and enjoy the holidays.
However, VENABLES came to work and found SUBJECT working on the
SRCSERVER and ISASERVER. VENABLES asked SUBJECT what he was doing, and
SUBJECT said, “Cleaning up some files.”
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TREPP said on an annual basis SUBJECT was required to provide copies of the
Source Code to TREPP and did so for seven years. A review of the backup copies,
consisting of CD3, DVDs and hard drives, by TREPP revealed the data on these media
devices was worthless and did not contain the data SUBJECT was required 1o provide.

TREPP provided the following biographical and historical information regarding
SUBJECT:

On 28 September 1998 SUBJECT was hired by eTreppid to become the Chief
Technology Officer. SUBJECT was paid $1,300,000 and made a 50% partner in
eTreppid in exchange for the data compression Source Code that he developed prior to
his employment with eTreppid. During SUBJECT’s ownership - SUBJECT required
some liquidity and sold a two percent of stock in the company for $1.5 million. This
stock was sold to two of TREPP’s associates for $750,000 each. With the sale of the
stock and other capital call dilutions SUBJECT reduced his stake in the company to 30%.
TREPP was aware that SUBJECT was having financial difficulties and since Jan 1999,
TREPP loaned SUBJECT a total of about $1.5 million to assist him with his financial
burden. On 7 or 8 Dec 2005, SUBJECT asked to borrow an additiona! $270,000. When
asked what the additional money was for, SUBJECT told TREPP that it was *“to pay
down casino and other debts.” TREPP said he discovered through informal sources that
SUBJECT owed $300,000 to various casinos.

During the period of 1999-2005 SUBJECT eamed the following annual salaries:

1999-2000 - $132,000 2001 - $176,000
2002 - $192,000 2003-2005 - $300,000

TREPP said that on 20 Jan 06, Mr. Douglas J. Frye, General Counsel for eTreppid
filed a temporary restraining order in the Second District Judicial Court of Nevada, Reno,
NV, Washoe County, requesting SUIBECT return the Source Code to eTreppid.

TREPP said he was told by his attorneys that during the hearing SUBJECT
informed the judge “eTreppid had shared classified information with foreign nationals.”
These same attorneys also told TREPP that SUBJECT made the comment “I don’t have

any source files, I have the source files in my head.”

TREPP was unaware of any instance where a foreign national employee had
access to classified information,

(S) TREPP said-he asked GRAY about the SUBJECT s allegation regarding
foreign nationals having access to classificd information. GRAY informed TREPP that
she suspected SUBJECT might have asked foreign national employees to work on
classified aspects of the data from the United State Special Operations Command
Predator videos. TREPP said if that was the case, a foreign national might have had
access to SECRET predator images. TREPP was unaware of any specifics and suggested
speaking with GRAY. Additionally, TREPP said when GRAY and SLOAN conducted an
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inventory of classified holdings; they were unable to locate nine SECRET hard drives of
predator video images and two SECRET videotapes (copied from the nine hard drives)
made by eTreppid. He again said that GRAY and SLOAN would have additional

information.

(The allepation of foreign national’s having access to classified information was
independently addressed in AFOSI Report of [nvestigation )

TREPP said that sometime during the week of 16-20 Jan 06, Neil Azzinaro, Las
Vegas, NV, a mutual friend of both SUBJECT and TREPP, called TREPP and informed

him that SUBJECT said that he was looking for a US citizen, not an institution or
corporation to start a new company and would require $10 Million. TREPP suspected
SUBJECT was attempting to market and ultimately sell the stolen Source Code or partner

with a financier to establish a new company.

SUBJECT was not permitted on company property after 10 Jan 06 and on 18 Jan
06, SUBJECT's employment was officially terminated from eTreppid.

B. (U) Interview of: TREPP
Date/Place: eTreppid/23 JAN 2006
Asst Interviewer: SA Smith
Associated Exhibit Numbers: Attachments 2-19

TREPP provided a compact disc with electronic copies of the following relevant
documents:

1. CONTRIBUTION AGREEMENT — between INTREPID (subsequently renamed as
elreppla) and SUBJECT and Brenda K. Monigomery (SUBJECT s wife), dated
28 Sep 1998. Attachment 2

Agreement reflects payment of $1.3 million and transfer of 50%
membership interest of INTREPID to SUBJECT and the MONTGOMERY
Family Trust in exchange for SUBJECT’s contributed assets identified as
software compression technology. Furthermore, this agreement identified
contributed assets to mean “...and include, collectively, all the following assets,
together with all of the Contributor’s (SUBJECT's) rights, title and interest,
therein, tangible and intangible, present or future, including, but not limited to, afl
development, distribution and exploitation rights, or to any proceeds derived there

from.”

TREPP said the contribution agreement is the legal document wherein SUBJECT
relinquished his rights to all technology — current and future- derived from the
software compression technology, which SUBJECT provided, to eTreppid in
exchange for financial compensation and partnership in the company.
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2. AMENDED AND RESTATED OPERATING AGREEMENT OF ETREPPID

TECHNLOGIES LLC, A NEVADA LIMITE LIABILITY COMPANY - DATED
AND ADOPTED EFFECTIVE AS OF NOVEMBER 1 2002, Attachment 3 /

TREPP stated that according to paragraph 6.5 and 6.7 of this agreement,
signed by SUBJECT, SUBJECT agreed that “the services of Dennis
Montgomery.... so long as he is in serving as a Committee Member and/or Chief
Technology Officer pursuant to this agreement, shall be exclusive to the LLC, and
e shall devote substantially all of his full time and attention and efforts to the
Business and affairs of the LLC.”

Additionally, SUBJECT agreed in the Operating Agreement, that while he
was the CTO, he would not “compete with the LLC.... (1) By developing,
licensing or exploiting in any manner any software programs or other technology
which is competitive with the technology or the business of the LL.C.”

3. ETREPPID TECHNOLOGIES PATENT ASSIGNMENT APPLICATION
DETAILS. Attachments 4-13

SUBIJECT filed Ten Patent Assignment applications with the United
States Patent and Trademark Office during the period of Nov 2000 — Nov 2001.
The patents pertained to various technologies developed while SUBJECT was an
employee at eTreppid, each patent assigned the “full and exclusive rights, title and
interest of these technologies” to eTreppid.

o Assignment of U.S. Origin Patent Application, Method and Apparatus for
£ncoding Information Using Multiple Passes and Decoding in a Single
Puass, filed 29 November 200, serial No. 09/727,096. Attachment 4

e Assignment of U.S. Origin Patent Application, Method and Apparatus for
Streaming Data Using Rotating Cryptographic Keys, filed 29 Mar 200!,
serial No. 09/823,278. Attachment 5

* Assignment of U.S. Origin Patent Application, Optical Encoding of Audio
Data, filed 31 Oct 2001, scrial No. 10/033,537. Attachment 6

o Assignment of U.S, Origin Patent Application, Method and Apparatus for
Determining Patterns within Adjacent Blocks of Data, filed 31 October
2001, serial no. 09/999,776 Attachment 7

* Assignment of U.S. Origin Patent Application, System and Method for
Generating Alert Conditions in a Survelllance System, filed 21 November
2001, serial no. 09/991,490 Attachment 8

» Assignment of U.S. Origin Patent Application, System and Method for
Managing Memory in a Surveillance System, filed 21 November 2001,
serial No. 09/991,487. Attachment 9

» Assignment of U.S. Origin Patent Application, Method and Apparatus for
Derecting and Reacting to Occurrence of an Event, filed 21 November
2001, serial No. 09/990, 868. Attachment 10
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e Assignment of U.S, Origin Patent Application, Method and System for
Size Adaptation and Storage Minimization, Source Noise Correction and
Source Watermarking of Digital Data Frames, filed 21 Nov 2001, serial
No. 09/991,528. Attachment 11

o Assignment of U.S. Origin Patent Application, Data Gathering in Games
o Chance, filed 21 November 2001, Serial No. 09/991,531. Attachment
12

» Assignment of U.S. Origin Patent Application, Method and Apparatus for
Storing Digital Video content Provided from a Plurality of Cameras, filed
21 Nov 2001, serial no. 09/991,527. Attachment 13

TREPP said these ten patent assignments demonstrate and emphasize SUBJECT's
knowledge and awaieness that all technologies developed while an eTreppid
employee became the intellectual property of the company, not SUBJECT.

4. EMPLOYEE DECLARATIONS SUPPORTING A TEMPORARY RESTRAINING
ORDER MOTION FOR A PRLEINMINARY INJUCTION AGAINST SUBJECT -
Siled in the Second Judicial District Court of the State of Nevada in and for the
County of Washoe, 19 January 2006. Attachments 14-17

o Four-page declaration and multiple page attachment by TREPP, date
stamped 19 Jan 2006. Attachment 14

» Two-page declaration by BARJINDER BAL, ¢Treppid programmer, date
stamped 19 Jan 2006. Attachment 15

¢ Three page declaration by VENKATA KALLURI, eTreppid programmer,
date stamped 19 Jan 2006, Attachment 16

a__Five page. declaration ba; VENABLES date stamped 19 Jan 2006

Atlachment 17

A review of these declarations is reflected in paragraph 3-1 D-G below.

In addition to the documents on the referenced CD, TREPP provided a copy of an
€Treppid two page employee sick and annual leave printout (Attachment 18) for
the period of 1-31 December 05. TREPP said this printout reflected VENABLES
was on vacation during the period of 22 — 30 Dec 05, the time period in which
TREPP suspected SUBJECT deleted the Source Code from the company servers.

4

6. TREPP also provided a copy of a statement from Mr. SNYDER (Attachment 19)
dated 23 JAN 2006, concemning SUBJECT's statements made at the Temporary
Restraining Order hearing on the 19 Jan 2006.

A review of the SNYDER statement is provided in paragraph 3-1 C. below.
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c. {U) Review of SNYDER statement
Date/Place: eTreppid/23 JAN 2006
Associated Exhibit Numbers: Attachment 19

A review of a statement by SNYDER, concerning SUBJECT's statements made at
the Temporary Restraining Order hearing was conducted and revealed:

SNYDER recalled that SUBJECT made the following remarks to the judge during
the TRO hearing:

1. SUBIJECT said he did not have possession of eTreppid Source Code.

2. SUBJECT said he owned all intellectual property interests in eTreppid's pattern
recognition and anomaly detection sofiware and had not transferred interest ta

eTreppid.

3. SUBJECT stated that eTreppid was allowing foreign nationals without the
appropriate security clearances to work on the subject software,

D. (U) Review of TREPP Declaration:
Date/Place: eTreppid LLC/23 JAN 2006
Associated Exhibit Numbers: Attachment 14

A review of TREPP’s declaration disclosed similar information as provided in the
interview of TREPP in paragraph 3-1 A above, The declaration did reflect that TREPP
said without the eTreppid Source Code, the eTreppid programmers couldn’t perform their
ordinary dufies. As aresult, eTreppid is currently Josing over 310,000 per day on wages
and other administrative costs in order to retain key personnel even though they are idle.

E. (U) Review of BAL Declaration:
Date/Place: eTreppid LLC/23 JAN 2006
Associated Exhibit Number: 15

A review of the declaration disclosed that onr 19 or 20 Dec 2005, BAL observed
SUBJECT deleting certain (NFI) eTreppid Source Code files from BAL's workstation.
SUBJECT told BAL he was doing so for security reasons. On 2 JAN 2006, BAL
discovered that all of the eTreppid Source Code on his workstation’s hard drive was
deleted,
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.{U) Review of KALLURI Declaration:
Date/Place: eTreppid LLC/23 JAN 2006
Associated Exhibit Number: 16

A review of the declaration disclosed KALLURI noticed that during Dec 2005,
right before the Christmas holiday, eTreppid Source Code was deleted from his
workstation hard drive. KALLURI contacted SUBJECT and was told by SUBJECT he
was backing up eTreppid Source Code. Sometime during the workweek of 3-6 January
2006, KALLURI discovered that the eTreppid Source Code was also missing from the
share directory (subsequently identified as the SRCSERVER) as well.

G. (U) Review of VENABLES Declaration
Date/Place: eTreppid LLC/23 JAN 2006
Associated Exhibit Numbers: Attachment 17

A review of VENABLES® declaration disclosed that on 21 Dec 05, VENABLES
discovered that a workstation containing a Redundant Array of Independent Drives
(RAID) storage box used to backup eTreppid Source Code was missing from the
company warehouse. SUBJECT told VENABLES that he (SUBJECT) took the
workstation and RAID box home. Upon return from his vacation on 3 Jan 06,
VENABLES discovered that the eTreppid Source Code was deleted from the company

"ISASERVER and SRCSERVER. When confronted by VENABLES, SUBJECT said he
was “cleaning stuff up” and this included deleting files that “weren't needed” from the
SRCSERVER. On the 9 JAN, VENABLES and the other employees discovered the
€Treppid Source Code was missing from the eTreppid workstations. VENABLES and
SUBJECT were the only two people with the administrator password necessary to
accomplish the deletion of the Source Code from the SRCSERVER and ISASERVER.
On TUJan U6, SUBJETT told VENABLES “he needs to give me big moncy 1f he wants
it.” VENABLES said this comment was made in the context of TREPP’s search for the

Source Code

H. (U) Interview of: VENABLES
Date/Place: eTreppid/23 Jan 2006
Asst Interviewer: SA Smith
Associated Exhibit Number: Attachment 20

In addition to reiterating the information from his declaration, VEANABLES
related the following information:

He has known SUBJECT since December 1999 and had both a professional and
personal relationship with him. He believed SUBJECT was “nuts and a crazy
compulsive liar.”” SUBJECT was unwilling to share his work with others and kept

employees in the dark about company projects.
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SUBJECT was verbally abusive to subordinates and created an atmosphere of
fear. SUBJECT created fictitious stories about TREPP and claimed that he (SUBJECT)
was the actual majority owner of the company. VENABLES only lecarned that TREPP
was actually the majority owner of eTreppid after SUBJECT was fired. SUBJECT would
threaten subordinates and instruct them avoid engaging with TREPP. Consequently,
problems or issues within the company were not elevated to TREPP.

VENABLES questioned SUBJECT s technical capabilities. His suspicion was
reinforced when he discovered SUBJECT's workstation did not have the necessary
applications installed to develop Source Code. Specifically SUBJECT's computer did not
a compiler (application necessary to convert Source Code from human readable code to
machine readable code). VENABLES found this peculiar since this was purportedly
SUBJECT’s primary responsibility as the Chief Technical Officer. Additionally,
VENABLES designed the dual Zeon processors used by SUBJECT to operate as a cluster
(multiple computers working in harmony as one powerful super computer).
Unexplainably, SUBJECT changed the cluster’s operating system to Windows XP, which
then reconfigured the computers to operate as independent systems. VENABLES said
SUBJECT's actions were irrational and divergent since it caused the cluster network to
operate inefficiently.

A workstation containing a backup copy of eTreppid’s Source Code was located
in the company’s warehouse. However, on 21 Dec 05, VENABLES noticed the
workstation and RAID box controller housing eight drives was missing. The monitor and
keyboard were still present in their normal location. VENABLES asked SUBJECT if he
knew the whereabouts of the workstation and raid box. SUBJECT said without any
further explanation "I took the workstation home." On 3 Jan 06, when VENABLES
retumed from vacation he discovered that the SRCSERVER and ISASERVER had been
accessed. Each of the server’s monitors displayed a “command prompt window™
indicating an executable command had taken place. When VENABLES questioned
SUBJECT about this, SUBJECT said he was “cleaning up old stuff.” During the week of
3-6 JAN 06, VENABLES questioned SUBJECT numerous times about the workstation
and raid box controller. Each time SUBJECT stated ‘I am bringing back the
workstation.” However SUBJECT never did.

On 10 JAN 06, when VENABLES arrived at work he discovered SUBJECT and
TREPP in the warchouse arguing. SUBJECT stormed out of the building. TREPP
instructed VENABLES to call SUBJECT and encourage him to return. VENABLES
contacted SUBIECT and SUBJECT said, “He fucked me out of millions and is not going
to get away with it.” SUBJECT told VENABLES “I will think about returning,
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FEDERAL BUREAU OF INVESTIGATION

Date of wanscription  02/23/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337~
6771, provided the attached ADT alarm access log eTreppid '
Technology, LLC, from November 1, 2005, through January 15, 200¢€.

Investigaticn on 02/14/2006 et Reno, Nevada

ile ¥ 295A-LV-39368 Date dictsted 02/23/2006
by SA Michael A. West: may/.
(_k 00039
This docurnent contains neither rece dations nor lusions of the FBL. It is the property of the FBI and is loaned to yﬁQRJEy- 1106

it end its contents arc not to be distributed outside your agency.
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olreppnd Technelogles, LE B R —__.
755 Tradamark Drfve ) Tel: (775} 337-6771
Reno, NV 89521 Fax: (775) 337-1877

Date: February 14, 2006

Time: 5:30 PM
| To: /IAIW W(ES‘f Fax Number: q‘%" gZS - ZG v L
From: SLOAJ J/mca—g . Pages (Includmg Cover): S—
O Yrgent €1 For Raview O Ploase Comment (3 Pleass Roply 3 Pleass Recych

e ADT (065 M [ 205 70 Jans IS 2006

LI N T IR IR I A . L T I I

00040
Sept. 11' 06

DEFS002297




Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 84 of
140

Cééef3:06-cv-00263-PMP-VPC Document 70-6  Filed 09/11/2006  Page 3 of 40
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21472008 504 pm Event History Report Page 4 of 4
C6¥ HO0B25277D Dates 110122005 to 011572006 Employeed AT
$ankoring Gystem AULOSA Evort Class A) Reporting Group Ay
Date Zone Event Description / Comment Addiona! Info
€88 HODE25ZTTD 8ks Nanto ETREPPID TECHNOLOGIES LLE  Address 755 TRADEMARK DR RENO, NV 09521 Aks i
11472005 8:09:02 s 10t3 111 OPOFEN (LOGLEL) USER ¢13 %
12005 1039:66pm  1CI2 07 CLCLOSE (LOGLSL USER 12 :
2200872943 em 1018 05 OP.OPEN LOG-L5L) USER #10 ;
WAA081204¢em " 102 OX CL-CLOSE (LOG-LSL) USER 12 ;
WX2003 75337 em 1046 0 OPLOPEN (LOG-LSL) USER#16 :
1172008 BG40 pm 1C12 97 CL-CLOSE LOGLS(} USER €12 ;
1200504147 em 1018 08 OP-OPEN (LOG-LEL) USER #13 i
U208 104628 pis 1012 97 CL-CLOGE (LOGASL) USER ¢12
HA2mse:zxt8an 10138 99 OP.OPEN (LOGLEL) USER #13
S USI2005 4:30:48 pm 1C13 97 CLOIOSE LOG4SL) USER #13
11/672005 10:8:08 e 3013 06 OP-OPEN (LOGLEL) USER #13
1USR0056:3227pm 1019 07 CL-CLOSE LOG-LSL) USER #13
1705 82226 em 1013 08 OP-OFEN (LOGLEL) USER €13
10712008 10,1308 pm  1C12 97 CL-CLOSE (LOGLSL) USER #12
R20066:04:57an 1018 %8 OROPEN ROG-LBLY USER #13
V2005 B:00:4Qpm 1017 37 CLGLOSE (LOG-LSL) USER #12
WAROS 714 wn 1018 o6 OP-OPEN OB LS1) USER #16 :
11/8/200$ &:18:44 pm 13 97 CL-CLOSE (LOG-LSL) USER #13 .'
FVI2005 7:50:400m 1013 00 OP-OPEN LOG-L61) USER #13 ;
19/102008 6:3028pm 1046 07 CL-GLOSE (LOGLSL) USER#18 ;
1150/2005 100442 pm 1013 08 OP.OPEN (LOO-LEL) USER#13 :
WIW2005 10468120 1C12 07 CLLIOSE (LOGLSL) USER H2 i
11162006 7:93:40am 1013 06 OP-OPEN (LOGAEL) USER #13 i
100502829 pm 1018 @7 CL-CLOSE (LOGLBLY USER 813 :
VIZ2005 7:81:02em 1013 08 OP-OPEN (LOGLEL USER #13
L N2ZR08 6020 pm  CA . §7 _CLLIOSE LOGASL) _USER#T
1HHY2005 0:41:26 0 1013 oq OR-OPEN LOG-L5L) USER#13 y
11122006 350:68pm 4013 97 CL-CLOSE LOOH.BL) USER #t3
WI2005 85045 e 1013 98 OP.OPEN (LO0-LSL) USER #13
HAL005 08238 pm 1C12 07 CLCLOSE (LOGASLY USERF52
TWIS2005 724:07sm 1018 08 OROPEN (LOGLSL) USER €18
11162005 14029 8m 1012 7 CL-CLOGE (LOGLEL) USER #12
TAMNS TGS amt 1018 06 QP-OPEN QLOG-LSL) USER 618
WA7/2008 10163 em 1012 97 CL-CLOSE LOGLSL) USER #12
172008 72120 am piedli] [1: OP-OPEN (LOG-LBL) USER#16
ATr2005 0:1204peny 112 97 CL-CLOSE ROGLEL USER #12
WNT2008 1IDA2Z pr D13 .. ] OP-OPEN p.OG-LBL) USER #13
1A2008 190046 pm 1513 97 CL-GLOSE LOG-LSL) USER 213
AB/2006 BR32em 1013 06 OP-OPEN LOGL L) USER#13S.
1AND06 1208:42am 4012 97 CL-CLOSE (LOG-L6L) USER #12
WIn/2005 B:23:38 am 1013 88 OP-OPEN QOG-LEL) USER #53
1112/2005 2:38:10am 1613 o7 CL-CLOSE (LOGLsLY USER #13
1120/2005 X01:18pm 1013 96 OFOPEN (LOG-LEL) USER 813
HRW2005 60746 pm 113 97 CLCLOSE LOGLEL USER 143
V2002005 6:09:33pm 1013 99 OP-QPEN LOG-LE) USER#13
112072003 B:09:33 pim 1613 7 CL-CLOSE QLOG-LSL) USER #13
1122005 T:6103 pm 10103 9% QP-OPEN (LOG-LSL) USER #13
- 11202008 7:64:00 pm iC13 ‘24 CL-CLOSE (LOG4EL) USER #13 !
22005 74302 m 1013 66 OP-OPEN (LOG-LEL} USER #13 :
1R200573031 pm 1G12 97 CL-CLOSE LOG-Lst) USER #12
HWRUZNIGAT e 1013 85 OP-OPEN (LOGLSL) USER 913
22005 311 pm 1G12 97 CL-CLOSE {LOGLSL) USER#12
WRA005 91145 pm 1013 98 OP-OPEN (LOG-LEL) USER #13
CS# HO0RSZTTO Page 1 0t 4
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WnwseeeZpm 107 9 T CLOOBE poadsy

21 Y2008 K04 pm - Event History Report Page Z of 4
C8¢ HOO8ISZIY0 Datec 41:01/2005 1o 01162006 Emgloyeed All

Monjtoring Syctam ALROSA EvantCless All Reporting Group Alt
Date Zoce  Evand Osacriplion / Comment Additiensl kifo

CS# HI08252770 Elte N ETREPPID TECHNOLOGIES LLE  Address 755 TRADEMARK DR RENO, NV £0571- Alts
WZ2005 104026 pm  1C13 §7 CLCLOSE (LOGLSL) USER#13
220057183 em 1018 98 OP-OPEN (LOG-L3L) USER #16
172372005 A5 pm 1C12  B7 CLLLOSE LOGL5L) USER #12
122005 740:08pm 1012 96 OP-OPEN (LOG-LSL) USER #12
2005 TABST pis 4C92 7 CL-CLOSE LOGSLY USER#12 .
VY2008 T5:56 M 1013 98 OP-OPEN (LOG-LSL) USER#13 3
1242005 B:01:24pm  1C13 47 CL-CLOSE 1LOG1SL) USER#13 !
112872005 73549 st 1013 96 OF-OPEN (LOGLSL) USER#1S '
112602005 5:10:38 pm 1613 o7 CL-CLOBE 0.0G-L51) USER¥S
1252008 82838 e 1018 o8 OP-QPER {LOGASLY USER®1Y
12872005 4:4605pn 1C11 97 CL-CLOBE (LOGLEL) USERFI4
HRUNS T4Mum 1013 86 OP-OPEN (LOGLEL) USER #13
MRIZ0E 25124pm  1C1S 9F CL-CLOSE LOGLSL) USER Ff3
VRI2006335:37pm 1011 ©6 OR-OPEN (LOGLSL) USER €11
NENLRS 44702 9m  {C18 o7 CLCLOSE LOSL8L) USER #14
19/28/2005 8:04:13m 1013 o8 OP-OPEN (LOGLSL) ‘ USER#13
112072005 1000:35pm  1C12 67 CL-CLOBE (LOG-LEL) USER #12
$12W2008 6:20-1Tam 1018 06 OP-OPEN (LOG-L&Y) USER #13
117202005 7:4523 pm  1C13 @7 CLCLOSE LOG-L5L) USER#43
UR2005£:1009 pm 1012 08 OP-QPEN (LOG-LSL) USER #12
10202005 10:58:48pm  1CI2 7 CLLLOSE {LoG-L5L) USER #12 :
IXV2005 7:27:3Tem 1018 96 OR-OPEN (LOG-LSL) USER #16 i
02005 91.0828pm  1CI2 67 CLCLOSE LOGLSL) UsER #12 H
1VIZ0050:0002em 1013 06 OROPEN [LOGL51) USER#13
1222005228:18em  1C12 &7 CLLLOGE (LOGLBY) USER #12 H
122200572%15am 1018 08 OROPEN (LOG-LSL) ) : .

22005 7:28Rem 1013 $8 OROPEN (LOG-LEL)

2008 {244Spm 1C1S 97 CLCLOBE (LOaL6L) :

1242005 10.0658am 1013 g6 OPOFEN (LOG-LBL :

2ER00S 43 pm 1612 o7 CLLLOSE LOGLEL) ;

2020057:258 em 1016 06 OROPEN LOG-LSL)

1URVOI TSz pm 1012, 07 CL-CLOSE AOO-L8L)

12205730 am 1013 06 OP-OPEN (LOGLSL)

TUIRNS 10408 pm 1CI2 87 CL-CLOGE (LOG-LAL)

1232003 7:440)ms 1018 80 OP-OFEM (LOG-LSL)

12/812005 ©: 3127 pm ic12 o CL-CLOGE (LOG-LEL)

1RRI20056.4628am 1018 o8 OP-OPEN (LOGASL)

12102005 2.56:00 am  1C12 97 CLCLOSE LOG48L)

124002005 16:16: 11 am 1013 96 OP-OPEN (LOGLSL)

12402008 g:63:48pm 113 97 CL-CLOSE LOO-Lgt)

Jut2005 8:582Tem 1013 96 OP-OPEN (LOGLSL) :

1214200582046 pm €13 97 CLCLOSE (LOCLEL) 3
, 12/12r2005 §:000T e 1013 94 OF-OPEN R.OG-LAL) :
: 12122005 101261 pm  1C12 97 CLCLOSE {LOGHLEL)

T2H22005 10:44: 11 pm 1016 - 86 OP-OPEN [LOGLSL)

12122005 10:46:88 pm 1IC18 07 CL-CLOSE . OGLEL)

1005 7:20:24 e 1016 66 OP-OPE (LOGRSL)

12HX20050:48:45pm 1018 BY CL-CLOSE LOOG-LSY

1TUIN20058:20:10pm 1043 98 OP-OPEN (LOG-LSL)

12132005 9:25:10pm  9C19  oF CL-CLOBE (LOG-L6LY

12162006 7:21:35am 1018 94 OP-OPEN (LOG-LSL)

1242005 11:41:350m  1GS2 o7 CLCLOBE (LOGLEY)

CS# HoLg252TTY Page 2 cf 4
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Case 3:06-cv-00
005 604 pm . Event History Roport Bags 3 of 4
C$2 HD0B252770 Dates 11012005 lo 011572006 Employsed Al
Monitoring System AULOSA Event Clurs Al Raporting Group Ad
Date Zone Event Descripfion { Comment Additionat Info
€S2 Ho0B252770 Sle Name ETREPAD TECHNOLOGIES LLC  Addrose 755 TRADEMARK DR RENO, NV 85521- Al
VA6 7370 en 1018 WO OP-OPEN ROGASE) USER #16
12102008 62046 pmv 1018 @7 CL-CLOSE (LOG4 8L USER #13
12/18/2005 74241 am 1018 06 OP-OPEN (LOGLSL) USER #t@
21872005 43%:19pm ICT3 @7 CLCLOSE (LOGHLEL) USER #13
LRNTR006 8:57.498m 1013 98 OPOPEN (LOG-L5L) USER®(S
12172005 €3€:15pm  1C13 9T CLCLOSE (LOGLSLY USER #13
1211872005 0841 am 1063 08 OP-OFEN QOO-Ls) USER®13
121482003 9:55:25am  1C43 97 OL-CLOSE ROGLSL) USER #13
1271072008 122831 1013 86 DP.OPEN LOG-LSL) USER#18
12402005 12528 pen G137 CL-CLOBE 0.0A-L5L) ' USER®13
12102006 80040 pm 1013 96 OPOPEN (LOGLSL) USER 913
1210203 80046pm 1083 @7 CLCLOSE (LOGL5t) USER 13
21w200580L150m 1013 60 OP-DPEN (LOG4.SLY USER 913
12NY2005 82142 pm 1012 5T CL-CLOSE (OG54} USER#12
12202005 €437 ém 1013 66 OP-OFEN (0GL5L) USER#13
122002005 7:27:58 pm IC1S 97 - CL-CLOSE (LOG-LAL) USER ¢13
12202005 7:60: am (018 08 OP-OPEN QLOG-LBL) UBER 813
WS SI3BTpn 1011 OF CLCLOSE LOGASY : USER®12
122U2005 62461 o $012 68 OP-OPEN (LOG-LSW USER 812
122172003 11:1(:24pm  1C12 07 CL.CLOSE ROG-LEL) USER #12
W05 7:4205em 1013 08 OR-OPEN LOGHLR) USER £#13
222006 703:12pm 4G 67 CLLLOSE (LOG-LSL) USBR €13
W2v2008 80009 8m 1011 68 OP-OPEN (LOG-LS) USER 14
12232005 :A1:84pa 1019 97 CLCLOSE QOGLEL) . bSEre13
12242005 6:00:30 4m 101 88 OPR-CPEN (LOOLBL) USER#13 :
122472008 12803 pen 1C13 W CLCLOSE LOGL51) USER#1Y
T RN TIZAZ G 101505 T T TOROPENROGISH T 0 0 < TUSERET - i T
12262005 1:3%32pm 1018 07 CLACLOSE (LOG-LBL) USER#13
1282005 755339 1013 06 OP-OPEN LOG5L) USER #18
12262005 3:56:59 pm  1G13 BT CLCLOBE (LOGL5L) ) USER #13
1272005 3.0041am 1013 8 OP-OPEN (LOGLSL) USER #13
12272005 83631 pm 1G98 07 CLLLOSE LOG-LEL) USER #10 :
. 2272005 &3728 pm 11 OA-Cust Cafled ADT SYSTEM D [
21272005 §:37:28 pm Staven Mantgomery calledadt ogp to check on slarm :
[ Y
121282005 7:64:54 0 10713 B9 OP-OPEN (LOGLEL) USER#13
122200573031 pm G137 CL-CLOBE LOGLEL) USER#1S
121282008 r:3a85om 1013 60 OP-OPEN (LOG-LSL) USER#{
12202006 7:31:50pm  1G13 7 CL-CLOSE (LOG-L6L) USER®93
122912006 8:06:41am 1018 %0 OP-OPEN 0.08-LsY) USEA (3 :
12202006 :AQZ2 pon YC13 O CLCLOSE (LOG-LELY Ucea#M3 '
1230/2006 8:16:10am 1013 8 OP-OPEN (LOG-LEL} USER #13 i
12702005 9:0053 pms 1C13 b7 CL-CLOSE (LOO-LEL) UsER #13 :
1210005 10:1238am 1013 29 OP-OPEN (LOG-LS1) USER 813
13312008 €:58:00pm T W CLCLOSE (todLsh) USER #13
A/2008 6:06:31 wm 1013 98 OP-OPEN {LOG-LEL) USER #13
12009 135:85 pm 1cts 8y CLCLOSE (LoaL St) USER #8
/22000 93430 am 1013 % OP-OPEN (LOG-LBY) USER 13
11272008 :07:52 pm Iy 9y CLCLOSGE OGS, USER #£13
1372006 8247 am 1015 §8 QP-OPER Q.O0LBY) USER 113
17302006 7:26x8 pm ic1s 97 CL-OLOSE A OG-LSL) USER #1)
$/4/2006 8:05:1% am 1013 €6 OP-OPEN (LOG-L&L) USER #13
472006 7:43:1 pm 12 o1 CLCLOSE (LOG-LSL) USER 312
CEF HO08252770 Page 3 ol 4
00043
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2114{2006 6:04 pm Event History Roport - Page 4 of 4
©64 HOOB25Z770 Datos {1/01/2006 to 01162005 Employeok All
Noultedrg Bystem AULOSA Evuat Class Al Reporting Group Al
Dats Zene  Event Decedplon / Commant Additionat lafo
€54 HO08252770 Slis Name ETREPPID TECHNOLOGIES LLE  Address 755 TRADEMARK DR RENO, NV 89521 Atk
IS0MWT:E063am 1013 D6 QP-OPEN (LOG-L6L) USER #13
1152008 10440 pm 1692 67 CL-CLOSE LOGLEL) USER #12
152006 & 11:47 &n 1013 :.3 QP-OPEN (LOG-LSL) USER #13
1602006 $1:0542pm  1C12 @7 CL-CLOSE (LOGALSL) USER #12
\I20000:08:(7em 1013 b OR-OPEN {LOGLBY USER M3
(006 :3330pE G137 CLCLOSE (LOGLEL) USER ¢13
b 1782008 3;34:18 »rn 1013 B OP-OPEN LOGLSL) USER #13 .
' 1782008 5: 2433 pen 118 o7 CL-CLOSE LOG-LSL) USER#3 i
/B/2006 7:48:36 s 1013 o8 OP-OPEN LOGLSL) USER #13 i
1R/2006 L:0747 pm w12 o CL-CLOSE (LOGH.EL) USER#12 F
UIl/2008 0:13:05am 1013 96 OP-OPEN (LOGLSL) USER #13 ;
11072000 11:18:06 sm " 43 OACusl Calbd ADT .
1/10/2006 11:18:08 am ALTON BORA CALLING FOR SERVICE TODAY MADE WORK ORD i
ER AND TRANSFERED 70 F&5D S E
1102008 2:27:13 pm TEST:A ;
1110/2008 2:37:13 pn 014000 1527 Q11008 1727 :
111/2006 3:27:13 pm £210 OA-fusmonText . CAT:2 :
1H /2006 4:55:44 pm LAST BET011008 182713 .
1/40/2008 4:15:44 pan TESTALL H
VIV2008 4:15:45 pm i Oa-Clanr fom Tesl CAT:2 i
- 02008 423:23pm  1C 57 CL-CLOSE (LOG-LEL) D823 i
Mo2006425:29pm 102 80 OR-OPEN (LOGLEL) MASTER CODE
MWR00$ 8322 pm 1G4 o7 SL-OLOSE ROGHLEL USERI4 ;
MN2006805:00am 108 ©6. OP-OPEN (LOG-LEL) USER#0 !
MU200BT4EATpm  1C4 07 OL-CLOSE LOG-L5L) USER M4 :
M22006800:18wm 108 08 OP-OPEN (LOGLSY USER®S
CINZR0RYY2Bpm  TCE T 97 CLLWSE OGS USER - = T
1NY20008:06240m 108 66 OR.OPEN LOJL5L) USER #3 :
VIN2008 738:60pm  1C4 o7 CL-CLOSE (LOGHEL) USER#4 :
NS 15:60pm 104 05 OP-OPEN (LOG-L5L) USER 4 :
11372000 93702pm 14 07 CL-CLOSE LOGLSL) USERM g
1132006 BA7:02pm  90¢ 08 OP.OPEN (LOG-LEL) USER#4
1132008 :37:03pm  1C4 07 CL-CLOSE {LoG-L81) USER#¢ :
142006 1:15:23am 103 08 OP.OPEN (LOG-LEL) USER €3 :
1N4/2008 3.2 46 pm 1C3 (74 CLGLOSE 1.0G45L) USER I3
1152008 2:25:20pm 103 98 OP-OPEN (LOO-LBL) USER #3 ;
NE20002:3828pm 103 W7 CLCLOSE (LOGLESL) USER & :
i
i
¢
1
¥
C54 HoUR262770 Page 4 of 4
00044
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FD-102 (Rev 10-6-95) -

FEDERAL BUREAU OF INVESTIGATION

Date of trenscription  02/23/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, provided the attached document relating to text messages
received on his cellular phone from December 25, 2005, and January

17, 2006.

Investigation on 02/14/2006 a Reno, Nevada

Date dictated 02/23/2006

cile # 295A-LV-39368

ty SA Michael A. West:maw/ Fa¥a)
- UU‘.T“‘!‘S

! — ) , , Sept.
This document contains neilher recommendations nor clnclusions of the FBI. It is the property of the FBI and is loancd to your gcncy;
il and its contents arc no: to be distributed outside your agency.
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} Message

: DatzcandTme ~ |

No..Was on way homd from from meetng R o

1J17/2006 8:17PM

T

758134775
758134776

¢ 44 ety

Ok...Good luck. .,

U st alone there. .8 carful, .He wil blame u nxt,.

Brenda is havn surgery ori 26th..\We will leave oftr that.. 1st week feb

This is gong 2 get ugly,.U btr transfur u phone 2 u.,

Good luck..He has threatnd me 4 last time, .Whn u contact gov agency notify me, . Thnx
Did u get bonus?

Ok. .Nite

Jst send me bt whn u contact gov.. Thax

T have mavd on....He wi nevr get what he wants..Jale amd patty fucked him!
Wheo | told wam and joel what | was golmg 2 say. . Joel cvrd his ears!

Patty and jale wil drive hiw downl

1 cant belve he would alfw he wovid alow me 2 say what i know..He is 50 errogant!
1 @n hear the justee dept laughini

He was acused of robbn 1 millon peaple life savngs

T have quit 2 bit afir 8 years! I woudd ke 2 hear poor warren tel the us gnv he has been defraudfi
I wil sure hava sum nfo 4 them!

Do what u must..

He ant do what he did 2 me, Minorty shareholdr i

Disable brenda emal acct. .My emall..Etreppid@hotmai. Com

Wel mayb he shid havd thougt b 4 he fucked mel

Disgwarh or patty can do

Survillance at pepprml..Lovd his disgusel

No movn as soon as house goes..

Askd4videotppeadassc! R

Hope al is wel with u..Mavn 2 bay area. B safe

N his usual atre.,Tee shirt amd tom sweat pants

Went 2 urw game sat nite, .Saw joe! at ef dorada.Drunk! Lke a main stret bum!
A 80 yr old guiard threw him out!

He really thnk he specal foroes!

He was n a stupd disguse. .Hidn behnd a plant!

Caught him at pepprmil, .Nat 2 devr!

Dishwarhero has been folwn me

No was eating kinch looked ke he was drunk har was mess
Locks ke beert gambling al night

At peppermill dennis here looks bad

B safe

Did u get bomus

1 hope 2l is wel. Miss u friendship!

U r dealng withanti christ!

Etrpid has millons and he i5 going 2 cut off money and medical! That is no friend!
That what friends r 4¢

Sory 4 this..I am always u friend.

Al he does is threats

I am at atty wil &l whm done

Tomrw whn u axme n

Hogy van a jo orvos?

Vidam karasony..

11772006 8: 12 PM
1/17/2006 7:34 PM
1/17/2006 5:96 PM
1/17/2006 4:46 PM
1/17/2006 1:45 PM
1/17/2006 1:06 PM
1/16/2006 7:04 PM
1/16/2006 6:52 PM
1/16/2006 4:26 PM
1/15/2006 4: 18 PM
1/16/2006 4:04 PM
1/16/2006 4:02PM
1/16/2006 4:00 PM
1/16/2006 3:59 PM
1/16/2006 3:56 PM
1/16/2006 3:53 PM
1/15/2006 3:52 PM
11162006 3:51 PM
1/16/2006 3:49 PM
1/16{2006 3:47PM
1/16/2006 3:44 PM
1/16/2006 3:15 PM

1/16/2006 2:56 PM
111512006 2:15 PM
1/15/2006 12:19 PM
1f15/2006 12:13 PM
1/13/2006 6:35 PM
1£13/2006 6:33 PM
1/13/2006 6:31 PM
1/12{2006 4:01 PM
1/11/2006 7:47 PM
1/11/2006 7:44 PM
1/11/2006 7:15PM
1/11/2006 4:01 PM
1/11/2006 12:35 PM
11042006 9:06 PM4
12/25/2005 12:18 PM
12/25/2005 12:16 PM
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FD-302 {Rev. 10-6-95)

-1-
FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/23/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark'Drive, Reno, Nevada, telephone number ({(775) 337-
6771, provided the attached log generated by XXCopy for files
copied from the Source Code Server folder F:\eTDevelopment\ [Server-

Backups]\ on December 21, 2005, at 15:08:45 hours.

Tavestigation on 02/14/2006 st Reno, Nevada

Date dictated 02/23 /2006

rile # 295A-LV-39368 !

by SA Michael A. West:maq&_ —00047
Sept. 11'06

This document contains neither dations nor conclusions of the FBI. Xt is the property of the FBI and is loancd to your dpency:

it and its conlents 212 not to be distributed outside your agency.
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xxcopy-errors3.txt

=

XXCOPY ver 2.92.6  2005-12-21 15:08:45 windows ver 5.2.3790
command Line = xxcopy F:\eTDevelopment\[Server-Backups]J\*.* Y:\ /e /c /h /r /k [y
/pb /ONC:\xxcopy-errors.txt

Switch Parameters

/JAD /BO /C /CA /cBO /cCy /cK /CR3 /DO /DLO /E /ECO /EDC /ERO /FO /FMG /FFO
JFL /FTO /FW /M /10 /IN*.* /KS /LO /NO /NPO /NXQ /NIO /Nw /NCO
/oNC:)xxcopy~errors.txt /oDl /oE0 /oFl fo10 /oPQ /oSO /oxQ /PO /PB1M /PBH
/pPcoO /PDO /PN /PoD /PZ0 /Q0 /QF0 /QBO /QSO /R /S /SPO /SGO /sSx0 sz:- /70
;Tngo /TS0 /TDO /TTAQ /TCAQ /TCCO ?TG\‘ ™0 /U0 /v0 /w0 /wD /Y /z0 /ZEQ /2SO
X

Source base directory = "F:\eTbevelopment\[Server-Backups]\"
Destination directory = "vy:\"

File name template e
Directories processed
Total data in bytes
Elapsed time in sec.
Action speed (MB/min)
Files copied
Directories created
tog File Created

Exit code

4
518,274,175,933
18,644

1668

23

3

C:\xxcopy-errors.txt

0 (No error, Successful operation)

11 I O T

Page 1
00048
Sept. 11' 06
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(RO

Case3:0

-

FEDERAL BUREAU OF INVESTIGATION

Date of transcription 03/13/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, provided the attached copy of Dennis Lee Montgomery's Office
of Personnel Management, Security Clearance Application, Standard
Foxm 86, maintained on file by eTreppid Technologies, LLC.

Investigation on __0_2_[_1_4 /2006 st Reno, Nevada

Date dictated 03/13/2006

ile # 295A-1LV-39368

ty SA Michael A. West:maw{, 19
G604

]
This document contains neither recommendations nor conclusions of the FBL It is the property of the FBI and is loancd to yﬁ%&‘, 11° 06
it and its contents are not to be distributed outside your agency
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vrraiae or Pers onnelhgg e;gE * Document 70-2
oy BIR8-as 803 ygﬁ ALED 6 3. No. 3206-0007
Date: 2006/01/23 — Time: 15:12:19
Standard Form 86, Sep. 95

TGOMERY
.NIS, LEE Page: 1
. Pargonal Information .
Neame MONTGONMERY
DENNIS, LEE

Sex Male

Place Of Birth MENA, PR

County
URITED STATES

Helight 5-_7 Neight 155 Rair Color BROWN Eya Color BROWN

2. Other Names Used
NO Have you ever used or been known by another name?

3. cCitizenship

Current Citizenship U.S., Citizen

Hothe:'a Maiden Name GIBSON
BRTTY, JEAN

' citizenship Type Porn in the U.S.
MO Are you Row or were you a dual citizen of the U.S. and another country?

4. W¥Where You Have Lived

FROIS T0 RESS
1. 1999/11/01  PRES ;

Person Who Knows You
TREPY?
" MARREN, UNKNOWN

‘WO Is this remidence address hard to f£ind?

2. 1986/03/01 '1999/11/01—

5. Where You Went To 8chool :
0 Have you attended scheool beyond Junior High School within the last 10 years?

rxs Have you attended school beyond high school? (If all education oocurred
more than 10 years ago, list most recent education beyond high school

regardless of dat:e )
FROM

TYPE/ADDRESS

1., 19871/09/03 1973 /06701 Collége/Uniyersity/Military College
Degree/Diploma/Other GROSBMONT COLLEGE
AS BTIOMEDICAL ‘TECH 86800 QGROSSMONT COLLEGE DR

Awaxd Date 1973/06/01 BEL CAJON, CA 92020

6. Your Employment Activities

FROM : TO TYPE OF EMPLOYHENT
1. 1%98/11/01"  PBEES  Belf-émployment

Company Name ETREPPID TECHNOLOGIES
Company Address 755 TRADEMARK DR
RENO, NV 89521
vVartifying Individual TREPP
WARREN, UNKNOWN
5625 FORET CIRCLE DR
RENO, NV 89521

00050
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Cas T % our Employment Acti ies (Continued) )\ 5
. 0Y?

ehone (NN

Document 70-2

1992/01/01 1598/11/01 Self-employment
Company Name PACIFIC CONSULTING
Company Addresg 818 CHENEY CT
IODI, CA 95242 °

Verifying Individual MONTGOMERY
B A, KATHLEE;

NO Wére you in the Federal Civil Service prior to the last 10 years?

(Do not list any Federal Cilvil Service previously entered in this module.)

‘ 7. .People wWho Know You Well

FROM 10 REFERENCE NAMR/ADDRESE
1. 1991/01/01 = BRES CLARK
GREQU, UNKNOWN .
Homa Ad&resa
. pay Phone
2. 1991/03/01  PRES SCHULTZ

Home' Address
Day Thone

2991/01/01  PRES ROSTER

Home Mdr_;_a'_b'_

8. Your 8pousga )
What is your current marital statusr Married
STATUS/DATES ! HAMEB/LOCATION -
Married MONTUOMERY

BRENDA, KATHLEEN

SRR or 1 v, o
Marriage 1975/0 EL CAJON, CA

Maicen TATE
. BRENDA, XATHLEEN
no IB your curxeat spouse's address different from yours?
N> Has your current spouse, to your kaowledge, ever used another name (other
than maiden name)?
Countxy(ies) of Cltizenship UNITED STATES

pay Phone

1.

9. Your Relatives and Agsaciates

RELATTONERLP - HAME/PLACE OF BIRTH
1. Mothex
MONTGOMERY
BRTTY, JRAN

Current Addxess

* POB UNITED STATRS
Nc - the family/associate you ligted deceased?

00051
Sept. 11' 06
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C “Your Relatives and hs lates (Continued)

Country(ies) of Citirenship UNITED STATES

father
MONTGOMERY
DAVID, TREODORE
POB UNITED STATES

N0 Is the family/asscciate you listed deceased?

Countxy (les) of ¢itizenship UNITED STATES

3. Brother
MOMTGOMERY
DAVID, THOMAS
POB UNITED STATRS
Wo Is the family/associate you listed deceased?

Currest Address _

Country(ies) of Citigenship UNITED STATES

4. Sister _
MONTGONERY

SANDY, JEAN
POB UNITED STATES
uo Is the family/associate you listed deceased?
Current Addrese

Country(ies) of Citizeaship UNITED STATES

gister
. 2 MONTGOMERY

. SHARON, ANN
N Vo5 UNITED STATES <~ - 7 ———
0 X8 the family/assoclate you listed deceased?
Current Address

country(ies) of Citicenship UMITRD STATES

6. GSister . .
: MONTGOMERY
DEBBIE, JEAN

q ' POB UNITED STATES
YEE Ie the fawily/associate you listed deceased?

Country{les) of Citizenship UNITED STATES

. %7. Child (adopted also)
. . MONTGOMERY
BRIAN, THOMAS
OB UNITED BTATBS
Wo Is the fawmily/assaciate you.listed deceased?
Current Address

. .Country(les} of Citirenship UNITED STATES

8. Child (adopted also)
MONTGOMERY

STEVEN, LRER
POB UNITED STATES
! the family/associate you ligted deceased?
00052
Sept. 11'06
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9. Your Relatives and AbsoCiates (Continued)

Current Addrecs

Country({eg) of Citizenghip UNITED STATES
9. Child (adopted also)
MONTGOMERY

KATHLEEN, ANN

q POB UNITED STATES
NO Is the family/associate you listed deceased?

Current Address

Country(ies) of Cit{zenship UNITED STATES

10, Citirenship of Your Relatives and Rsaociates.
REMEIONSHIP NAME

11. Your HMilitary History

NO Have you ever served in the military? (If yes, provide in chropological
order your military history: begin with the most recent period and include

Reserves, National Guard, Mexchant Marines, and Foreign Military mexvice.)

12. Your !'oraign Activities - Property
N0 Do 'you have any foreign propexty, buginess conneetions, or. financial

intereste?

13. Your Foreign Activities - Employment

"NO Are you how or have you evexr been employed by or acted as a consultant

for a foreign govermment, firm, or agency?

wie Your Foreign Activities - Contact with Foreign Government
ave you ever had any contact with a foreign goverament, ite -
..establishuents. {embasnies or consnlates), or.its representatives, whether ..
inside or outside the V.S., other than.on official U.g. Government
business? (Does not: include routine viea applications and border crosaing

contacts.)

15. Your Foreign Mtivitien - Paagport
NO In the lsst 7 years, have you had an active passport that was issued by a

foreign goverament?

' 1%. Foraign Countries You Have Vigited

YR8 Have you traveled outside the United States on other than officlal U.S.
Govermment orders in the lask 7 years? (Travel as a dependent or contractor

must be 12isted.) Do not repeat travel covered in modules 4, 5, and 6.

rnou(comar TO PURPOBE
1. 1as7/ol/01 PPEG
MEXICO Pleasure
. ITALY Pleasure

‘17. Your Military Record
NO Have you ever received other than an honorable discharge from the military?

18- Your Selective Sexvice Record
No Are you a male born after December 31, 19597

00053
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19. Your Medical Record
NO In the last 7 years, have you consulted a mental health profess:.ona]_

{psychiatrist, psychologist, counselor, etc.} or have you consulted with
apother health care provider about a mantal health related condition?

J0. Your R_m-ployment Record
RO Has any of the following happened to you in the past 7 years?

- Fired from job
-~ Quit a2 job after being told you'd be fired
- Left a job by miatual agreement follov'ving allegations of

misconduct
.~ Left a job by mutual agreement follawing allegations of

unaa.!:isfactory performance
- Left a job for other reason under uniavora.ble cirmnnstances

21. Your :Pbl!.ca Rocord - Felody OFEfensom

NO Have you ever been charged with or convicted of any felony offense?
(Include-those under the Uniform Code of Military Justice.). For this item,
report information regaxrdless of whether the record in your case has been
"gealed” or otherwise stricken from the record. The single exception to
this requirement i{s for certain convictions under the Federal Controlled

Substances Act for which the court issued an expungement. order under the

' guthority of 21 U.S.C. 844 or 18 U.S.C. 3607.

‘'Your Police Record - Firearms/Bxplopives Offenzes
Have you ever been charged with or comvicted of a firearms or explosives
offense? For this item, véport information regardless of whether the
record in your case hag been "sealed® or otherwise stricken from the court
record. The single exception to this requirement is for certain
convictiong under the Federal Controlled Bubstances Act for which the court

" issued an expungement order under the authority of 21 U.S.C. 844 or 18
‘U.S.C. 2607. .

23. Youx: Police Record - Pending Charges
* o Are there currently auy charges pending against you for any eriminal ~
offense? For this item, report information regardless of whether the
record’ in your case has been “sealed" or otherwise stricken from the -
* record. The single exception to this requirement is for certain
convictione under the Federal Controlled Subatances Act for which the court

issued an expungement order under the authority of 21 U.5.C. 844 or 18
J.8.C. 3607._

24. Your Police Record - Alcohol/Drug Offenses

N0 Have you ever been charged with or convicted of any offense(s) related to
alcohol or drugst? For this item, report information regardless of whether
the record in your case has been ."pealad” or otherwise stricken from theé -
record. The single exception to thig regquirement is for certain
convickions under the Federal Controlled Substances Rct for which the court
issued an expungement order under the authority of 21 U.S.C. 844 ox 18

U.s5.C. 3607. .

Sept.

Filed 09/11/2006 Page 16 of 40
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L’%s. Your Police Record - \ tary Court =

WO In the last 7 years, have you been subject to court martial or other
disciplinary proceedings under the Uniform Code of Military Justice?
{include non-judicial, Captain‘'s mast, etc.) For this item, report
information regardless of whether the record in your case has been “sealed”
or otherwise stricken from the record. The single exception te this
requirement is for certain comvictions under the Federal Controlled
Substances Act for which the court issued an expungement order under the
authority of 21 U.$.C. 844 or 18 U.S.C. 3607.

26. Your Police Record - Other Offenses

NO In_the last 7 years, have you been arrested for, charged with, or
convicted of any offense(s} not listed in modules 21, 22, 23, 24, or 257
(Leave out traffic fines of lesa than $150 unleas the violation was alcohol
.or drug related.} For this item, report information regardless of whether
the record in your ¢ame has been ®gealed” or otherwise stricken from the
record. The single exception to this reguirement is for certain
convictions under the Federal Controlled Substances Act for which the' court
imsued an expungement order under the authority of 21 U.8.C. 844 or 18
U.S.C. 3607.

27. Your Use of Illegal Drugs mnd Drug Activity-Illegal Use of Drugs

KO Since the age of 16 or in the last 7 years, vhichever is shorter, have
you illegally used any controlled substance, for example, marijuana,
cocaine, crack cocaine, hashish, narcotics (opium, morphine, codeine,
heroin, ste.), asphetamines, depressants (barbiturates, methagualone,
trenquilizexs, etc.), hallucinogenics (LSD, PCP, etc.), or prescription

drugs?

28, Your Uge of Illsgal Drugs end Drug Activity-Use in Semsitive Ponitions
RO Have you BVER illegally used a controlled substance while employed as a
law enforcement officer, prosecutor, or courtroom official; while
possessing a security clearance; or while in a position directly and

immed{ately affecting public safety? ’ .

29. Your Use of Xllegal Drugs and Drug Activity-Drug Activity .
NO In the lagt 7 years, have you been involved in the illegal puxchage,
. ‘manufacture, trafficking, production, transfer, shipping, receiving, or
" sale of any parcotic, depressant, stimulant, hallucinogen, ox cannable for
your own intended profit or that of apother? )

- 30, Your Use of Alcohol . )
.NO In the last 7 years hag your use of alcoholic beverages (such as liquor,

’ beer, wine} repulted in any alcohol-related treatment or coungeling (such

as for alcohol abuse or alcoholism)? Do not repeat inforwmation reported ln

RPSQ Module 13 (Section 21 from the SF86).

31. Your Investigation Record - Investigations/Clearances Granted
" N0 Has the United Gtates Bovernment ever investigated your background and/or
granted you a securlty clearance? (If you can't recall the investigating
‘agency and/or khe security clearance received, enter (Y)es and follow
instructions in the help text for the fields on the next screen. If you
can't recall whether you've beean investigated or cleared, enter (N)o.)

32. Your Investigation Record - Clearance Actlong

RO To your knowledge have you ever had a clearance or accese authorization
denied, suspended, or revoked, or have you ever been debarred from
government eniployment? (Note: aAn adminigtrative downgrade or termination of
a security clearance in not a revocation.)

|

I
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= r” Finaacial Record Jankruptcey —

NO In the last 7 years, have you filed a petition under any chapter of the
hankruptcy code (to include Chapter 13)%

. Your Financlal Record - Wage Garnislments
© In the last 7 years, have you had your wagea garnished for any reason?

35. Your Financilal Record - Repossessions
NO In the last 7 years, have you had any property repossessed. for any reason?

36. Your Financial Record - Tax Lien
NO In the last 7 years, have you had a lien placed against your property for

failing to pay taxeas or other debtsg?

37. Your Financial Record - Unpaid Judgemsnts
NO In the last 7 years, have you had any judgements against you that have

not been paid?

38. Your Fiunancial Deliaguencies -~ 180 Days
NO In the last.7 years, have you been over 180 days delinquent on any debt(a)?

39, Yom: Financial Delinquencies - 90 Days
¥O Are you currently over 90 days delingquent on any debt(s)?

40. Public Record Civil Court Actions
YES In the last 7 years, have you been a party to any public record civn

court actions not listed elsewhere on this form?

. DATE NATURE/RRSULT OF ACTION
1, 1598703701 " SUED FOR BREACH OF CONIRACT
: LOST SUIT
Court Name SACRAMENTO MUNICIPAL COURT
County

Addresg SACRAMBNTOQ, CA 95814

Rarty(ies) to This Actdion ... .. . IR
‘SNET - JAMES CAMERON - AND OTHERS :

41. Your Asuocinhlon Record = I‘mberﬁhip
NO Have you ever been ap officer or a wmember or made a contribution to an

organization dedicated to the violent overthrow of the Upited States
Government and which engagea in illegal activities to that end, knowing
that the organization engages in such activities with r.he specific intent

to further such activities?

42. Your Association Record - Activities

‘NO Have you ever knowingly engaged in any acts or activities designed to

overthrow the United States Governwent by force?

43. Gensral Remaxks
N0 Do you have any additional remarks to enter in your application?

CERTIFICATION BY PERSON COMPLETING FORM

- My statements on this form, and any attachments to.it, are true, complete.

and correct to the best of my kmowledge and bellef and are made in
good faith. I understand that a knowing and willful false statement on
this form can be punished by fine or Imprisonment oxr both.

(see section 1001 of title 18, United States Code).

“pme MONTGOMERY
DENNIS, LER

Filed 09/11/2006 Page 18 of 40
e
sﬁ%d pPage: 7

18 of 40

00056

Sept.

11' 06

DEFS002313



Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 100
of 140

Case 3:06-Cv-06263~PMP-VPC Document 70-6  Filed 09/11/2006 Page 19 of 40

g ‘ . - (iittttmmimye 10 Of 40
Oase 5(0500263-PMP-VPG SEALED" _ Booument 70-2 57718 Page: ¢

Sigpnature (Sign in ipgk) Date
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C0O-SUBJECT RREPORT

YANTGOMERY
s7es

NIS, LEE
Current Spouse P Page: 9 .

MONTGOMERY
BRENDA, KATHLEEN
POB LA MESA, CA
MARRIAGE 1575/07/05 EL CAJON, CaA
Maiden TATE
BRENDA, KATHLEEN

gg ;s your current spouse's address different from yours?
a8 your current spouse, to your kn )
than maiden cor 5P b b% owledge, ever used another name {other

Country(ies) of Citirenship UNITED STATES
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vised Septewber 1395
U.S. Qffice of Personnel Managecuwent NSN 7540-00-634-4036

S CFR Parts 731, 732, and 736 86-111

‘ITED STATES OF AMERICA
isthorization for Release of Information
Carefully read this authorization co release information about you, then sign

and date it in ink.

I ‘Authorize any investigator, special agent, or other duly accredited
representative of the authorized Federal agency conducting my background
investigation, to cbtain any inforwation relating to my activities from
individuals, achools, residential wanagement agents, employera, criminal
Justice agencies, credit bureaus, consumer reporting agencies, collection
agencies, retail busineas establishments, or other sources of information.
This information may include, but is not limited to, my academic,
residential, achievement, performance, attendance, disciplinary, employment
history, criminal history record information, and financial and credit
information. I authorize the Federal agency conducting wmy investigation to
disclose the record of my background investigation to the requesting agency
for the purpose of making a determination ot sultability or eligibility for a

pecurity clearance.

I Understand that, for financial or lendimg inetitutions, medical
institutions, haspitals, health care professionals, and other sources of
information, a separate specific release will be needed, and I may be
contacted for such a release at a later date. Where a separate release ie
requested for information relating to mental health treatment or counseling,
the release will contain e 1list of the specific questions, relevant to the
job description, which the doctor or therapist will be asked. - .

.I Further Authorize any investigator, special agent, or other duly accredited
raprefjentative of the U.5. Office of Personnel Management, the Fedezal Bureau
Investigation, the Department of Defense, the Defense Security Service,
any other authorized Federal agency, to request criminal record
srmation about me from eriminal justice agencies for the purpose of
wesermining my eligibility for acceas to classified information andfor for . . . _. -
asgignment to, or retention in, a mensitive Rational Security position, in
«accordance with § U.8.C. 9101. I understand that I may request a copy of
such records as may be avallable to me under the law.

.I Authorize custodians of recorda and other sources of information pertaining
to me to release such information upon request of the investigator, special
agent, or other duly accredited representative of any Federal agency
authorized above regardless of any previous agreement to the contrary.

- I Understand that cthe information released by records custodians and sources
of information is for official use by the Federal Government only for the
purposes providad im this Standard Form 86, and that-it way be reddsclosed by

“"the Government only ag authorized by law.

- Qopies of this authorization that show my signature are as valid as the
original xelease signed by me. This authorization is valid for five (s)
years from the date signed or upon the termimation of wy affiliation with the
Federal Government, whichever is pooner. Read, sign, and date the Medical
Release page if you answered "Yes®" to the question posed in Module 19 *Your

Medlcal Record®.

Signature (Sigm in ink)ﬁ Date
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srvandard Form 8% = D* Document.ﬂmn\?appr&lbd 09/11/2006

Beape HB263BMP-VPC “SEALE M.B. §-0007

%agesgg ce of Personnel Mana ant NSN 7540 00~o34-4036

5 CFR Parts 731, 732, azd 73§ B6-111

TED STATES OF AMERICA
THORIZATION POR RELEASR OF MEDICAL INFORMATION

{Carefully read this authorization to release information about you, then
gign and date it in ink.)

Instructions for Completing this Release

This is a release for the investigator to ask your health practitioner(s} the
three questions below concerning your mental health consultations. Your
signature will allow the practitioner{s} to andwar only these questions.

I am seeking ass:.gnmant to or retention in a position with the Federal
government which requires access to classified national security information
or special nuclear information or matetial. . As part of the clearance
process, I hereby authorize the inveatigator, special agent, or duly
.accredited representative of the avthorized Federal agency conducting wy
- packground investigation, to obtain the following {nformation relating to my

meptal health consultations:

Does the person under inveastigation have a condition or treatment
that could impair his/her judgement or reliability, particulaﬂy in
the context of safegunarding claspified natiomal security information

or special nuclear information or material?

‘1f so, please describe the nature of the condltlon and the extent and
duration of the impairment ar treatment.

what is the prognosis?

= -uderstand the informarion released pursuanit to this release is for use by.
E'ederal Government only for purposes provided in the Standard Form §6 and
. it wmay be redisclesed by the Government only as authorized by law.
vopies-of: this-authortzation that--show-my—signature-are-as-valid-as-the - - - =-
original release signed by me. This authorization is valid for 1 year from .
the date signed or upon termination of my affiliation with the Federal
Government, whichever is socner.

Signature (Sign in ink) ~ ' Date

Yame MONTGOMERY
DBNNIS, LEE

' Other Names Usad NONE
Addresg
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FD-302 (Rev 10-6-97)

L
FEDERAL BUREAU OF INVESTIGATION

Dale of transcription 03/20/2096

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, provided one DVD disk containing Dennis Montgomery's email
files located on eTreppid Technologies computers.

This disk was placed in the 1A section of the case file.

Investigation on 02/14/2006 s Reno, Nevada

ile# 295A-LV-39368 _ Dale dictated 03/20/2006

by SA Michael A. West:ma'[h 80061
e bt T AP R A RS
11'06
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. FEDERAL BUREAU OF INVESTIGATION

Date of lranscription _02/23/2006

Warren Trepp, Chief Executive Officer, eTreppid

Technology, LLC., 755 Trademark Drive, Reno, Nevada, telephone
(775) 337-6771, provided the attached listing of ADT alarm code

user names and user numbers.

Investigation on 02/14/2006 m Reno, Nevada

Date dictated 02/23 /2006

rile# 295A-LV-39368 /
b SA Michael A. West: v.(
d Liau KT 60062
L]
This d contains neither recc dations nor conclusions of the FBI. It is the property of the FBI aad is loancd to yoSu?aEc}.Ei 11° 06
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Vista 100
ADT

Alarm Setup
03/13/03

Keypad:

1) Enter Setup Code: 0465

2) Enter 8

3) Enter Location Code (3 digits)

4) Enter Code (4 digits) I — Can change all codes. 2 — Everything but
change master code. (To delete, enter master code again.)

Installation to 03/11/03

Code #000 Unused

Code #001 Unused

Code #002 Unused

Code #003 Unused

Code #004 Unused

Code #005.. . Unused- - -~ —e - - - = =
Code #006 Unused

Code #007 — Unused
Code #008 Unused

Code #009 Unused

Code #010 Unused

Code #011 Warren 3586

Code #012 Stoan 1515
Code #013 Dennis 3537
Code #014  Patty 4993
Code #015 Cindy 4336
Code #016 Mike 0911

00063
Sept. 11'06

DEFS002320




Case 1:15-cv-20782-JEM Document 203-15 Entered on FLSD Docket 12/14/2015 Page 107
of 140

Case 3:06-¢v-00263-PMP-VPC  Document 70-6  Filed 09/11/2006  Page 26 of 40
Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70-2  Filed 09/11/2006  Page 26 of 40

FEz02 (Rev 10-6-95)

“1-

FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/23/2006

Warren Trepp, Chief Executive Officer, eTreppid
Technology, LLC., 755 Trademark Drive, Reno, Nevada, telephone
(775} 337-6771, was interviewed at the Reno Resident Agency of the
Federal Bureau of Investigation by Special Agents John Piser III
and Michael A. West, regarding the theft of trade secrets and
classified information from eTreppid Technology, LLC.

Trepp considers eTreppid's trade secrets to be various
software programs relating to data compression and pattexn
recognition to include the following:

1. Lossless or Lossy Compression - A propriety
algorithm used to compress audio or video data which

is superior to the industry standard.

2. Multi-Pass Re-Compression - A propriety process to
re-compressed already compressed data.
By Pattern Recognition - A propriety process to

identify a known image against a video stream to

locate a known image.
4. Change Detection - A propriety software designed to

identify changes in topography or landscape over a
- T period of time.;~-- T )

5. Anomaly Detection - A propriety process to locate an
im
——————— _frame_. —_— —— . Sep———— i i —— - — — -

e¢Treppid has earned in excess of ten million dollars in
revenues since 1998 from various government and commercial
contracts. Trepp anticipates that eTreppild's development efforts
will result in other multi-million dollar contracts.

Trepp advised that Chief Technical Officer Dennis Lee
Montgomery filsd ten Patent Assignment applications with the United
States Patent and Trademark Office during the period of November
2000 to November 2001 for patents pertaining to various
technologies developed by Montgomery while an employee at eTreppid
and on each patent Montgomery assigned full and exclusive rights,
title, and interest of these technologies to eTreppid.

Trepp advised that eTreppid has taken reasonable steps to
keep its information and development efforts secret by requiring

[nvestigation on 02/14/2006 a¢ Reno, Nevada o

rile # 295A-LV-39368 Dete dictated 02/23/2006
SA John Piser 157
by SA Michael A. West:maf, o
=% o064
]
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.On 02/22/2006__ , Page 2

Filed 09/11/2006 Page 27 of 40

Continuation of FD-302 of Warren Trepp

Programmers or Software Developers to use unique user names and
passwords to log onto eTreppid computers with limited access to
prevent unauthorized duplication, modification, or deletion of
Source Codes. Software Developers store their work or Source Code
on a hard drive installed in their workstation and on a Source Code
Server, a high capacity data storage device, which uses Redundant
Array of Inexpensive Disks (RAID) storage to maintain and ensure
reliable accessibility to the Source Code files produced by all
Software Developers. The Source Code Server is backed up by the
Internet Security Accelerator (ISA} Server which also uses RAID
storage to maintain and ensure reliable acceasibility to the Source
Code files. Only two eTreppid employees, Montgomery and Director
of Research and Development Slcan Venables, had the access rights
to duplicate, modify, or delete Source Code files maintained on the

Source Code and ISA Servers.

Trepp advised that Montgomery was responsible for and
regularly maintained a separate bhackup copy of the Source Code
Server data on eTreppid equipment located in a work area occupied
by Montgomery ' in the eTreppld warehouse,

As an add1t10na1 security measure, Trepp requ1red

Mnﬂfﬂ mid’q

current Source Code files on compact disks or hard drives over the
past seven years which Trepp stored in a secure off-site location.

Trepp advised that eTreppid's facility is physically
secured by door locks, access control devices, and a monitored
alarm system. eTreppid also maintains a video surveillance system
that records sgixteen surveillance cameras covering internal and

external views of eTreppid's facility.

00065
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FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/23/20C6

Special Agent Paul Haraldsen, Air Force Office of Special
Investigations, Pentagon, Washington, D.C., telephone number (703)
908-9441, provided a compact disk containing the following
documents regarding agreements and legal filings regarding eTreppid
Technology, LLC, and Dennis Lee Montgomery.

These documents include the following:

Contribution Agreement between Intrepid Technologies,
LLC, and Dennis Lee Montgomery, signed and dated
September 28, 1998.

Amended and Restated Operating Agreement of eTreppid
Technologies, LLC, Dated and Adopted Effective as of
November 1, 2001.

Ten U.S. .Patent and Trademark Office web page printout
representing Dennis Lee Montgomery's patent assignments
to eTreppid Technologies, LLC.,

Cotr&spondence between Erid¢ A. Pulver,” ‘Esqg., Logan &
Pulver; 225 South Arlington Avenue, Suite A, Reno,
Nevada, from Douglas J. Frye, 24955 Pacific Coast
Righway, Suite A201, Mabilu, California.

Declaration of Warren Trepp,in support of eTreppid
Technologies, LLC, Ex-Parte Application for a Temporary
Restraining Order and Order to show cause RE Preliminary
Injunction against Dennis Montgomery, filed January 19,
2006.

Declaration of Venkata Kalluri in support of eTreppid
Technologies, LLC, Ex-Parte Application for a Temporary
Restraining Order and Order to show cause RE Preliminary
Injunction against Dennis Montgomery, filed January 19,
2006.

Declaration of Barjinder Bal in support of eTreppid
Technologies, LLC, Ex-Parte Application for a Temporary
Restraining Order and Order to show cause RE Preliminary

Javestigation on __pgllgigoos . a Reno, Nevada

File 8 295A-LV-39368 / Date diaied  02/23/2006
by SA Michael A. West:mahL\ 000_66
\ Sept. 11'06
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2895A-1.V-39368

,On 02/14/2006 ., Page 2,

Continuation of FD-302 of .

Injunction against Dennis Montgomery, filed January 19,
2006.

Declaration of Sloan Venables in support of eTreppid
Technologies, LLC, Ex-Parte Application for a Temporary
Restraining Order and Order to show cause RE Preliminary
Injunction against Dennis Montgomery, filed January 19,
2006.
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FEDERAL BUREAU OF INVESTIGATION

Date of wanscription 02/23/2006

On February 22, 2006, Warren Trepp, Chief Executive
Officer, eTreppid Technologies, LLC, (775 Trademark Drive, Reno,
Nevada, provided Special Agent Michael A. West with the attached
copy of a Consent to Search Agreement between eTreppid
Technologies, LLC, and Special Agent Paul Haraldsen, Air Force
Office of Special Invegtigation.

Trepp provided a signed copy of this agreement to SA

Haraldsen.
‘gvestigation on 02/22/2096 s Reno, Nevada S
File # 295A-LV-39368 i Date dictated  02/23/2006
by SA Michael A. w:ast:mau/ nnneGs
Sept. 11'06
This documenl contains neither recommendations nor conclusions of the FBI. N is the property of the FBI and is loaned to your agency;
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I, WARREN TREPP, Chief Executive Officer, eTreppid Technologies, LLC,
whose address is 775 Trademark Drive, Reno, N V, state that, PAUL HARALDSEN was
identified to me as a Special Agent of the Air Force Office of Special Investigations. Mr.
Haraldsen informed me that his office and the Federal Bureau of lnvestigations are
conducting an investigation into the alleged theft and deletion of ¢Treppid’s intellectual
property, including proprietary source code (the “Investigation”).

I agree to provide SA Haraldsen, the Air Force Office of Special Investigations,
the Department of Defense Computer Forensic Laboratory, the FBI and third parties SA
Haraldsen or his supervisors desigaate, all of which shall be bound by this instrument to
the extent permitted by law, from time to time, the revocable authority to receive, possess
and analyze eTreppid’s computer media under my control, subject to the following: in
any case where such possession and analysis would involve individuals other than
members or employees of the Department of Defense or the Department of Justice
(including the FBI), such access will be subject to my prior written approval of such third
parties; all access granted to the subject computer media granted by this instrument shall
be solely in connection with the Investigation and for no otber purpose and may be
revoked by me at any time, in which event all such computer media provided shall be
promptly retumed to ¢Treppid unless retention by the govemment is otherwise authorized
by law; it is understood that eTreppid is exclusively maintaining all its rights to its
intellectual property and proprietary source code and all other computer media provided
as well as all derivative rights to all work product of any analysis or recovery efforts
performed by means of this instrument (*Work Product™; it is also understood that the
Department of Defense will, upon eTreppid’s request, pravide eTreppid with a copy of

-the Work Preduct;-it-is-afso.undeestood that all persons-obtaining.access-to eTeeppid’s . .-
intellectual property by means of this instrument will be informed of the terms of this ,
instrument and will be bound to maintain the confidentiality of, and not disclose to any
other person or entity not covered by this instrument eTreppid’s intellectual property,
including propristary source code or other “computer media” and the Work Product,
without eTreppid’s prior written consent, unless required by operation of law.

Additionatly, with my prior consent, the investigators, may take copies of letters,
papers, materials, articles, or other property they identify and consider to be evidence of
the aforementioned offense, for use as evidence in any criminal prosecution of Dennis
Montgomery, and for no other purpose unless otherwise authorized by law.

I am giving my consent voluntarily and of my own free will, without having been
subjected to any coercion, unlawful influence or unlawful inducement and without any
promise of reward, benefit, or immunity baving been made to me.

(Completed aud signed on the following page)

00069
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Except as expressly provided herein, neither Warren Trepp nor eTreppid
Technologies, LLC are waiving any rights of any nature.

Acknowledged and agreed to the __ day of February, 2006, at Reno, Nevada.

¢TREPPID TECHNOLOGIES, LLC.
a Nevada limited liability company

By:
Warren Trepp, Chairman
AIR FORCE OFFICE OF SPECIAL
INVESTIGTIONS
By:
Paul Haraldsen
2 00070
Sept. 11' 06
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FEDERAL BUREAU OF INVESTIGATION

Datc of transcription 03/13/2006

Warren Trepp, Chief Executive Officer, eTreppid
Technology, LLC., 755 Trademark Drive, Reno, Nevada, telephone
(775) 337-6771, provided the attached copy of a Defense Security
Services (DSS) Incident Report for Dennis Lee Montgomery.

. Trepp advised that DSS was made aware of security
violations relating to Montgomery on January 20, 2006.

Trepp reviewed information contained in Montgomery's
original Standard Form 86 discovered that Montgomery failed to list
employment at 3Net Systems, Inc. Trepp located a court case on the
Internet in which Montgomery was named in court documents filed in
Superior Court of Sacramento County, No. CV536169 as an employee of
3Net Systems in 1993.

Trepp further advised that DSS suspended Montgomery's
access to classified information on January 20, 2006.

Investigation on 03/01/2006 i Reno, Nevada )

File # 295A-LV-39368 - Date diciated 03/13/2006
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_?lIncident Report

MONTGOMERY, DENNIS LEE

Place of Birth: Arkansas

Citizenship: U.S. Cltizen

~—

Investlgaoﬂ?;: N/A Marital Status: N/A
PSQ Sent Date: N/A
Incldent Report:2008 01 20 .
Polygraph: N/A N
FomlgnRelauon:lwA 7¥{ 0.8.S. CO,JTA,C,‘T_-:SA‘/ DA
' - __Goa-b11-90¢6
Seloct An Existl '
' lncldunntg:[ 2006 0120, Follow-up ms
*Incidant Status: O tnltial @Followuﬁ OFinat

*Date of meldent:2006 01 20 E

Action: I?.l Suapend Mcsst

“Incident Critesia:

Suspaus!on Bturt Date: 2006 01 20

[ Atisglance to the United States &) Fipanclal Considerations Security Violations
] Forelgn Influence (71 Alcohat Consumption (3 Qutskie Activities
. Miguge of (nformation

.. [[] Forelgn Preferance ... . __[Fl0mglovolement . . ... B reehnotoay Systams )
; Emotional, Mental and :

V] Sexual Behavior ®p ersonality Disorders

¥ Personal Conduct [ Criminal Conduct

Incident Report ' d

Status Date - Description

Inkial 2008 Q1 20 Dennts Montgomery'’s employment with @¥reppld Technologles, LLC has been

: termintaed effectiva 20 Jan 2008. The reason for sald termination are these

actions alleged w have besn taken by Dennis Montgomary: 1) delsting the
oompany's proprietary compister source coda from the company’s computers
systams, 2) removing backups of such source code from the company
premises,-and 3) removing company camputer. hardware containing said
: backups from the company premises. Mr. Montomgery no longer haa access o
' tha company premises. Alarm codes and kays hava been changed.

Follow-up 2008 02 28 1) Dennis Montgomery did not repoit full-time ermployment on SFB6 application,
He workad for 3Net Systams In the early 90's and conceated this by aaying he
workead far Paclic Cansulting durng this time perlod. 2) Dennis Mantgomery ls
suspectad of giving classified materlal (computer video files) o ane or more
Toreign paticnals who work for eTrappid. 3) emalls on Dennis Monfgomery’s
comptter reveal that he had eliclt sexual activitles with high priced prostitutes (n
Lag Vegas. 4) further searches raveal more sexual misconduct in that Dennis
Moiitgomery was lnvaolved In a sexval hamrassment lawsuit against him when he

worked for 3Net Bystems: hitp:Honiine.ceb.com/calcasesiCA4/31CA411206.htm

*Unclassified Description of Incident: {Only required for Initial 2nd Follow-up Inc ident Status)
00072
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FD-302 (Rev 10-6-953 -

s ez
FEDERAL BUREAU OF INVESTIGATION

Date of transcription 03/09/2006

Sloan Stérling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, was interviewed by Special Agent (SA) Michael A. West
regarding items or names used at eTreppid Technologies, LLC.

Venables advised that Dennis Lee Montgomery used the
letters "XY2" on everything related to a "Special Access" program
operated by another government agency. '

Venables recalled seeing the letters "DEO" as a folder
name on the RAID Unit maintained by Montgomery that is now missing.
Venables advised that Montgomery never told him what "DEO" stood
for or what was in the folder.

Venables was not certain of the letters "DSU* but
believed they stood for Driver Software Utilities.

Venables advised that "Gianna" was a former employee of
eTreppid and girlfriend of Montgomery. “"Michael" was a former
_ employee who left eTreppid im 2001. = PR

Venables advised that he never knew Montgomery to
purchase computer hardware with his own money and eTreppid
maintains records of hardware purchases,

“qvestigation on 03/02/2006 wa Reno,, Nevada
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FEDERAL BUREAU OF INVESTIGATION

Date of vanscription  03/09/2006

Sloan Steérling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, provided the following information to Special Agent (SA)

Michael A. West:

Venables advised that during the week of February 27,
2006, he was instructed by Jay Dixon, Defense Security Service,
Phoenix, Arizona, to search every computer at eTreppid
Technologies, LLC, for classified data.

Venables advised that he conducted the search with input
from another DSS technical employee (not further identified) and
located what appeared to be classified data on computer
workstations used by Yung Mai and Zheng Sun. Venables advised that
DSS technical employee who instructed Venables to delete the
information.

Venables advised that neither Mai or Sun knew the data
was on their hard drives and the data was located deep in sub

folder.

Venahles subsequently contacted Dixon who advised that
-deleting the information was a mistaké and instructed to secure the
two hard drives in a GSA approved container.

Venables removed the two hard drives and placed them in a
safe with other classified material.

Tvestigation on __(l?/_()2 /2006 at Reno, Nevada
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=i
FEDERAL BUREAU OF INVESTIGATION

Dete of transcription  _03/09/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, was interviewed by Special Agent (SA) Michael A. West
regarding items or names used at eTreppid Technologies, LLC.

Venables advised the name "DEVSERVER" is the name of the
server used at eTreppid Technologies to maintain all software used
by programmers at eTreppid Technologies to develop Source Code.

‘nvestigation on 03/03/2006 at hReno , Nevada -
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. a4
h - FEDERAL BUREAU OF INVESTIGATION

Dae of trenscription _03/13 /2008

Gerald Gedrimas (Protect Idemtity), Manager, Double R
Self-Storage, 888 Maestro Drive, Reno, Nevada, telephone number
(775) 853-4466,. was interviewed by Special Agent Michael A. West
regarding atorage units rented by Dennis Lee Montgomery.

X Gedrimas advised that Dennis Montgomery rents storage
unit numbers 136, 140, 141, 142, and 143.

Gedrimas 'advised that Montgomery is given a paascode
which opens the access gate and disaxms the alarm to each unit that
Montgomery has accesas. Geadrimas further advised that the access
contrql system records the date and time of the customer enters the
facility and the date and time they open and close each of their

units.

* Gedrimay provided reports generated by the access contral
system for storage unit number 136, 140, 141, 142, and 143, which
are attached to and considered a part of thig report.

. Gedrimas further advised that on March 2, 2006,
N Montgomery paid the réntal fee on storage unit number 132 which wag
~oommr-renteéd-by  Istvan ‘Burgyan: -Gedrimas provided a “report genarated by -
the access control system for storage unit number 132 which is also
attached to and considexred a part of this report.

tnvestigation on 03/03/2006 n Reno, Nevada
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Proferred Techinolngy, Inc, 8271 E. Gelding Dr. S:aMZM
ra

Page 39 of 40
Page 39 of 40

(480) 991-1259

bt i feat S )

Unit Activity By Unit Number(- 0132

Time Remote # Deseription Data Tenant
Friday, March 03, 2006
8:01:00 AM  2- Exit Area 0132 ISTVAN BURGYAN
7:.55.00 AM  16- Door Closo 0132 ISTVAN BURGYAN
7:53:00AM 16 Door Open 0132 ISTVAN BURGYAN
T:49:00 AM - Enler Area 0432 ISTVAN BURGYAN
Sunday, February 26, 2006
8:22:.00 M 2- Exit Area 0132 1STVAN BURGYAN
B:21:00PM  16- Doaor Close 0132 ISTVAN BURGYAN
B8:10:00PM 18- Door Dpan 0132 ISTVAN BURGYAN
8:08:00 PM  1{- Enter Area 0132 ISTVAN BURGYAN
Saturday, February ! 1, 2006
124100 PM 2- £t Area 0432 1ISTVAN BURGYAN
12:39:.00 PM 16 Doar Close 0132 ISTVAN BURGYAN
12:35:00 PM  16- Deor Opan 0132 1STVAN BURGYAN
12:38:00 PM 9. Enter Area a132 ISTVAN BURGYAN
Monday, January 30, 2006
9:02:00 AM  2- Exht Atag 0132 ISTVAN BURGYAN
9:02:00 AM 16 Door Closs 0132 ISTVAN BURGYAN
S:01:00AM 15 Dooc Open 0132 ISTVAN BURGYAN
8:00:00 AM  1- Enter Araa 0132 ISTVAN BURGYAN
el - 8:50:00 AM -2 T -ExitAren-— - - -0132 ISTVAN BURGYAN - R =
8:49:00 AM 18- Door Close p1a2 ISTVAN BURGYAN
8:48.00 AM  16- Door Opan 0132 ISTVAN BURGYAN
8:45:00 AM 1. Entar Area 0132 ISTVAN BURGYAN
Tuesday, January 24, 2005
8:36:00 PM 2~ Exit Area 0132 ISTVAN BURGYAN
8:35:00PM 18- Door Closa 0132 {STVAN BURGYAN
8:29:00 PM  16- Door Open 0132 ISTVAN BURGYAN
8:28:00PM  1- Enter Area 0132 ISTVAN BURGYAN
316:00PM 2. Exit Ares 0132 ISTVAN BURGYAN
3:14:00PM 18- Daot Close 0132 ISTVAN BURGYAN
202300 PM 18- Door Open 0132 ISTVAN BURGYAN
22200 PV 1- Enter Area 0132 ISTVAN BURGYAN
20700 PM  2- Exit Area 0132 [STVAN BURGYAN
2:04:00PM 18- QOaor Closs 0132 ISTVAN BURGYAN
1:52:00 PM  16. Door Open 0132 ISTVAN BURGYAN
1:51:.00PM 1. Erter Area 0132 ISTVAN BURGYAN
12:40:00 PM 2. Exll Aroa 0132 ISTVAN BURGYAN
1239:00 PM 18- Door Close 0182 ISTVAN BURGYAN
12:29:00 P\ 16- Door Open 0132 ISTVAN BURGYAN
12:18:00 PM 1. Enter Ates 0132 ISTVAN BURGYAN
11:§3:00 AM  2- Exit Area 0132 ISTVAN BURGYAN
11:11:00 AM 18- Door Close 0t32 ISTVAN BURGYAN
fitt.00a 18 Ooot Opon 32 ISTVAN BURGYAN
N 11:10:00 AM  1- Enter Ares 0132 ISTVAN BURGYAN
Page ! of 3 00077
Friday, Marcl 03, 2006 ept. 11'06
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Preferred Technology, Inc 8271 E. Gelding Dr. Scottsdale, A7 85260 (480) 991-71259

BT ISP

Unit Activity By Unit Number - 0132

Time Remote # Description Data Tenant
Sunday, January 22, 2006
T0200PM 2 Exit Area 0132 ISTVAN BURGYAN
7:01:00 PM 15~ Door Closa 0132 ISTVAN BURGYAN
6:58:00 PM  16- Ooor Opan 0132 (STVAN BURGYAN
8:58:.00 PM  1- Enter Area 0132 ISTVAN BURGYAN
12:32:00 PM  2- Exit Arag 0132 ISTVAN BURGYAN
12:31:00P4 16- Daor Closs 0132 ISTVAN BURGYAN
12:20:00 PM  16- Door Open 0132 ISTVAN BURGYAN
12:2900PM 1 Enter Ares 0132 ISTVAN BURGYAN
- Saturday, January 21, 2006
7:02:00PM  2- Exit Area 0132 ISTVAN BURGYAN
7:01:00PM  16- Daor Close 0132 {STVAN BURGYAN
7:00.00 PM 16 Door Open 0132 ISTVAN BURGYAN
8:59:00 P 1- Enter Ame 0132 ISTVAN BURGYAN
3:47.00PM 2. Exdi Area 0132 ISTVAN BURGYAN
34600 PM 16- Door Close 0132 1STVAN BURGYAN
A:38:.00 PM 18- Doot Open 0132 ISTVAN BURGYAN
I8 00PM - Enter Arsa 0132 ISTVAN BURGYAN
1:13:00PM  2- Exit Area 0132 ISTVAN BURGYAN
11200PM 18- Doos Clase 0132 ISTVAN BURGYAN
1:06:00 PM 18- Daoor Open 0132 ISTVAN BURGYAN
- S 1:.04:00 P01 17 . T EmerArea ' Q182 TTTTT T T TUISTVAN BURGYAN
8:02:00 AM  2- Exft Arna 0132 ISTVAN BURGYAN
8:00.00 AM 18- Door Close 0132 ISTVAN BURGYAN
7:89:00 AM 18- Doar Opan . 0132 ISTVAN BURGYAN
7:58:00AM 1. Enter Arce 0132 ISTVAN BURGYAN
Friday, January 20, 2006 .
10:30:00 AM  2- Exit Aroa 0132 ISTVAN BURGYAN
10:28;00 AM 16 Door Close 0132 ISTVAN BURGYAN
10:25:00 AM 18- Doot Open Q132 ISTVAN BURGYAN
40:24:00 AM 1- Enler Area 0132 ISTVAN BURGYAN
Thursday, January 19, 2006
11:06:00 AM 2. Exit Area 0132 ISTVAN BURGYAN
14:04:00 AM  16- Doar Close 0132 ISTVAN BURGYAN
11:03:00 AM  16- Door Open 0132 ISTVAN BURGYAN
11:02:00 AM 1. Enter Area 032 ISTVAN BURGYAN
Wednesday, January 18, 2006
12:05:00PM 2. Exit Aroa 0132 ISTVAN BURGYAN
12:04:00 PM 18- Door Close 0132 ISTVAN BURGYAN
12:02:00 PM  16- Door Open 0132 ISTVAN BURGYAN
1202200 PM 1. Entar Area 0132 ISTVAN BURGYAN
N
L s e EWHEET TR AT T Lakllas ol e T aly " ™ 00078
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VENABLES confirmed he and SUBJECT were the only employees with the
administrator password necessary to access the SRCSERVER and ISASERVER,
therefore they were the only two employees who could have deleted the Source Code.
VENABLES denied deleting the Source Code.

VENABLES said that only the individual programmers and SUBJECT had the
passwords necessary to delete the Source Code from the individual workstations.
VENABLES further said the passwords on the workstations were established and set by
SUBJECT. VENABLES said he established his own password on his workstation;
therefore his information was not deleted. Additionally, SUBJECT had the building
alarm codes for all of the company employees. VENABLES said SUBJECT possessed
the necessary accesses and passwards to access the surveillance cameras within the
facility and could have deleted the last four months worth of video recordings.

VENABLES said he would attempt to obtain the workstation motherboard and
- RAID controller serial numbers for the equipment SUBJECT took home.

VENABLES was aware SUBJECT had several storage units around the Reno,
NV area. He believed that SUBJECT ofien used different storage unit locations. He was
unaware of the specific locations of these storage units.

VENABLES provided a copy of SUBJECT’s signed CLASSIFIED
INFORMTION DNONDISCLOSURE AGREEEMNET (Attachment 20), Standard Form

312, and signed by SUBJECT on 16 Sep 2003.

1. (U) Interview of: GRAY
Date/Place: eTreppid/24 JAN 2006
AsstInterviewer: SA Smith
Associated Exhibit Numbers:

GRAY stated that she has been employed by cTreppid for approximately three
years and four months, She indicated that she has known SUBJECT for a little more than
six years; three of those years were prior to employment with ETREPPID, as she had
done some work with eTreppid when she was employed by INTEL CORPORATION.
GRAY stated that she came to work for ¢ Treppid because she believed that she could

help bring its products to the marketplace.

GRAY stated eTreppid was awarded a contract from US Special Operations
Command, Fort Bragg, NC, to develop Automatic Target Recognition. The contract was
awarded on 12 March 2003 and required the company 1o have access to SECRET
material at other contractor and government locations.

On 1 August 2005, US SOCOM amended the Department of Defense Contract
Security Classification Specification, DD Form 254, permitting eTreppid to have storage
and Automated Information System processing at the facility.

00119
Sept. 11'06
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Duriug the period of 9-18 Nov 2005, GRAY recorded SECRET predator video
images onto nine eTreppid hard drives. The video images were recorded at the predator
operations center, Nellis AFB, NV. Upon completion of the recordings, GRAY was
instructed by contractor personnel (NFI) to mark the hard drives with a SECRET sticker,
which she did. GRAY subsequently mailed the hard drives to eTreppid. The hard drives
were stored at eTreppid in a GSA approved safe in a room secured by a cipher lock.

GRAY related that on 06 Dec 2005 she discovered that the nine SECRET hard
drives were not in the GSA approved safe at eTreppid's office. GRAY said she and
SUBJECT were the only two employees with the safe combination; therefore she
suspected SUBJECT bad the SECRET hard drives. She notified TREPP who, in turn,
informed SUBJECT to return the hard drives to the safe. GRAY again checked the safe
on 7 Dec 2005 and found that the hard drives were once again missing. GRAY asked
SUBJECT about the location of the SECRET hard drives and SUBJECT told her that
they were all in the file cabinet in the warehouse. GRAY informed SUBJECT that this
was not the correct location to store the hard drives and informed TREPP of the incident. o -
GRAY was uncertain if SUBJECT returned the SECRET hard drives to the safe.

On 8 Dec 2005, GRAY e-mailed SUBJECT, copying TREPP on the e-mail to
remind SUBJECT that all classified material should be stored in one safe. GRAY said
that as a result of this e-inail all original nine original SECRET hard drives were returned

to the safe.
GRAY said that on 12 Dec 2005, TREPP asked her to generate some test tapes for

internal testing from the nine SECRET hard drives. TREPP requested that four DV tapes
be made, two for SUBJECT and two for TREPP. TREPP wanted the two tapes so he

coula pertorm a “blind fest.™ GRAY refrieved one of the nine SECRET hard drives used
for classified recording and started making copies for TREPP.

GRAY related that on 13 Dec 2005, when she went to retrieve another hard drive she
discovered that once again the nine SECRET hard drives were missing. GRAY informed
TREPP that the nine SECRET hard drives were not properly stored. TREPP had
SUBJECT retumn the hard drives to the safe. GRAY also related that while generating
test tapes, SUBJECT came into her work area and placed a new label on one of the hard
drives that she was using to generate test tapes, GRAY said that SUBJECT told her he
was condensing the original nine SECRET hard drives that were used at Nellis AFB
because some were only partially full. As per TREPP, GRAY also gave SUBJECT two

SECRET test tapes.

GRAY changed the safe’s upper drawer combination and placed TREPP’s two copies of
test tapes into this drawer. The original nine SECRET hard drives were secured in the
safe's bottora drawer, to which both GRAY and SUBJECT had the combination.

00120
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GRAY related that on 15 Dec 2005, she discovered that all of the SECRET hard
drives were once again missing from the safe. When GRAY approached SUBJECT
about the SECRET hard drives he told her he wanted to store the hard drives in the file
cabinet in the warehouse for his convenience. GRAY told SUBJECT he could not store
the SECRET hard drives in the warehouse and was risking losing his clearance. GRAY
said SUBJECT replied, “I don't care about my clearance. They’ll always give me my
clearance because they want me to do the work.” GRAY informed TREPP about the
incident and he determined that the classified material needed to be restricted. TREPP
had SUBJECT return the SECRET hard drives and tapes to the safe. GRAY said TREPP
then asked her to move all of the classified material to the top drawer of the safe and not
give SUBJECT the combination. GRAY complied.

GRAY said that on 18 Dec 2005, SUBJECT tried to contact her via text message,
but she did not respond. Eventually she was contacted by TREPP who instructed her to
give the top drawer safe combination to SUBJECT. GRAY related to TREPP that she

had concermns that SUBJECT would make copies of the classified material he would have

" access to the two SECRET tapes that GRAY had segregated for the blind test. GRAY
said that TREPP instructed her to give SUBJECT the combination so SUBJECT could
perform work. TREPP told her to change the combination when she returned from the
weekend. GRAY said that TREPP said he would speak with SUBJECT and have him re-
secure the SECRET hard drives and tapes when she returned on 19 Dec 2005.

GRAY said that on 21 Dec 2005, at approximately 1030 hours, she had a closed
door meeting with TREPP where she told TREPP that she had reason to believe
SUBJECT had not written significant software for the company. She also speculated
that she observed what may have been classified imagery on a computer used by Zehang
SUN, programmer, eTreppid, who is a Chinese National. GRAY said the images

appeared o be predator aenal images taken 1n Iraq from the predator and displayed the
geo-coordinates. She said that she was told Mr. Lance Lombardo, Program Manager, US
SOCOM, that any images reflecting the geo-coordinates were classified SECRET.
GRAY said she tried to copy what appeared to be the classified content from SUN's
shared folder. But, as she was trying to copy it to her computer the file was deleted.
GRAY believed that SUBJECT deleted it because SUBJECT lcarned of her conversation
with TREPP and because SUBJECT was allowed access to all of the engineer's folders.
GRAY also informed TREPP that she had fairly complete information that led ber to
believe SUN had worked on a classified project involving ocean images.

These ocean images were later determined by the U.S Government to be
unclassified.
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GRAY stated that soon after her meeting with TREPP she received a call from
JESSE ANDERSON, programmer, ¢Treppid asking her what was going on in the
building. ANDERSON told GRAY that he had just received a call from SUBJECT who
told him that TREPP and GRAY were “ganging up on him.” ANDERSON also told
GRAY that SUBJECT asked if any Source Code was resident on ANDERSON’s
computer. GRAY told him that she didn’t know whal he was talking about and her
conversations with TREPP were private. GRAY said that almost immediately after her
conversation with ANDERSON, VENABLES called her on the office intercom and said
he just received call from SUBJECT who told him that TREPP and GRAY were
“ganging up on him” and accusing VENABLES of “stuff’ (NFI).

GRAY believed thai her conversation with TREPP earlier in the day was either
overheard or somehow monitored. GRAY informed TREPP of her conversations with
ANDERSON and VENABLES and of her belief that their conversation had been
monitored. GRAY said VENABLES called at approximately 1530 hours on the office
intercom and inquired as to why SUBJECT was leaving the building with hard drives.

warehouse and GRAY observed TREPP and SUBJECT engage in a conversation. She
was not privy to the conversation.

GRAY said that on 8 Jan 2006, LALITH TENNETI, software engineer, eTreppid
told GRAY that eTreppid’s Source Code was deleted from all of the engineer's systems
between Christmas 2005 and New Year's 2006.

GRAY said that on 9 January 2006 she found 7 hard drives, which were copies of
the original nine SECRET hard drives, in SUBJECTs file cabinet in the warehouse.
GRAY stated an inspection of the safe revealed another 7 hard drives, also copies of the
original nme SECRET hard drives. GKAY said a search of elreppid’s tacility failed to
locate the original nine SECRET hard drives. GRAY said that she knows the original 9
SECRET hard drive disks were missing because the hard drives at ETREPPID offices are
not the original ones which she “personally placed descriptive labels on” in Nov 200S.
Furthermore, GRAY related that the nine missing SECRET hard drives had actual
Predator missions on them. In addition to the nine missing SECRET hard drives, GRAY
related that 2 of the 4 SECRET test tapes made for the blind test were missing from the
safe. GRAY stated that between 9 Jan and 13 Jan 2006 she and the rest of the company’s
employees searched the company for the nine original SECRET hard drives and two
SECRET ftest tapes but were unable to locate them, GRAY was unable to explain the
disappearance of the hard drives but knows she does not have them and the only other
person with access to the missing original nine SECRET hard drives was SUBJECT.

GRAY also added that she believes SUBJECT processed classified information
on an unclassified stand-alone system that was not part of eTreppid's computer
network/domain. She suspected this, because SUBJECT had to use a computer system to
make copies of the nine original SECRET hard drives and the company did not have
approval to process classified information on any system.
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J. (U) Interview of: ANDERSON
Date/Place: eTreppid
Asst Interviewer: SA Smith
Associated Exhibit Numbers:

ANDERSON said he was an employee of eTreppid for approximately five years
and had both a personal and professional relationship with SUBJECT. ANDERSON
stated that he, SUBJECT and other employees met each other socially on numerous
occasions, ANDERSON characterized SUBJECT’s recent demeanor as “unstable, needs

to be hospitalized and needs psychological help.”

ANDERSON stated that on 22 or 23 Dec 2005 SUBJECT called him and asked if
he had any Source Code resident on his computer. ANDERSON told him he did not. *
ANDERSON said that this call took place when he was on vacation 21-28 Dec 2005,
ANDERSON said that he called GRAY and said, “Dennis (SUBJECT) just called me and by,
asked if | had any Source Code on my computer, what's going on?"” ANDERSON said Qﬁ‘ (Q'/
~ that he could not recall GRAYs response. o - E\)— '

ANDERSON said that on 28 or 29 Dec 2005, TENNET! informed him that
eTreppid Source Code was missing from his eTreppid computer workstation.

ANDERSON said that on 7 JAN 2006, JALE TREPP (JTREPP), TREPP’s wife,
told him that GRAY had called her and said that he might have some information about
SUBJECTs activities at eTreppid. ANDERSON agreed to meet JTREPP at a Barnes &
Noble store located at 5555 South Virginia Street, Reno NV 89502. ANDERSON related
to JTREPP that SUBJECT was using open Source Code 1o develop eTreppid’s Source
Code, not writing software, does not possess adequate technical abilities, and was
dishonest. ANDEKSUN also mtormed JTREPP that SUBJECT said that he owned 51%
of the company, TREPP was just an investor and that GRAY was going away for some
time. JTREPP told ANDERSON to discuss these issues with TREPP.

ANDERSON stated that on 8 Jan 2006, he met TREPP at the Tamarack Junction
Restaurant Casino located at 13101 South Virginia Street, Reno, NV 89511.
ANDERSON said that he voiced his concerns about SUBJECT’s continued claims that
he was the majority shareholder in the company, had “lots of cash” invested in the
company and that TREPP was only an investor. )ANDBRSON also informed TREPP that
SUBJECT was using open source to develop eTreppid Source Code, SUBJECT was
dishonest, SUBJECT said GRAY would be going away for some time. He also told
TREPP that as long as five years ago he had suspicions that SUBJECT was less
technically comperent than he led people to believe.
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ANDERSON said that he had suspicions that SUBJECT was using open Source
Code to develop eTreppid Source Code for almost two years. ANDERSON said that he
confronted SUBJECT about eTreppid’s use of open Source Code to develop its Source
Code when he was at Fort Bragg, NC conducting some training. SUBJECT told him that
the “govermnment knew about it"” and that TREPP knew about it and TREPP was “O.K

with 1t”,

ANDERSON recommended to TREPP that he speak with VENABLES and
TENNETI so TREPP could be further informed of SUBJECTs activities.

ANDERSON said that on 10 Jan 2006, while he was at ETREPPID’s office
SUBJECT said to him that, “You’re an asshole” and, “We’ll meet again”. ANDERSON
asked SUBJECT, “Is that a threat?” and SUBJECT replied, “No”. ANDERSON stated
that he had suspicions that his phone conversations and his conversations at work may
have been monitored. He felt this was the only way in which SUBJECT could have
learned about the conversation he and TREPP had about SUBJECT. ANDERSON feared -

B that SUBJECT may harm him in some way and believes that SUBJECT bas the capacity
to do so.

ANDERSON related that on 11 and 12 Jan 2006, he was asked by TREPP to look
at all of ETREPPID’s computers and talk with employees to ascertain if there was any
Source Code resident on eTreppid’s computers. ANDERSON stated that eTreppid
Source Code had been deleted from all of the computers. ANDERSON stated that a
program known as “Wipe N Clean"” was resident on all of ETREPPID’s programmer’s
computers and that program had been resident on the computers prior to the deletion of
eTreppid Source Code. “Wipe N Clean” is a program used to permanently delete data
from computers. ANDERSON stated that a portion of eTreppid Source Code was
resident on s computer and had not been deleted. ANDERSON stated that
approximately three years ago SUBJECT instructed all eTreppid personnel to save the
Source Code in a file named “Current_Source” located on their individual workstations.
ANDERSON said this easily permitted SUBJECT access to the Source Code and would
have facilitated the ease in which the Source Code was located and subsequently deleted.

ANDERSON said that on 15 Jan 2006, he saw SUBJECT at the Peppermill Hotel
Casino located at 2707 South Virginia Street, Reno, NV 89502, ANDERSON was at the
casino to have lunch with his girlfriend’s family. ANDERSON said that while he was
waiting on line for lunch service he observed SUBJECT-playing blackjack at one of the
casino’s blackjack tables. ANDERSON said that SUBJECT looked like he had been
playing cards all night as SUBJECT look tired, intoxicated, although he did not have a
drink glass in front of him and his hair was a mess. ANDERSON said that SUBJECT
looked up and said to him, “Get the fuck out of here!” and asked a casino security guard
to make ANDERSON move. The security guard asked ANDERSON to move and
ANDERSON refused informing the security guard that he was just watching the game on
TV and waiting in line for lunch. SUBJECT again asked the security guard to move
ANDERSON and this time ANDERSON complied so SUBJECT would “not cause a

scene.”
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ANDERSON stated he did not have access to the nine missing SECRET hard
drives or two missing SECRET mini DV tapes. ANDERSON said he did not possess the
combinations 1o the company’s safes. ANDERSON stated that he had aothing to with

the deletion of Scurce Code from eTreppid’s computers.

ANDERSON also provided that approximately four months ago SUBJECT gave
him electronic TIF files (images), of what ANDERSON said he believed to be the ocean,
and directed him to divide the TIF images into Ik x 1k pixels. ANDERSON said that he
compiled the images and they remained resident on his computer.

ANDERSON subsequently provided these images to0 SA HARALDSEN and
deleted them from his workstation.

ANDERSON said that during an Automatic Target Recognition demonstration in
2003 (NFI), and upon the direction of SUBJECT, ANDERSON was told to monitor a
display on ANDERSON’s computer. SUBJECT instructed ANDERSON o strike the
“A” key on his computer’s keyboard each time a bazooka held by SUBJECT came into
view on the video screen. ANDERSON said that he did this for approximately forty
separate demonstrations. ANDERSON stated that sometime in October or November of
2005, he learned from GRAY that representatives from the Department of Homeland
Security (DHS) were coming to see the ATR product and that this visit was in relation to
a potential contract award. ANDERSON said that to his knowledge his prior
participation in the ATR product was limited to bazooka demonstrations. ANDERSON
did not want to participate “if eTreppid was going to be paid by the DHS.” ANDERSON
told SUBJECT that he did not want to participate when DHS arrived and he did not.
ANDERSON said that subsequent to that date SUBJECT no longer spoke with him and

~ ceased all social contact.

K. (U) Interview of: BAUDER
Date/Place: 25 JAN/eTreppid LLC
Asst Interviewer: SA Smith
Associated Exhibit Numbers: 21

BAUDER said he worked for eTreppid since April 2000 and was hired by
SUBJECT. His relationship with SUBJECT was strictly professional. He characterized
SUBJECT as eccenlric with minimal personal skills. Because of BAUDER's size, “a
large man,” SUBJECT would often ask him to move heavy “stuff.”

On Friday, 23 Dec 2005, SUBJECT asked BAUDER to move approximately six
boxes from SUBJECT's office and office closet to the warehouse’s back door. BAUDER
accomplished this task. He said the box flaps were closed therefore he was unable to
determine the boxes’ contents. BAUDER observed SUBJECT load at least two of the
boxes into his (SUBJECT's) truck. BAUDER thought this was a little peculiar since he
never witnessed SUBJECT remove anything from the facility.
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BAUDER said about one year ago, SUBJECT requested he purchase some open
Source Code called MICATOGE XPLAYER. This purchase was an online purchase
using BAUDER s PayPal account. The cost of the Source Code was about $100.
BAUDER said that SUBJECT claimed he did not have a PayPal account and required the
open Source Code for work.

BAUDER subsequently provided a copy of the PayPal receipt (Attachment 21) to
SA HARALDSEN. A review of the receipt is reflected in paragraph 3-1 L.

BAUDER said he assisted SUBJECT with some work regarding “images of the
ocean.” He said SUBJECT instructed him to place symbols on the images. BAUDER
was unaware of why he was accomplishing this task, but surmised it had to do with
“terrorist boats.” SUBJECT never explained why this work was being performed or for

whom.

Sometime in JAN 2006, BAUDER assisted the eTreppid employees with a search

of the Tacility to determine if they could locate any media containing the company’s
Source Code. While conducting this search BAUDER, observed GRAY, holding two
hard drives with red stickers on them. He said these hard drives were found in a
warchouse filing cabinet used by SUBJECT. He said he looked in the cabinet drawer and
saw additional hard drives in the drawer. He was uncertain how many hard drives were
in the cabinet drawer. When he tried to assist GRAY, she explained that BAUDER did
not have the appropriate clearance level to take possession of the hard drives.

BAUDER further said that during the summer of 2003 SUBJECT made a peculiar
request of BAUDER. SUBJECT invited BAUDER to his office and when BAUDER
arrived SUBJECT shut the office door and closed the blinds. SUBJECT instructed

- 0 € space bar on his (meaning S key Whenever
BAUDER heard an audible tone on his phone. BAUDER explained that SUBJECT was
demonstrating a “bazooka” test to some unidentified customers. SUBJECT would hold &
stmulated bazooka and walk into the field behind the company. While SUBJECT held
the bazooka, a camera was trained on SUBJECT. This camera was connected to a laptop
computer in the company warehouse and the customers were observing the laptop
display. As the camera was trained on the bazooka, SUBJECT would send BAUDER an
audible tone to BAUDER’s phone. When BAUDER heard the tone he hit the space bar.
He was uncertain what "hitting the space bar did” but suspected it highlighted the
bazooka on the laptop display. The demonstration lasted about 5-10 minutes. SUBJECT
explained that this was for demonstration purposes only and not to worry about it.
BAUDER knew better than to pursue this line of questioning because if you questioned
SUBJECT you were “eventually fired.” BAUDER believed SUBJECT was using

“trickery” during this demonstration.
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L. (U) Review of PayPal Receipt
Date/Place: 25JAN 2006/eTreppid
Associated Exhibit Number; 21

On 25 JAN 2006, SA HARALDSEN reviewed the copy of the PayPal receipt
provided BAUDER. The review disclosed that the receipt was identified by the following

data:

“Web Accept Payment Sent 1D number 0XM90015NS53987849
Original transaction date 30 Nov 2004,
Payment to XIAD CAN YANG, for the amount of 99.00
Item Title: Micatoge XPlayer
Item Number: Source Code License
Time: 0719:07 PST
Shipping Address:
JIM BAUDER

United States

M. (U) Interview of: VENABLES
Date/Place: 26 JAN 2006/eTeppid LLC
Asst Interviewer: SA Smith
Associated Exhibit Numbers: 22

VENABLES provided a copy of the VISTA 100, ADT Alarm Setup Codes
(Attachment 22) for eTreppid, LLC. VENABLES indicated that user #13 was assigned

6 SUBJECT. Ateview of the altachment confirmed the injormaton onginally provided
by TREPP in paragaraph 3-1 A. Additionally, VENABLES said that SUBJECT was also

aware of all the user alarm codes.

N. (U) Interview of: TREPP
Date/Place: 27 Jan 2006/Telephonic

Associated Exhibit Number; 23

TREPP forwarded an email (Attachment 23) referencing AZZINARO's
conversation with SUBJECT. A review of the email determined SUBJECT asked
AZZINARO if he knew someone who he (SUBJECT) could borrow $5-$10 million.
Additionally, the email reflected that SUBJECT was looking for a potential investor

“from the United States & not from a foreign country.”

TREPP’s opinion is that SUBJECT is looking for an investor to sell eTreppid’s
Source Code. )
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0. (U) Interview of: TREPP
Date/Place: 31 Jan 2006/Telephonic/Email
Associated Exhibit Number: 24

TREPP forwarded an email (Attachment 24) from VENABLES reflecting that the
nomenclature and serial number for the missing RAID stand-alone workstation. The
nomenclature and serial was identified as: 1-8-drive IDE RAID with a serial number of:

6564737.

P.(U) Interview of TREPP
Date/Place: 9 Feb 2006/Telephonic
Associated Exhibit Number 25

TREPP szid that District Court Judge ROBERT H. PERRY, 2™ Judicial District
Court of the State of Nevada in and for the County of Washoe, Reno, NV, concluded that
a preliminary injunction was warranted in the present context. TREPP read the court

order, which reflected the following:

SUBJECT was ordered to restrain from destroying, hypothecating, transferring,
modifying, and/or assigning the eTreppid Source Code, from discussing any eTreppid
technology, including anomaly detection and pattern recognition sofiware, with any third
party, except experts or other persons and witnesses necessary to Defendant’s case.
TREPP said the court issued this injunction to maintain the status quo and (o avert any
irreparable harm that eTreppid may suffer and based on the risk that SUBJECT could
delete and or transfer the last version of the eTreppid Source Codé that remains in tact.

TREPP said his attomeys were filing motions to have the judge to order

—SUBIEC T wretunthe SoWIee Code by 3 SPECific dare.

TREPP provided a copy of the court order (Attachment 25), dated 8 February
2006.

4-1. SUBJECT INTERVIEW:

Interview of: SUBJECT
Date/Place: 7 February 2006/Telephonic

SUBJECT telephoned SA HARALDSEN and requested a point of contact at the
XXX who would “be able to give me permission to testify about working for them and
the types of products I developed.” SUBJECT said he was going to testify at the civil
hearing regarding the TRO, which TREPP had filed against him. He said he needed to be
able 1o defend himself and felt he would not be able to if he were not permitted to tell the
judge about whom he worked for, He said “I am afraid of being held in contempt of
court when I have to explain to the judge that I can’t give this information out.”
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SUBJECT further said “I signed a letter of treason saying that I will go to jail if 1
divulge that I worked for them (inferring the XX X)" He further said “I need
something so I can divulge everything. Obviously Paul (referring to SA
HARALDSEN) you have only heard one side of the story.” SUBJECT did not
provide any additional information.

5-1.(U) FBI REFERALL:

A. On 26 Jan 2006, SA Mike McKinley, Resident Agent in Charge and SA John Piser,
FBI Field Office, Reno Nevada was briefed regarding the deletion and removal of
company Source Code. SA McKinley said they would review the information provided,
but based upon the briefing he believed they would initiate an investigation.

B. 30 Jan 2006, SA PISER said the FBI was assuming investigative jurisdiction
regarding the alleged deletion and theft of eTreppid Source Code by SUBJECT.

of 19

Page 11 of 19

—— €. 0On 2 Feb 2006, SA PISER said the FBIopened an economic espionage and theft of -

intellectual propetty investigation.
5-2 Local Agency Check:

A. On 13 Feb 2006, SA DERMOT O'REILLY conducted a review of the AFOSI
Investigative Information Management System and determined that SUBJECT was not

reflected in this database.

B. On SA ' conducted a review of the Reno Police Department
criminal records which revealed.

6-1 National Agency Check
A. On 23 January 2006, SA HARALDSEN conducted a review of the Joint Personnel

Adjudication System, which reflected SUBJECT"s Sensitive Compartmented Intelligence

cligibility was listed as: DCID 6/4, 2005 10 06 AFCAF.

B. On 23 January 2006, SA HARALDSEN conducted a review of the Joint Clearance
Access Verification System, which revealed the following information regarding
SUBJECT: SUBIJECT possessed a Top Secret security clearance with SCI access based
upon a single scope background investigation (SSBI) conducted by Defense Security
Service. The SSBI was opened on 04 April 2004 and closed on 13 Feb 2004 without any
derogatory information being identified. The Defense Information Security Office, DSS,
adjudicated the Personal Security Investigation favorably on 21 Feb 2004.

C. (U) On 13 Feb 2006, SA ORIELLY conducted a review of the Defense Central Index
of Investigations e

7-1EXHIBITS
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w2§ Michael -
' Sent: Frl 2/10/2006 7:58 PM

From: West, Michael A

To: ’ warren@etreppid.com
Cce:

Subfect: Additional Questions
Attachments:
Warren,

Here ars a few additional questions | would like fo talk to you in person about the first of next week.

- Describe Etreppid's trade secrets.

- What security procedures are in place to protect the trade secrets.
- Is there a non-disclosure agreement signed by Mon{gomery.

- What is the value of Etreppid’s trade secrets.

Thank you

Michael West
Speclal Agent
__ Federal Bureau of Investigation S = 5 o
Reno, Nevada .
{775) 825-6600
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West, Michael _ ~

From: West, Michael A. Sent: Fr 2/17/2006 12:28 AM
To: paul.haraldsen@pentagon.af.mil

Cc:

Subject: Concurrence for Telephone Recording

Attachments;

Paul,

Thanks again for coming ocut {6 Reno, Nv on short notice. Your trip was very successful.

On 2/15/20086, Chief Assistant U.S. Attomey Ronald C. Rachow, Reno, Nv, and
Acling/SAC W. Woemer, Las Vegas, Nv, authorized you to make consensually
monitored telephone calls in this matter.

| will document the approval to my case file and prepare a report.
Let me know If you would like a copy.
Thanks

Michael West

Special Agent

Federal Bureau of Investigation

Reno, Nevada
(775) 825-6600
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_\Attachments can contain viruses that may harm your computer. Attachments may not display correctly.
Access to the following potentiafly unsafe attachments has been blocked: fbplayer.exe

From: west, Michael A.
To: Haraldsen Paul Clv SAF/AAZ
Cc:

Subject: RE: Program Update
Attachments: ) comcti32,dl(438KB) 3 Tbplayer,dii(156KB) ) vei0.bpl(AMB) J vetx40.bDi(246KB) J vdcomponents. bpl(24K83)

Michael West

Speclal Agent

Federal Bureau of Investigation
Reno, Nevada

(775) 825-6600

From: Haraldsen Paul Clv SAF/AAZ [mailbo Paul. Haraldsen@pentagon af.mn]
————Sent: Sat 2/18/2006 12:5L PM—

To: West, Michael A,

Subject: RE: Program Update

Mike,

Page 14 of 19

Weﬁ Michael R EEEEEE—————,
Sent Tue 2/21/2006 7:31 PM

I still am unable to get this working. Would you please send me another copy or due me in how to get this working.

Thanks Paul
—--0Original Message——
From: West, Michael A, [mailto:Michael.West2@ic. fhl.gov]

Sent: Frl 2/17/2006 2:18 PM
To Haraldsen Paul Civ SAF/AAZ

Subject Program Update

Paul,

I tried the CD this moming & the FBPlayer file which plays the record did not work.

Attached s a good copy of this program. Copy it Into a directory with all the other file and it showed run.
If not, I will send you a working copy.

Mike

Michael West

Special Agent
Federal Bureau of Investigation

Reno, Nevada
(775) 825-6600
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-

West, Michael

From: Haraldsen Paul Civ SAF/AAZ [Paul. Haraldsen@pentagon.af.mil] Sent: Sat 2/18/2006 10:43 AM
To: West, Michael A

Ce:

Subject: RE: Concurrence for Telephone Recording

Attachments:
Mike,

A report would be good to assuage the concerns of my General Counsel. I am working to make it cut there next
week. It may have to be later In the week, depending on my wife's doctor’s appointments. 1 will keep you up to speed
on my projected arrival times and dates. Call me when you get a chance — cell phone 703-980-9441. By the way the
file still did not work. I still am unable to run the audio. Please send me all the files agaln or If you can convert it to

windows media player that would be great. Thanks.

Hslaned/f
PAULL.HARALDSEN o
Special Agent, AFOSI Region 7

Pentagon, Washington, DC

—--Original Message----

From: West, Michael A. [mailto:Michael West2@ic.fbi.gov)
Sent: Frl 2/17/2006 12:28 AM

To: Haraldsen Paul Civ SAF/AAZ

Cc:
Subject: Concurrence for Telephone Recording

Paul,
Thanks again for coming out to Reno, Nv on short notice. Your trip was very successful,

On 2/15/2006, Chief Assistant U.S. Attorney Ronald C. Rachow, Reno, Nv, and
Acting/SAC W. Woerner, Las Vegas, Nv, authorized you to make consensually
monitored telephone calls In this matter,

I will document the approval to my case file and prepare a report.
Let me know If you would like a copy.

Thanks

Michael West

Speclal Agent

Federal Bureau of Investigation

Reno, Nevada

(775) 825-6600 00133
Sept. 11'06
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€D The sender of this message has requested a read recelpt, Click here to send @ receipt, J

W Michael

From: Haraldsen Paul Clv SAF/AAZ [Paul. Haraldsea@pentagon.af.mi) Sent: Mon 2/27/2006 7:19 AM
To: West, Michael A.

Cc:

Subject: . RE: Program Update

Attachments:

Mike,

At about 8pm on Sunday, I received a phone call from SUBJECT. He sald he was concerned about violating the TRO if
he provided coples of the anomaly detection and pattern recognition technical capabilitles to the government. He said
the government needed "to remove the TRO" If they were truly interested in these capabllities.” He is looking for the
government to take action to nullify the TRO. He implied that his attorney elther met with or phoned the other

government agency counsel to discuss the TRO too.

It appears that SUBJECT's attomey Is waming him not to violate the TRO. This will hamper our concept of ops for
recovering the source code and we will most likely have to revise our approach. SUBJECT sald he was still willing to
meet with me and discuss any issues, but would not be able to provide examples of the capabilities until the TROS

lifted,
Call me when you get in.
Paul

//SIGNEDY//

PAUL L. HARALDSEN, DAFC, USAF

Director of Policy (SAF/AAZ)

Emall (SAF/AAZ): PaulHaraldsen@pentagon.af.mil

Emall (AFOSI - HQ Region 7): Paul.Haraldsen@ogn.af.mil
Offlce: (703) 693-2013 (SAF/AAZ)

U/Fax: (703) 693-2059 (SAF/AAZ)

S/Fax: (703) 521-4279 (SAF/AAZ)

——Original Message—--

From: West, Michael A. {mailto:Michael. West2@|c.fbi.gov]
Sent: Tuesday, February 21, 2006 11:06 PM

To: Haraldsen Paul Civ SAF/AAZ

Subject: RE: Program Update

Excellenttlt

Michael West

Special Agent

Federal Bureau of Investigation

Reno, Nevada

(775) 825-6600 00134
Sept. 11'06
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From: Haraldsen Paul Civ SAF/AAZ [mailto:Paul.Haraldsen@pentagon.af.mil]
Sent: Tue 2/21/2006 8:49 PM

To: West, Michael A.

Subject: RE: Program Update

Mike,
All files work property. Thanks for you help. Talk with you soon.

Paul

PAUL L. HARALDSEN, SA
AFOSI Region 7
Pentagon, Wash, DC,

-----Original Message-----
From: West, Michael A, [mailto:Michael. West2@ic.fbi.gov]

Sent: Tue 2/21/2006 7:31 PM
To: Haraldsen Paul Civ SAFfAAZ
Cc:

Subject: RE: Program Update

Michael West

Special Agent

Federal Bureau of Investigation
Reno, Nevada

(775) 825-6600

From: Haraldsen Paul Civ SAF/AAZ [mailto:Paul.Haraldsen@pentagon.af.mil)
Sent: Sat 2/18/2006 12:51 pM

To: West, Michael A.

Subject: RE: Program Update

Mike,

[ still am unable to get this working. Would you please send me another copy or clue me in how to get this
working. Thanks Paul

—--Original Message-—
From: West, Michael A. [mailto:Michael. West2 @ic.fbi.gov]
Sent: Fri 2/17/2006 2:18 PM
To: Haraldsen Paul Clv SAF/AAZ
Cc:
Subject: Program Update
00135
Sept. 11'06
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Paul,
1 tried the CD this moming & the FBPlayer file which plays the record did not work.
Attached Is a good copy of this program. Copy It into a directory with all the other file and it showed run.

If not, I will send you a working copy.
Mike

Michael West
. Special Agent
Federal Bureau of Investigation
Reno, Nevada
(775) 825-6500

00136
Sept. 11'06
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. —r S
weﬁ Michaej
Sent: Thu 3/2/2006 8:34 PM

From: Sloan S. Venables [sloan@eTreppid.com)
To; 'Oixon, James, CIV, DS5'
Cc: West, Michael
Subject: classlified materiats findings
Attachments:
Jay,

As you I[nstructed me to do, starting on Tuesday of this week I went to every computer machine in the
building and searched for the classified (secret) files that Patty Gray said she saw on Yongmian's
computer. Patty explained to me that the file(s) she saw were a video sequence totaling several
hundred megabytes with the first file in the video sequence named 000000.bmp She also said that the
files could be identifled as originating from the classified video footage by the date 11/11/05 time-
stamped on the video and the particular scenario In the video. Having previously reviewed with Paul
Haraldsen the original MiniDV tapes that these files originated from, I knew what to look for when

searching the computers in our building.

I found 2 Instances of these files stlll in existence on computers in the building. The 2 computers were
named “Yongmian® belonging to Yongmian Zhang and "Xilinx1" belonging to Zehang Sun as his
secondary testing machine. Both of these people said that they did not know that these files existed on
their machines. This was backed up by the fact that these files were located in folders that Dennis
Montgomery had created on their hard drives and only he had network sharing access to them. These
two employees further said that Dennis routinely copled "sample files” to their machines for them to
experiment with and that he did this so often that they could never keep track of what files Dennis had

copled to their machines.

As instructed by the person you had on the conference call with us on Tuesday, to remove the files from
these machines I ran a wipe and delete on the folders contalning these flles on both of these computers,
After our phone call today I went and removed the hard drives from these 2 machines and placed them

In our classified material cantainer.

I also checked the emalls of everyone In the building and found no evidence of anyone sending or
receiving this video sequence or any other large number of files or video sequences.

Sloan §. Venables

Facliity Security Officer

Direclor of Research & Development
eTreppid Technologies, LLC

755 Trademark Orive

Reno, NV 89521

soan@e Treppid.com

Tel: (775) 337-6795

Fax: (775) 337-1877
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